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1
Decision/action requested

It is proposed to agree on the changes
2
References

[1]

3GPP/TMF FMH - Living List version 8 (S5-113103/ S5eTMF0147)
[2]

Interface in FMC NM environment (S5-110087)
3
Rationale

Various SA5 positions are required for completion of [1]. In addition, aspects of “semantic alignment” definitions, advantages, and implications are addressed (based on [2]).
4
Detailed proposal

	1st Modified Section


X
Semantic Alignment – Definitions, Advantages, Implications

	Next Modified Section


2.1
OSS-to-OSS System Context

Description: 

This point refers to section 1.1 of TR167.

[TIP_RAM_IA] defines an OSS-to-OSS business scenario [reference to TAM requested]. This scenario drives a number of new attributes (serviceAffecting, potentialRootCauseIndication) and new directives (set, create). 

While some attributes like escalation and directives like create are quite specific to OSS-to-OSS (interfaces 3 or 4 in TR32.101, figure 1), most of the others can also be applied to Itf-N system context.  

[TIP_RAM_IA] now includes a separate profile, named “Enhanced profile”, covering the OSS-OSS scenario. A supporting document ([SD_RAM_01_RAM_Profiles],) describes the various RAM profiles.
[SA5] NM-layer alarm management interface capabilities:

· 3GPP Alarm IRP is usable also on NM-layer interactions (as sufficiently generic and providing required functionality for transfer and management of alarm information)

· 3GPP recommends that if additional functionality is needed on NM-layer interactions (supported by agreed use cases and architectural definitions), such interaction should be defined in a separate interface specification.

SA5 does not consider it necessary to define a standard interface between alarm correlation function and the alarm management system, such as in the case of the planned TIP_RAM_IA.
Notes: Description for TIP_RAM_IA agreed. Description for 3GPP to be added; maybe from 32.829 Recommendations in clause 6. Action for SA5 (Edwin)
Recommendation:  Note: Action by team required
Status: U

	Next Modified Section


2.2
Alarm Id

Description: 

Both SA5_FM_IS and TIP_RAM_IA define an alarmId that uniquely identifies an alarm record within an active alarm list. However there is some difference in the definition. 

3GPP guarantees that the scope of uniqueness is the active alarm list. 3GPP does not specify when an alarmId can be reused. This implies that the alarmId can be reused as soon as the alarm is removed from the alarm list.

From RAM, the identifier is considered as the unique field for identifying alarms. The use of the identifier (alarmId plus context) allows consistency of identification when the RAM interfaces is used at various levels, i.e. between EMS and NMS and between NMSs. TIP RAM specifies that, when an alarm-owning system needs to assign an AlarmId, an AlarmId once used in an alarm list should never be reused.

Clients might keep reference to alarmIds and if their lifecycle is not synchronized and if alarmIds are reused, then some operations (ack or grouping) might end up being done on the wrong alarm. Uniqueness is also required for alarm correlation purposes.
SA5 approach to alarm management: 

1. The alarm ID is used as a handle for use by IRPManager and Alarm IRPAgent to identify current active alarms stored in the IRPAgent’s alarm list.

2. A notification can carry alarm information and non-alarm information (such as “Software V1.2 is activated”). 

3. The notification system uses a notification ID that is guaranteed never be reused by that notification system. 

4. The alarm correlation capability is expected/required not only to correlate active alarms but can correlate alarms, including non-active alarms and events, such as “software version 2.1 is now activated”. 

In this regard, SA5 defined alarm correlation capability uses notification ID to identify both alarms (both active and non-active such as logged) and event.

SA5 considers it to be redundant to expand its alarm ID uniqueness scope (beyond its current defined scope of active alarm list), given that the use of Notification ID is sufficient (support bullet-2) and necessary (support bullet-3).
Notes: Description agreed.  SA5 will consider in which way alarmIds can be made sufficiently unique to properly support these use cases. Action for SA5 (Edwin) Action: Marc and Edwin and Joerg to further discuss and refine the problem statement, and the motivation for the uniqueness.
Recommendation: Note: Action by team required
Status: U

	Next Modified Section


3.1.4
Settable alarm fields  

Description: 

The TIP RAM interface was exposing 9 alarm attributes as also settable across the interface by the client: perceived severity, specific problem, proposed repair actions, additionalText, backup status + object, alarm escalation, service affecting, potential root cause indication. 

The TIP RAM team considers that an alarm is a combination of information coming from the element (perceived severity, specific problem, proposed repair actions, additionalText, backup status + object, alarm escalation) and management information (service affecting, potential root cause indication). While it can be agreed that the information coming from the element should not be settable by the client, the management information should be settable by the client. 

The TIP RAM allows now for the Standard profile to set the management information, i.e. the 2 attributes: service affecting and potential root cause indication, by the client. For the Enhanced profile, all 9 attributes will be settable by the client.
SA5 approach:
Suppose a node is “in testing” or “its full capacity will support 0.5 % traffic of an VIP-customer”. The “settable alarm fields” capability would allows an IRPManager to configure such node to report alarm with severity level to minor even when the node capacity is reduced to 2 % of its planned capacity.

Our analysis concludes the provision of such capability is not useful, if not harmful. Our conclusion is that the level of perceived severity should reflect the view point of the alarmed node, e.g. reflect the severity of capacity degradation with respect to its planned capacity.

The above comments are applicable to other settable alarm fields listed in the first paragraph of 3.1.4.

It should be noted that SA5, in its TR for Alarm Correlation, have identified the need to add new attributes whose values are settable by IRPManager. These settable attributes would reflect the view of the IRPManager while the ‘traditional’ attributes remained not-settable-by-IRPManager and would remain to reflect the view of the alarmed node.

Note: Edwin to propose description for SA5
Recommendation: Note: Action by team required

Status: U

	Next Modified Section


3.3.1.1
getResourceAlarm 
Description: 

TIP_RAM_IA was defining two different directives: getResourceAlarm and getResourceAlarmIds. The Use Case for getResourceAlarm concerned the case that the OSS does not have the full alarm information, but only the alarmId. The Use Case for getResourceAlarmIds related to out-of-sync situations and subsequent performance issues. 

It was noted during the FMH meetings that the getIds can be obtained by using the standard get directive with attribute selector = identifier. For this reason, the TIP RAM team agreed not to support an explicit getResourceAlarmIds. This directive (getResourceAlarmIds) has been removed and documentation updated accordingly.
SA5_FM_IS does not have the getResourceAlarm directive. 
[SA5] SA5 Alarm IRP has getAlarmList(,,,filter,,,).

Invoking this operation with filter carrying alarmID should have the same effect as TIP_RAM_IA’s getResourceAlarm.
Note: SA5 has an operation “getAlarmCount” (filterable), considered to be of more valuable than TIP RAM “getResourceId”, which is just providing a list of id’s.
Notes: Description for TIP RAM agreed; description for SA5 to be added. Action SA5 (Edwin)
Recommendation:  Note: Action by team required

Status: U
	Next Modified Section


3.3.1.3
Attribute selector

Description: 

TIP_RAM_IA supports an “attribute selector” in the getResourceAlarms directive. 3GPP does not support this capability. 
Notes: Descriptive text is still preliminary Action by team required
[SA5] SA5 Alarm IRP does not support an operation allowing IRPManager to specify which alarm attributes that shall be required to be carried in alarm notification and in response of getAlarmList: 

1. to this particular IRPManager (the requester) or 

2. to all IRPManagers who have subscription to notification of alarms or issue getAlarmList.

SA5 has discussed this topic and not identified a meaningful use case leading to the addition of such a capability. In addition SA5 is unclear of the behaviour of the system (see (1) and (2) above).
Recommendation:  Action by team required
Status: U
	Next Modified Section


3.3.3
Create directive

Description: 

TIP_RAM_IA defines a create directive for the OSS-to-OSS scenario in the Enhanced profile that is not part of the scope of SA5_FM_IS. This is related to the point on the OSS-to-OSS scenario.<add bookmark to section 2.1??>
SA5 currently does not support and there is no plan for a standard interface between its defined Alarm management system and its defined alarm correlation function. SA5 considers the correlation function is an additional, non-mandatory capability or function within the defined Alarm management system. Internal interfaces among functions of Alarm management system are not ‘externalized’ (or standardized).
See also SA5 comments on 2.1.

Notes: Description partially agreed. 
3GPP to propose text. Action SA5 (Edwin)


Recommendation: Note: Action by team required
Status: U

	Next Modified Section


4.3.1
Group/Ungroup directives

Description: 

These 2 directives are defined in TIP_RAM_IA to manipulate parent/underlying alarm association. They are present in the standard profile and in the enhanced profile. 
[SA5] SA5 currently does not support and there is no plan for a standard interface between its defined Alarm management system and its defined alarm correlation function. SA5 considers the correlation function is an additional, non-mandatory capability or function within the defined Alarm management system. Internal interfaces among functions of Alarm management system are not ‘externalized’ (or standardized).

See also SA5 comments on 3.3.3, as well as 2.1.

Notes: TIP_RAM_IA description agreed; Edwin to contribute description  from SA5 point of view;  Action SA5 (Edwin)
Recommendation:  Note: Action by team required
Status: U

	Next Modified Section


4.3.3
Input alarm id + severity for acknowledge directive

Description: 

SA5_FM_IS uses for the ack directive a set of (alarm  id + severity) while for the other directives, like unack, clear and comment, it uses only a set of alarm id. The reason is as follows:

One use scenario is this:

1. IRPAgent AlarmList has alarm=6 with perceivedSeverity=minor 
2. IRPManager issues getAlarmList 
3. IRPAgent updates alarm=6 with perceivedSeverity=critical

4. IRPManager issues acknowledgement of alarm=6 w/o use of perceivedSeverity
5. IRPAgent responds successfully, i.e. alarm=6 is acknowledged

This use cases illustrates the undesirable consequences if acknowledgement is done without providing the perceived serverity:

· IRPManager wrongly thinks he had acknowledged alarm=6 with perceivedSeverity=minor

· IRPAgent acknowledged alarm=6 with perceivedSeverity=critical
· Other IRPManagers will see alarm=6 with perceivedSeverity=critical being acknowledged by the “acknowledging” IRPManager
SA5 should consider adding this scenario into its specifications.
TIP_RAM_IA uses for the ack directive only a set of alarm id.

Notes: TIP_RAM_IA description agreed; Edwin to propose modified & enhanced description for  SA5 
Recommendation:  Note: Action by team required
Status: U

	Next Modified Section


4.3.6
Output status parameter

Description: 

SA5_FM_IS has a parameter in all responses/confirmations indicating whether the operation was successful or not. 

TIP_RAM_IA does not have such parameter. It handles all not succesful operations by means of exceptions.

Notes: Edwin to propose additional text to the description explaining SA5 solution. 
Recommendation:  Note: Action by team required
Status: U

	Next Modified Section


4.3.8
Filter type

Description: 

SA5_FM_IS uses a filter in directives; this filter seems to be based on xpath for.

In TIP_RAM_IA, the filter for common directives (get and set) is a choice of template or query filter. Template filter is based on combination of attribute values of the objects. Query filter is based on xpath. 

For the count directives, TIP_RAM_IA only uses a query (xpath) filter.

The use of template in RAM common directives is bringing some more ease of use, so we think it should be kept. For the query part, the use of xpath seems common. 

Notes:  The description should be adapted to describe the filter capabilities, which filter language is used is a secondary issue. Edwin to provide a description of SA5_FM_IS filter capabilities. 
Recommendation:  Note: Action by team required
Status: U

	Next Modified Section


4.3.9
Exceptions

Description: 

SA5_FM_IS has only a single exception, OperationFailed, applicable to all operations. 

TIP_RAM_IA is using a larger set of exceptions with 6 pre-defined exceptions. 

Notes: Description to be revisited.  Action by TIP (Marc) to list the 6 exceptions; action by Edwin to extend/clarify the SA5 text
Recommendation: Note: Action by team required
Status: U
	End of Modifications
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