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1
Decision/action requested

The group is asked to discuss the comments on NGCOR requirements and get agreement.
2
References

[1]NGMN Project NGCOR draft Consolidated Requirements_v0_92
3
Rationale

The NGMN project provided the draft NGCOR requirements. 
4
Detailed proposal
It’s proposed to discuss the following comments and get agreement.
=================================
Chapter 2 High Level Requirements for Converged Network Operation

Observations and suggestions:

1. The methodology chosen (2.1-2.5) may be a valid approach for requirement capturing but make the chapter unnecessarily difficult to assimilate. Perhaps the methodology aspects could be downplayed a bit for the benefit of the reader to more easily get to the real requirements in chapter 2.6. In particular we find it difficult to understand the various “phases”, their respective scope and steps. Also, the time plan for the different phases is missing.

2. The deployment scenarios provided, for example in chapter 2.6 figures 9 through 12 are useful. However, a true Use Case approach, including for example involved Actors, their Roles and Responsibilities and their expectations on using the depicted systems would further enhance the understanding. It is understood, from chapter 1 that the “Internal processes and organization of the operators & service providers” is out of scope for these requirements and we understand that there are good reasons for that. However a “neutral”, but true, Use Case description would be highly beneficial.

3. OPEX and CAPEX savings are frequently mentioned as “Expected Benefits” but nowhere quantified or otherwise elaborated. It would be beneficial to get some more details on the nature of these savings. 

Comments:

Scope of phase 1:

The principle to categorize different use cases like “basic/generic/real” and the relation between “basic/generic/real” use cases should be further elaborated.

Scope of phase 2:

We would need clarification on the following points:

· Difference between “Mobile network operator: RAN, Backhaul, Core” and “Mobile network operator with a mono-technology (e.g. 3G) vertically integrated (Home, Access, Backhaul, Core) network”

· Difference between “Various access network operators (mobile, fixed) with common EPC network” and “Various access network operators (mobile, fixed) with common EPC network + common databases)”

· “Various affiliates sharing an EMS (Element Management System) with common core Network + common HSS/HLR”. We think HSS/HLR should belong to core network, need to understand the reason to specifically emphasis “common HSS/HLR”.

·  “Non 3GPP mobile network” in “Various mobile 3GPP network-Non 3GPP mobile network (trusted or untrusted)”, which non-3GPP mobile network are currently considered in this project?

· Is there any mandatory sequence for the steps 1, 2, 3?

R2: Vendors’ EMS shall offer a unique set of management capabilities at its northbound interfaces. It is expected that EMS northbound interfaces are implemented according to the following rules:

· Network resource models for various network domains are built on a federated network resource model, i.e. network resource model for wire line network domains shall not be 100% different from network resource models for wireless network domains.

· Functional interfaces for wireline and wireless networks shall be similar for at least configuration management, fault management, performance management, inventory management, software management. EMS northbound Interface shall offer common management capabilities to the operator, regardless of the network domain.

· It is of primary importance that EMS northbound interface fully implements:

· standardized northbound interfaces firstly and

· clearly identifiable, vendor-specific extensions to capture vendors’ own set of parameters and/or value added management capabilities. Vendor's specific capabilities shall be implemented as extensions

· EMS northbound interface shall be based on web services.

What is meant by “unique set” in this context? 

“Functional capabilities should be similar…..” This could be true for some technologies but most likely there will always be some differences. For example in the area of configuration you will find large differences between for example the radio network and the transport network. Also on the performance management side there will be some differences as counters and KPIs tend to be technology specific. A clarification of this would be useful.

R4: It shall be possible that master operator EMS and secondary operators NMS communicate with each other through a standardized northbound interface.

Agree, but can we see any additional requirement on the northbound interface emanating from this requirement? 
Are there any special requirements in shared EMS scenario on standardized northbound interface compared with non-shared EMS scenario?

R6: The 3rd-party NOC (Network Operation Centre) must be composed of an EMS and NMS applications connected through a standardized converged northbound interface.

In reality the NOC will be composed of several EMSs as the underlying network is most likely composed of multiple technologies from multiple vendors. Most likely the NMS will be composed of different systems/applications specializing in different management domains (Alarms, Performance, Trouble, Work Force etc.)

R8: Operators expect common service management applications for the following functional processes, belonging to service operation and management:

· Service configuration and activation

· Service problem management

· Service quality management

Service management applications are usually technology independent and it should be quite possible to provide common applications. However, we are unsure of if it is meant that the operators expect a common application covering all the functional processes mentioned?

More elaboration on which specific areas the common application will cover would be beneficial.

Chapter 3: Generic Next Generation Converged Operational Requirements

Comments:

R1: “Plug & Play”

It must be possible to implement the interfaces between the OSS easy and efficient by lowest costs and smallest effort (ideally without any development and/or configuration).

What level of backward compatibility is considered? How many old releases need to be supported?

R7: Standardized/Open

The interface has to be based on unambiguously standardized specification, which does not allow room for interpretation. The specification and related artefacts must be freely available and useable for everyone.

Note that interfaces can be Open without being standardized. “Freely available” may have implications on IPR handling.

Chapter 4: Requirements for modelling and tooling

Observations and suggestions:

1. Overall, the terminology of this chapter would benefit from a closer alignment with that of the work performed by the 3GPP-TMF Joint Working Group on modelling. For example the FOM is not part of the JWG terminology and the JWG federated model so far only contains the data part of the model (object class and their attributes).

2. General comments on the Chapter:

· It would be good to have a taxonomy of terms defined in the modelling space, resource information, service, data- models.

· Use cases and scenarios are mentioned however it is unclear on the method of capturing them. UML use case, document templates? 

3. General comments on Tooling

· Is the tooling requirement focused on model specification or code generation? The latter seems to be the case.

· There is no requirement on support for Meta-model which seems strange based on the previous chapters focus, except for req. 67. This needs to be clarified.

· The maturity and the support for the open source modelling tools are not addressed, nor is the aspect of maintenance and versioning compatibility. 

Comments:

4.4.1 Requirements definition

“Modelling environment” needs to be clarified. Is it a data model environment or process model ditto or both?

11. SDOs shall agree on a common terminology.

Does this refer to modelling terminology or resource modelling terminology?

Figure 18: Operator’s Harmonized OSS, End-to-End Network Multi-Domain, Multi-Technology Management View

The figure does not include IRPs nor MTOSI but SNMP, NETCONF etc. This is confusing.

4.5.1.2 Federated model requirements

The terms Umbrella Model, SID and Federated Model need to be clarified, they should be aligned with the terms used in the 3GPP-TM Forum JWG.

18. The federated model shall contain over 80% of the data and operations which are necessary for managing mobile and fixed networks. When the amount of SDO / vendor specific data or operations is high, the costs for the operators (OPEX and CAPEX) increase significantly. 
41. The modelling of the SDO-specific enhancements shall be based on the federated model and should not exceed 20% of the total data model.

Differences in technologies decide the differences between technology specific models. This reality may result in different numbers than those required in 18 and 41.

22. The federated model shall offer the necessary data and operations for all domains such as Operations Support & Readiness (OS&R) which includes inventory management, fulfilment and assurance.

This seems to contradict the scoping statement made in Figure 1 (see page 16).

23. The FIM shall contain general attributes for network elements (e.g. id, userLabel, hwVersion, swVersion, gpsInfo, userDefinedState, etc).

Are all these attributes required at the FIM? Isn’t it enough with NE id?

25. 1:1 Relation between Event Managed Object Instances and Inventory Managed Object Instances If Managed Object (MO) Identifiers used/provided by the inventory component of an element manager need to be mapped to meet naming requirements of the inventory database, the same mapping must be applied to the MO identifiers in the event. The corresponding is true if mapping is driven by event naming requirements.

We would like a clarification on the event – inventory relation and also on figure 20.

31. The federated model shall enable the management of physical and logical resources (object / attribute) for fixed and mobile networks.

32. The federated model shall enable the management of physical and logical links.

We think “physical and logical links” belong to “physical and logical resources”. Need to confirm whether the requirement 32 is already covered by requirement 31.

44. The federated model shall cover network resources with dimensions of “physical resources”, “logical resources” and “compound resources”.

Please provide an example of “compound resource” for clarification.

4.5.1.3 Model Artefact Property Requirements, 4.5.1.3.1 Object Class Requirements

Figure 24 is not readable. 

Can “objectDiscoveryNotification” be replaced by “objectCreationNotification”?

Need clarification on the relation between the details of the “model artefact” and the UML Repertoire discussed in JWG. 

78. The interface protocol specification shall be created automatically supported by a single software tool to ensure the usage of common design guidelines. Using a single tool increases also the interoperability of the specified interfaces.

We believe the inter-exchange format is more important than a specific tool. Therefore we should not take for granted that imposing a single tool would necessarily help. Any tool which can read UML could be used for interface testing. The benefit of using a specific tool is not obvious and has to be openly discussed. 

80. The tool shall be developed outside of any specific standardization body in an open source environment. This allows the usage of the tool by other standardization bodies.

One key item is the governance and support for any open source project. If is not designed in a “SDO”,  we fear that adding a dependency on a 3rd party tool will not improve efficiency and time to market, moreover best effort open source project could have the reverse effect on time to market.

4.5.2.2 General Pattern Requirements 

 This chapter looks like a detailed specification based on some existing solution and should not appear as such in a requirements document. The pattern should follow the agreement reached in JWG based on ongoing discussions.

Chapter 5: Requirement Specification for Fault Management Interface

Comments:

5.3.1  X.733 Event / Alarm Attributes

The qualifiers “M/C/U etc.” need to be aligned with the ongoing FM harmonization efforts (or vice versa).

Event Subtype: 

· Can one subtype belong to multiple event types? 

· Will legal values of event subtype be standardized?

· Is there an expected update of X.733 to fulfil these requirements?

Additional text:

Will the syntax of the additional information from SQM oriented data sources be defined?

5.4.3 Alarm Suppression

“After alarm suppression all alarms will be cleared on the NMS and a warning will be generated on the NMS which indicate the alarm suppression. After re-enable of the alarms all alarms will be sent from EMS to NMS”

Please clarify “all alarms will be cleared”. Will it contain all the history alarms or only active alarms?

Please clarify the meaning of “re-enable the alarms”.

Chapter 6 High Level OSS Requirements for Inventory Management

Observations and suggestions:

1. We see a need for a clear terminology alignment on Inventory and Configuration Data in the wireless and wireline context

Comments:

R13 to R34: …integration/interfacing with…

We analyzed integration/interfacing requirements and found that there are relations as shown in the following diagram:
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What is the interface between MSI and MRI, is it Itf-N?

We found that there are both integration/interfacing relations from “billing mediation/service problem management/ service quality management” to “management resource inventory” and to “managed service inventory”. Also there are integration/interfacing relations between “management resource inventory” and “managed service inventory”. The differentiation of functions among those interfaces will need to be further addressed.



































































