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6.1.14.3
Parameters relating to Tunnelling

This table contains parameters relating to Tunnelling.
	Parameter Name
	Description
	Valid Values
	TDD/FDD
	Applicable to HNB

	IPsecUsageIndicator 
	Determines whether IPsec is used or not for the tunnel [36].
	This is a Boolean and can have the following values:

· Enable

· Disable

This parameter is writable.
	TDD/FDD
	Yes

	IKESANumberOfEntries
	The number of entries in the IKE IPsec Security Association Table.
	Integer value greater than or equal to 0.
	TDD/FDD
	Yes

	ChildSANumberOfEntries
	The number of entries in the .Transport.Tunnel.ChildSA.{i}. table.
	Integer value greater than or equal to 0.
	TDD/FDD
	Yes

	MaxVirtualInterfaces
	The maximum number of virtual interfaces.
	Integer value greater than or equal to 0.
	TDD/FDD
	Yes

	VirtualInterfaceNumberOfEntries
	The number of entries in the .Transport.Tunnel.VirtualInterface.{i}. table.
	Integer value greater than or equal to 0.
	TDD/FDD
	Yes
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