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6.1.3
Transport Network 

Table 6.1.3:Transport Network Related Parameter Types
	Parameter Type
	Description
	Reference

	SCTP related parameters
	SCTP related parameters including: 1) heartbeat interval, 2) maximum number of retransmit, 3) retransmission timeout, 4) valid cookie life during the 4-way start up handshake procedure, 5) association peer status, 6) peer IP address and port number, 
	n/a

	RTP/RTCP related parameters
	DSCP values for CS traffic (Conversation, Streaming).

DSCP values for PS traffic (Conversation, Streaming, Interactive, Background)
	n/a

	IPsec usage indicator
	Indicates whether or not to use IPsec for subsequent connections. This parameter is writable.
	TS 33.320 [19]

	Tunnel related parameters
	IKE specific information including: 1) status, 2) peer IP address, 3) virtual IP address and subnet mask assigned by IKEv2, 4) DNS and DHCP servers assigned by IKEv2.

Child SA specific information including: 1) Parent ID, 2) SPI, 3) direction, 4) creation time. 
	n/a

	Security related parameters
	Shared secret information including: 1) type, 2) status, 3) UICC card ID.

Public key information including: 1) last modification time, 2) serial number in X.509 certificate, 3) issuer of X.509 certificate, 4) valid period of X.509 certificate.

Crypto profile information including: 1) selector destination IP address and port number, 2) selector protocol, 3) IKEv2 encryption algorithm, 4) IKEv2 pseudo-random function, 5) IKEv2 integrity function, 6) IPsec encryption algorithm, 7) IPsec integrity function, 8) anti-replay window size, 9) rekey lifetime (in second, in byte), 10) DPD timeout, 11) NATT keepalive timer
	n/a
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