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6
Information Model Definition
6.1
Configuration Management 

NOTE:
State Management (Operational Status, Administrative status of the device) is covered as part of configuration management 
6.1.1
HNB Access Network
HNB Access Network Related Parameter Types
	Parameter Type
	Description
	Reference

	HNB-GW Gateway Identity
	Identity of the HNB-GW the HNB connects to. The type of identity may be either “name” or IP address.
	25.467

	Security Gateway Identity
	Identity of the Security GW the HNB connects to. The type of identity may be either “name” or IP address.
	25.467

	Access Mode
	Indicates the type of access mode the HNB is to operate; it can be either “Open Access,” “Closed Access,” or “Hybrid Access.”
	22.011

	ACL list
	Defines the ACL, which consists of one or more IMSI of the UE that the access to the HNB is allowed. It is applicable to “Closed Access” and “Hybrid Access.”
	22.011

	CSG Identity
	Defines the CSG ID to which the HNB is a member of. It consists of one or more than one CSG ID.
	22.011

	CSG specific info
	Defines the CSG specific split information including Primary Scrambling Code (PSC) and UARFCN dedicated to the CSG. This information is intended in the BCCH SIB information for the UEs under the HNB.
	25.331, 10.3.2.8,10.3.2.9, 10.2.48.8.14a

	HNB ID
	Home NodeB Identifier broadcasted when it operates as CSG cell and is to be displayed on the UE.
	22.011

	Home Zone Name
	String with a length 48 Bytes encoded in UTF-8 that defines the “home zone name” that is to be displayed to the UE that camps on to the HNB.
	36.331 section 6.3.1

	URA list
	List of one or more URA that the HNB belongs to.
	25.331, sec.10.3.2.6

	RNC ID
	RNC-ID of the HNB.
	25.413, sec.9.2.1.39, 9.2.1.39a

	RANAP Timers
	RANAP message related timers, typically named as “T-xxx”
	25.413, sec.9.5

	Cell ID
	Cell Identity, bit string (28).
	25.331, sec.10.3.2.2

	HSDPA related parameter
	HSDPA specific parameters including: 1) HSDPA is used in the cell or not, 2) number of codes at the defined spreading factor within the code tree, 3) number of HS-SCCHs used in the HNB. 
	32.642, sec.6.3.9

	Measurement related parameter
	Measurement related parameters including: 1) measurement quantity, 2) minimum Rx signal level, 3) offset to the minimum Rx level, 4) cell re-selection hysteresis, 5) timers for re-selection, 6) threshold for re-selection.  Note that separate sets of parameters exist for intra-frequency, inter-frequency, and inter-RAT frequency measurements.
	25.331, sec.10.3.2.3, 10.3.2.4

	HCS related parameter
	Measurement related parameters including: 1) timers, threshold, hysteresis for HCS to determine when the UE enters or exists the high-mobility state, 2) quality threshold level for HCS, 3) flag to indicate HCS is used or not in the HNB, 4) HCS priority value for the HNB if the HCS is used.
	25.331, sec.10.3.2.3, 10.3.7.12, 10.3.7.47, 10.3.7.54a



	RACH related parameter for UE
	RACH related parameters for UE when accessing the PRACH, including: 1) Maximum Tx power level a UE may use, 2) initial Tx power, 3) ramp-up step, 4) maximum preamble retransmission value, 5) maximum RACH preamble cycles, 6) back-off period lowerbound/upperbound.
	25.331, sec.10.3.2.3, 10.3.6.11, 

10.3.6.54, 10.3.6.67

25.304, sec.5.2.3

	DRX related parameter
	DRX related Parameters including: DRX cycle length coefficient.
	25.331, sec.10.3.3.6, 10.3.3.49

	Cell Barred related parameter
	Cell barred related parameters including: 1) Indicates whether the HNB is barred from service or not, 2) indicates whether the intra-frequency cell re-selection is allowed or not, 3) time period which the UE is barred from accessing the HNB, 4) list of Access Class barred, 5) indicates whether the HNB is reserved for operator use or not.
	25.331, sec.10.3.2

	Intra-frequency measurement related parameter
	Intra-frequency measurement related parameters including: 1) measurement quantity, 2) weighting factor, 3) hysteresis, 4) time-to-trigger, 5) threshold.
	25.331, sec.10.3.7.38, 10.3.7.39, 10.3.7.64

	Inter-frequency measurement related parameter
	Inter-frequency measurement related parameters including: 1) filter coefficient, 2) measurement quantity, 3) weighting factor, 4) hysteresis, 5) time-to-trigger, 6) threshold.
	25.331, sec.10.3.7.9, 10.3.7.18, 10.3.7.19, 10.3.7.64,

	Inter-RAT measurement related parameter
	Inter-RAT measurement related parameters including: 1) filter coefficient, 2) BSIC verification required, 3) weighting factor, 4) hysteresis, 5) time-to-trigger, 6) threshold.
	25.331, sec.10.3.7.9, 10.3.7.29, 10.3.7.30, 10.3.7.64,

	RRC timers and constants
	Timers and constants used in RRC. Timers and constants have names designated as “T3xx,” and “N3xx,” respectively.
	25.331, sec.13.1, 10.3.3.43, 10.3.3.44

	UE Internal Measurement related parameters
	UE-internal measurement related parameters including: 1) filter coefficient, 2) UE Tx power threshold and time-to-trigger.
	25.331, 10.3.7.9, 10.3.7.79, 10.3.7.80, 

	Radio physical layer related parameters
	Radio physical layer related parameters including: 1) UARFCN, 2) Primary Scrambling Code, 3) Max HNB Tx power, 4) Max UL Tx power, 5) P-CPICH power, 6) PDPDCH power, 7) P-SCH power, 8) S-SCH power, 9) PICH power, 10) PCH power, 11) FACH power, 12) BCH power, 13) AICH power.
	25.433, sec. 9.2.2.33, 9.2.2.34, 9.1.3.1, 9.1.6.1, 9.1.24, 9.2.1.21, 9.2.1.40, 9.2.1.49A,  9.2.1.65, 9.2.2.D.
25.331, sec. 10.3.6.3, 10.3.6.39, 10.3.6.50.
25.104.

32.642, sec.6.3.9, 6.3.11, 9.3.11

	Intra-frequency neighbour list
	Intra-frequency neighbour list parameters including: 1) PLMN-ID, 2) RNC ID, 3) LAC, 4) RAC, 5) URA, 6) P-CPICH Scrambling Code, 7) P-CPICH Tx power
	25.413, 9.2.1.39, 9.2.1.39a, 9.2.3.6, 9.2.3.7

23.003, sec.4.1, 4.2

24.008

25.331, sec.10.3.2.6

25.433, sec.9.2.2.33

32.642, sec.6.3.11

	Inter-frequency neighbour list
	Inter-frequency neighbour list parameters including: 1) PLMN-ID, 2) RNC ID, 3) LAC, 4) RAC, 5) URA, 6) UARFCN, 7) P-CPICH Scrambling Code, 8) P-CPICH Tx power.
	25.413, sec.9.2.3.7, 9.2.1.39, 9.2.1.39a, 9.2.3.6, 9.2.3.7 

23.003, sec.4.1, 4.2

24.008,

25.331, sec.10.3.2.6

25.433, sec.9.2.2.33

32.642, sec.6.3.11

	Inter-RAT neighbour list
	Inter-RAT neighbour list (GSM only) parameters including: 1) PLMN-ID, 2) LAC, 3)  BSIC, 4) Band Indicator, BCCH ARFCN.
	25.413, sec.9.2.3.33, 

23.003 sec.4.1,51.011, sec10.3.42, 24.008

	State management related parameters
	State management related parameters such as: 1) enable/disable (operational state), 2) lock/unlock (administrative state)
	32.671


6.1.2
Core Network 

CN Related Parameter Types
	Parameter Type
	Description
	Reference

	PLMN information
	PLMN information includes parameters including: 1) PLMN type, 2) PLMN ID.
	24.008

23.003


24.008, sec.10.5.1.13, 23.003

	

	LAC
	Location Area Code.
	23.003, sec.4.1

25.413, sec.9.2.3.6

	RAC
	Routing Area Code
	23.003, sec.4.2,

25.413, sec.9.2.3.7

	SAC
	Service Area Code.
	23.003

	CS domain specific parameters
	CS domain specific CN parameters including: 1) T3212, 2) ATT (Attach/Detach flag)
	24.008, sec.10.5.1.12.2

	PS domain specific parameters
	PS domain specific CN parameters including: 1) RAC, 2) NMO (Network Mode of Operation)
	23.003, sec.4.2

25.413, sec.9.2.3.7 23.060,

24.008, sec.10.5.1.12.3


6.1.3
Transport Network 

Transport Network Related Parameter Types
	Parameter Type
	Description
	Reference

	SCTP related parameters
	SCTP related parameters including: 1) heartbeat interval, 2) maximum number of retransmit, 3) retransmission timeout, 4) valid cookie life during the 4-way start up handshake procedure, 5) association peer status, 6) peer IP address and port number, 
	n/a

	RTP/RTCP related parameters
	DSCP values for CS traffic (Conversation, Streaming).

DSCP values for PS traffic (Conversation, Streaming, Interactive, Background)
	n/a

	Tunnel related parameters
	IKE specific information including: 1) status, 2) peer IP address, 3) virtual IP address and subnet mask assigned by IKEv2, 4) DNS and DHCP servers assigned by IKEv2.

Child SA specific information including: 1) Parent ID, 2) SPI, 3) direction, 4) creation time. 
	n/a

	Security related parameters
	Shared secret information including: 1) type, 2) status, 3) UICC card ID.

Public key information including: 1) last modification time, 2) serial number in X.509 certificate, 3) issuer of X.509 certificate, 4) valid period of X.509 certificate.

Crypto profile information including: 1) selector destination IP address and port number, 2) selector protocol, 3) IKEv2 encryption algorithm, 4) IKEv2 pseudo-random function, 5) IKEv2 integrity function, 6) IPsec encryption algorithm, 7) IPsec integrity function, 8) anti-replay window size, 9) rekey lifetime (in second, in byte), 10) DPD timeout, 11) NATT keepalive timer
	n/a


6.2
Fault Management
6.2.1
Common Alarm Attributes

The HNB Fault Management utilises a common set of alarm parameters as follows:

	Parameter Name
	Description
	Valid values
	Traceback



	EventType
	It indicates the type of HNB Alarm 


	See 3GPP TS32.111-2 [17] Annex A for information on pre-defined alarm types from the 3GPP standards for alarm type and 3GPP TS32.111-6 [18] for supported Event Type values
	REQ-OAMP_FM-FUN-004

	ProbableCause
	It qualifies the alarm and provides further information than Alarm Type.  


	See 3GPP TS32.111-2 [17] Annex B for information on pre-defined Probable Causes from the 3GPP standards and 3GPP TS32.111-6 [18] for supported Probable Cause values.
	REQ-OAMP_FM-FUN-004



	PerceivedSeverity
	It indicates the relative level of urgency for operator attention for an alarm, please see ITU_T Recommendation X.733.


	See 3GPP TS32.111-2 [17] for information on pre-defined Perceived Severity and 3GPP TS32.111-6 [18] for supported Perceived Severity values

	REQ-OAMP_FM-FUN-004



	AdditionalInformation
	This contains a list of additional information about the alarm and is vendor defined
	Vendor defined 

This will be empty if the HNB doesn’t support inclusion of this information for this particular alarm
	REQ-OAMP_FM-FUN-004


6.2.2
Current Alarms List

The HNB maintains a list of current alarms not yet cleared on the HNB. Newly raised alarms events result in a new entry in the Current Alarms Table being added, any changes to the alarm as a result of an update event are updated in the table, and a clear event raised against an alarm results in the alarm being removed from this table, reference REQ-OAMP_FM-FUN-007
6.2.2.1
Alarm Indexing Parameters

Entries in the Current Alarm Table shall be uniquely indexable using the following parameters:




6.2.2.2
Alarm Content Parameters
The Alarms List table shall contain a list of entries which shall contain the parmeters identified in 6.2.3.1, the common set of alarm parameters which are identified in clause 6.2.1, and the following additional information:






6.2.3
Alarm History List

The HNB maintains an alarm history list which contains the alarms raised by the HNB for each alarm that has appeared on the Alarms List as defined in REQ-OAMP_FM-FUN-007.

6.2.3.1
Alarm Indexing Parameters

Entries in the Alarms History Alarm Table shall be uniquely indexable using the following parameters:







6.2.3.2
Alarm Content Parameters
The Alarms Event History table shall contain a list of entries which shall contain the parameters identified in 6.2.3.1, the common set of alarm parameters which are identified in section 6.2.1, and the following additional information:




6.2.4
Expedited and Queued Alarm Handling 

The HNB maintains expedited and queued alarm handling lists which contains the alarms raised by the HNB for each alarm that has appeared on the Alarms List which are waiting to be delivered to the HMS within the TR-069 RPC Methods as either Active or Passive Notifications, as defined in REQ-OAMP_FM-FUN-007
6.2.4.1
Alarm Indexing Parameters

Entries in the Expedited and Queued Alarm Handling Tables shall be uniquely indexable using the following parameters:







6.2.4.2
Alarm Content Parameters
The Expedited and Queued Event Delivery tablea shall contain a list of entries which shall contain the parameters identified in 6.2.5.1, the common set of alarm parameters which are identified in section  6.2.1, and the following additional information:




6.2.5
Supported Alarms and Reporting Mechanisms

The HNB identifies which Alarm Events can be generated by the HNB and based on the reporting mechanism as defined in REQ-OAMP_FM-FUN-008 the HNB shall perform the identified actions.

The supported alarm table shall contain a list of entries containing the following information:












6.2.6
Encoding

6.2.6.1
dateTime
See Broadband Forum TR-069 HNB WAN Management Protocol Amendment 2, Table 9, for a definition of the dateTime and supported values.

6.2.6.2
Event Type

See 3GPP TS32.111-2 [17] Annex A for information on pre-defined alarm types from the 3GPP standards and 3GPP TS32.111-6 [18] for supported alarm type values

6.2.6.3
Probable Cause

See 3GPP TS32.111-2 [17] Annex B for information on pre-defined Probable Causes from the 3GPP standards and 3GPP TS32.111-6 [18] for supported Probable Cause values.

6.2.6.4
PerceivedSeverity

See 3GPP TS32.111-2 [17] for information on pre-defined Perceived Severity from the 3GPP standards and 3GPP TS32.111-6 [18] for supported Perceived Severity values 

Although “Indeterminate” is defined in TS32.111-2 [17] it shouldn’t be used by the HNB as a Perceived Severity.

6.3
Performance Management
6.3.1
Periodic Performance File Upload

The HNB can be configured to send periodic performance files to a designated File Server as defined in REQ-OAMP-PM-FUN-003 
The File Management table shall contain the following information:














6.3.2
Periodic Statistics

6.3.2.1
Sample Set Management

The HNB contains a collection of sample sets which consist of a collection of periodic statistics for the HNB. Each configured sample set shall contain the following Management Parameters:



















6.3.2.2
Sample Set Statistic Parameters

Each Sample set shall include a collection of periodic statistics in a table whose values are to be sampled and each periodic statistic shall contain the following: 






Note: The support of table 6.3.2.1 and 6.3.2.2 is optional by HNB.
6.3.3
PM File Content description

Table below lists all the PM file content items. It also provides a description of the individual items. 

PM File Content Description



	measDataCollection
	See Table 4.1 of [16].
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