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	Second Modification


6.2
Fault Management

All Parameters in this section are applicable to HNB and HeNB.

6.2.1
Common Alarm Attributes

The HeNB Fault Management utilises a common set of alarm parameters as follows:

	Parameter Name
	Description
	Valid Values
	TDD/FDD
	Applicable to HNB

	ManagedObjectInstance
	It specifies the instance of the Informational Object Class in which the HeNB event occurred by carrying the Distinguished Name (DN) of this object instance. This object may or may not be identical to the object instance actually emitting the notification to the HMS

It contains two components dnprefix and identifier of the Managed Object. The combination of both convey the uniqueness of all managed objects
	Encode the Managed Objects representation in string format as defined in reference [4], 3GPP TS 32.300.


	REQ-OAMP_FM-FUN-004
	

	EventType
	It indicates the type of HeNB Alarm 


	See 3GPP TS32.111-2 [15] Annex A for information on pre-defined alarm types from the 3GPP standards for alarm type and 3GPP TS32.111-6 [16] for supported Event Type values
	REQ-OAMP_FM-FUN-004
	

	ProbableCause
	It qualifies the alarm and provides further information than Alarm Type.  


	See 3GPP TS32.111-2 [15] Annex B for information on pre-defined Probable Causes from the 3GPP standards and 3GPP TS32.111-6 [16] for supported Probable Cause values.
	REQ-OAMP_FM-FUN-004
	

	SpecificProblem
	It provides further qualification on the alarm than ProbableCause

This identifies the specific alarm over and above the Probable Cause which occurred on the HeNB which is vendor defined. 
	Vendor defined

This will be empty if the HeNB doesn’t support inclusion of this information for this particular alarm
	REQ-OAMP_FM-FUN-004
	

	PerceivedSeverity
	It indicates the relative level of urgency for operator attention for an alarm, please see ITU_T Recommendation X.733.


	See 3GPP TS32.111-2 [15] for information on pre-defined Perceived Severity and 3GPP TS32.111-6 [16] for supported Perceived Severity values


	REQ-OAMP_FM-FUN-004
	

	AdditionalText
	This provides a textual string which is vendor defined.
	Vendor defined

This will be empty if the HeNB doesn’t support inclusion of this information for this particular alarm
	REQ-OAMP_FM-FUN-004
	

	AdditionalInformation
	This contains a list of additional information about the alarm and is vendor defined
	Vendor defined 

This will be empty if the HeNB doesn’t support inclusion of this information for this particular alarm
	REQ-OAMP_FM-FUN-004
	


6.2.2
Current Alarms List

The HeNB maintains a list of current alarms not yet cleared on the HeNB. Newly raised alarms events result in a new entry in the Current Alarms Table being added, any changes to the alarm as a result of an update event are updated in the table, and a clear event raised against an alarm results in the alarm being removed from this table, reference REQ-OAMP_FM-FUN-007
6.2.2.1
Alarm Indexing Parameters

Entries in the Current Alarm Table shall be uniquely indexable using the following parameters:
	Parameter Name
	Description
	Valid values
	Traceback

	AlarmIdentifier
	It identifies one Alarm Entry in the Alarm List.  

This is the equivalent to the AlarmId identified in 3GPP TS32.111-2 [15]. The AlarmList assigns an identifier, called AlarmId, to each AlarmInformation in the AlarmList. An AlarmId unambiguously identifies one AlarmInformation in the AlarmList

	value greater than or equal to 0
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004


6.2.2.2
Alarm Content Parameters
The Alarms List table shall contain a list of entries which shall contain the parameters identified in 6.2.3.1, the common set of alarm parameters which are identified in section  6.2.1, and the following additional information:

	Parameter Name
	Description
	Valid values
	Traceback

	AlarmRaisedTime
	It indicates the date and time when the alarm is first raised by the HeNB.  
	dateTime
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004

	AlarmChangedTime
	It indicates the last date and time when the Alarm Entry is changed by the alarm raising resource.  Changes to the Alarm Entry caused by invocations of the HMS would not change this date and time.


	dateTime

	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004


6.2.3 Alarm History List

The HeNB maintains an alarm history list which contains the alarms raised by the HeNB for each alarm that has appeared on the Alarms List as defined in REQ-OAMP_FM-FUN-007 

6.2.3.1
Alarm Indexing Parameters

Entries in the Alarms History Alarm Table shall be uniquely indexable using the following parameters:

	Parameter Name
	Description
	Valid values
	Traceback

	EventTime
	It indicates the date and time when the alarm event is raised by the HeNB
	dateTime
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004

	AlarmIdentifier
	It identifies an Alarm Entry in the Alarms List.  

This is the equivalent to the AlarmId identified in 3GPP TS32.111-2 [15]. The AlarmList assigns an identifier, called alarmId, to each AlarmInformation in the AlarmList. An alarmId unambiguously identifies one AlarmInformation in the AlarmList

	value greater than or equal to 0
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004


6.2.3.2
Alarm Content Parameters
The Alarms Event History table shall contain a list of entries which shall contain the parameters identified in 6.2.3.1, the common set of alarm parameters which are identified in section  6.2.1, and the following additional information:

	Parameter Name
	Description
	Valid values
	Traceback

	NotificationType
	It indicates the reason for sending the alarm to the HMS
	Can be one of the following :

“NotifyNewAlarm”

“NotifyChangedAlarm”

“NotifyClearedAlarm”
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004


6.2.4
Expedited and Queued Alarm Handling 

The HeNB maintains expedited and queued alarm handling lists which contains the alarms raised by the HeNB for each alarm that has appeared on the Alarms List which are waiting to be delivered to the HMS within the TR-069 RPC Methods as either Active or Passive Notifications, as defined in REQ-OAMP_FM-FUN-007
6.2.4.1
Alarm Indexing Parameters

Entries in the Expedited and Queued Alarm Handling Tables shall be uniquely indexable using the following parameters:

	Parameter Name
	Description
	Valid values
	Traceback

	EventTime
	It indicates the date and time when the alarm event is raised by the HeNB
	dateTime


	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004

	AlarmIdentifier
	It identifies an Alarm Entry in the Alarms List. 

This is the equivalent to the AlarmId identified in 3GPP TS32.111-2 [15]. The AlarmList assigns an identifier, called AlarmId, to each AlarmInformation in the AlarmList. An AlarmId unambiguously identifies one AlarmInformation in the AlarmList

	value greater than or equal to 0
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004


6.2.4.2
Alarm Content Parameters
The Expedited and Queued Event Delivery table shall contain a list of entries which shall contain the parameters identified in 6.2.5.1, the common set of alarm parameters which are identified in section  6.2.1, and the following additional information:

	Parameter Name
	Description
	Valid values
	Traceback

	NotificationType
	It indicates the reason for sending the alarm to the HMS
	Can be one of the following :

“NotifyNewAlarm”

“NotifyChangedAlarm”

“NotifyClearedAlarm”
	REQ-OAMP_FM-FUN-007 & REQ-OAMP_FM-FUN-004


6.2.5
Supported Alarms and Reporting Mechanisms

The HeNB identifies which Alarm Events can be generated by the HeNB and based on the reporting mechanism as defined in REQ-OAMP_FM-FUN-008 the HeNB shall perform the identified actions.

The supported alarm table shall contain a list of entries containing the following information:

	Parameter Name
	Description
	Valid values
	Traceback

	EventType
	It indicates the type of HeNB alarm. 
	See 3GPP TS32.111-2 [15] Annex A for information on pre-defined alarm types from the 3GPP standards and 3GPP TS32.111-6 [16] for supported Event Type values


	REQ-OAMP_FM-FUN-008

	ProbableCause
	It qualifies the alarm and provides further information than Alarm Type.  


	See 3GPP TS32.111-2 [15] Annex B for information on pre-defined Probable Causes from the 3GPP standards and 3GPP TS32.111-6 [16] for supported Probable Cause values.
This will be empty if the HeNB doesn’t support the distinguishing of different reporting mechanism per level of Probable Cause.

The can be set to “*” to indicate the default case if only a subset of Probable Causes are to be contained within the table
	REQ-OAMP_FM-FUN-008

	SpecificProblem *
	It provides further qualification on the alarm than ProbableCause

This identifies the specific alarm over an above the Probable Cause which occurred on the HeNB which is vendor defined.

 If the HeNB specifies more than one event for a particular combination

of alarm type and probable cause, the Specific Problems parameter may be used to uniquely identify the event.
	This is vendor defined.

This will be empty if the HeNB doesn’t support the distinguishing of different reporting mechanisms per level of Specific Problem 

The can be set to “*” to indicate the default case if only a subset of Specific Problems  are to be contained within the table.
	REQ-OAMP_FM-FUN-008

	PerceivedSeverity
	It indicates the relative level of urgency for operator attention for an alarm,.
	See 3GPP TS32.111-2 [15] for information on pre-defined Perceived Severity and 3GPP TS32.111-6 [16] for supported Perceived Severity values 

This will be empty if the HeNB doesn’t want to distinguish a different reporting mechanism per level of Perceived Severity 

Can be set to “*” to indicate the default case if only a subset of PerceivedSeverity are to be contained within the table.
	REQ-OAMP_FM-FUN-008

	Reporting Mechanism


	Expedited Handling – the HeNB connects to the HMS immediately to raise the alarm and logs the alarm in the Alarm History.  

Queued Handling – the HeNB queues the alarm  internally pending connection to the HMS,  logs the alarm in the Alarm History and delivers the alarm on the next connection to the HMS

Logged Handling – the HeNB does not send the alarm to the HMS and logs the alarm in the Alarm History.

Disabled – the HeNB does not send the alarm to the HMS and will not log the alarm in the Alarm History.
	Indicates the reporting mechanism setting of the alarm.  One of:

“0 – Expedited”

“1 – Queued”

“2 – Logged”

        “3 – Disabled”
	REQ-OAMP_FM-FUN-008 & REQ-OAMP_FM-FUN-009 & REQ-OAMP_FM-FUN-013


* Editor’s Note: the need for SpecificProblem attribute in the table defined in 5.2.5 is FFS.

5.2.6
Encoding

5.2.6.1
dateTime
See Broadband Forum TR-069 HeNB WAN Management Protocol Amendment 2, Table 9, for a definition of the dateTime and supported values.

5.2.6.2
Event Type

See 3GPP TS32.111-2 [15] Annex A for information on pre-defined alarm types from the 3GPP standards and 3GPP TS32.111-6 [16] for supported alarm type values

5.2.6.3
Probable Cause

See 3GPP TS32.111-2 [15] Annex B for information on pre-defined Probable Causes from the 3GPP standards and 3GPP TS32.111-6 [16] for supported Probable Cause values.

5.2.6.4
PerceivedSeverity

See 3GPP TS32.111-2 [15] for information on pre-defined Perceived Severity from the 3GPP standards and 3GPP TS32.111-6 [16] for supported Perceived Severity values 

Although “Indeterminate” is defined in TS32.111-2 [15] it shouldn’t be used by the HeNB as a Perceived Severity.

	End of changes
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