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6.4.3
Credit-Control-Answer Message

The Credit-Control-Answer (CCA) messages, indicated by the Command-Code field set to 272 is sent by the OCF to the CTF in order to reply to the CCR. 

The CCA message format is defined according to RFC 4006 [402] as follows:

      <CCA> ::=  < Diameter Header: 272, PXY >

                 < Session-Id > 

                 { Result-Code } 

                 { Origin-Host } 

                 { Origin-Realm } 

                 { Auth-Application-Id } 

                 { CC-Request-Type } 

                 { CC-Request-Number } 

                 [ User-Name ] 

                 [ CC-Session-Failover ] 

                 [ CC-Sub-Session-Id ] 

                 [ Acct-Multi-Session-Id ] 

                 [ Origin-State-Id ] 

                 [ Event-Timestamp ] 

                 [ Granted-Service-Unit ] 

                *[ Multiple-Services-Credit-Control ]  

                 [ Cost-Information]  

                 [ Low-Balance-Indication ]  

                 [ Remaining-Balance ]  

                 [ Final-Unit-Indication ]  

                 [ Check-Balance-Result ]  

                 [ Credit-Control-Failure-Handling ] 

                 [ Direct-Debiting-Failure-Handling ] 

                 [ Validity-Time] 

                *[ Redirect-Host] 

                 [ Redirect-Host-Usage ] 

                 [ Redirect-Max-Cache-Time ] 

                *[ Proxy-Info ] 

                *[ Route-Record ] 

                *[ Failed-AVP ]

                 [ Service-Information ]

                *[ AVP ]

Table 6.4.3 illustrates the basic structure of a 3GPP Diameter Credit-Control Credit-Control-Answer message as used for online charging. This message is always used by the OCF as specified below, independent of the receiving CTF and the CCR record type that is being replied to.

Table 6.4.3: 3GPP Credit-Control-Answer Message Content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query. 

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Auth-Application-Id
	M
	The field corresponds to the application ID of the Diameter Credit Control Application and is defined with the value 4.

	CC-Request-Type
	M
	This field defines the transfer type: initial, update, terminate for session based charging and event for event based charging.

	CC-Request-Number
	M
	This field contains the sequence number of the transferred messages.

	User-Name
	-
	Not used in 3GPP.

	CC-Session Failover
	OC
	This field contains an indication to the CTF whether or not a failover handling is to be used when necessary.

	CC-Sub-session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Origin-State-Id
	-
	Not used in 3GPP.

	Event-Timestamp
	-
	Not used in 3GPP.

	Granted-Service-Unit
	 -
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Tariff-Time-Change
	 - 
	Not used in 3GPP.

	
CC-Time
	 -
	Not used in 3GPP.

	
CC-Money
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	

Currency-Code
	-
	Not used in 3GPP.

	
CC-Total-Octets
	 -
	Not used in 3GPP.

	
CC-Input-Octets
	 -
	Not used in 3GPP.

	
CC-Output-Octets
	- 
	Not used in 3GPP.

	
CC-Service-Specific-Units
	 -
	Not used in 3GPP.

	
AVP
	-
	Not used in 3GPP.

	Multiple-Services-Credit-Control
	OC
	This field contains all parameters for the CTF quota management and defines the quotas to allow traffic to flow.

	
Granted-Service-Unit
	OC
	This field contains the amount of granted service units for a particular category.

	

Tariff-Time-Change
	OC
	This field identifies the reporting period for the granted service units, i.e. before, after or during tariff change.

	

CC-Time
	OC
	This field contains the amount of granted time.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	OC
	This field contains the amount for sent and received octets.

	

CC-Input-Octets
	OC
	This field contains the amount for received octets.

	

CC-Output-Octets
	OC
	This field contains the amount for sent octets.

	

CC-Service-Specific-Units
	OC
	This field contains the amount for service specific units, e.g. number of events.

	

AVP
	-
	Not used in CCA.

	
Requested-Service-Unit
	-
	Not used in CCA.

	

Tariff-Time-Change
	-
	Not used in CCA.

	

CC-Time
	-
	Not used in CCA.

	

CC-Money
	-
	Not used in CCA.

	


Unit-Value
	-
	Not used in CCA.

	



Value-Digits
	-
	Not used in CCA.

	



Exponent
	-
	Not used in CCA.

	


Currency-Code
	-
	Not used in CCA.

	

CC-Total-Octets
	-
	Not used in CCA.

	

CC-Input-Octets
	-
	Not used in CCA.

	

CC-Output-Octets
	-
	Not used in CCA.

	

CC-Service-Specific-Units
	-
	Not used in CCA.

	
Used-Service-Unit
	-
	Not used in CCA.

	

Tariff-Time-Change
	-
	Not used in CCA.

	

CC-Time
	-
	Not used in CCA.

	

CC-Money
	-
	Not used in CCA.

	


Unit-Value
	-
	Not used in CCA.

	



Value-Digits
	-
	Not used in CCA.

	



Exponent
	-
	Not used in CCA.

	


Currency-Code
	-
	Not used in CCA.

	

CC-Total-Octets
	-
	Not used in CCA.

	

CC-Input-Octets
	-
	Not used in CCA.

	

CC-Output-Octets
	-
	Not used in CCA.

	

CC-Service-Specific-Units
	-
	Not used in CCA.

	
Tariff-Change-Usage
	-
	Not used in 3GPP.

	
Service-Identifier
	OC
	 This field contains identity of the used service. This ID with the Service-Context-ID together forms an unique identification of the service.

	
Rating-Group
	OC
	This field contains the identifier of a rating group.

	
G-S-U-Pool-Reference
	OC
	 Only used in ECUR and SCUR.

	

G-S-U-Pool-Identifier
	M
	

	

CC-Unit-Type
	M
	

	

Unit-Value
	M
	

	


Value-Digits
	M
	

	


Exponent
	OC
	

	
Validity-Time
	OC
	This field defines the time in order to limit the validity of the granted quota for a given category instance.

	
Result-Code
	OC
	This field contains the result of the query.

	      Experimental-Result
	OC
	Used as defined in clause 7.1. 

	Vendor-Id
	OC
	Used as defined in clause 7.1.

	Experimental-Result-Code
	OC
	Used as defined in clause 7.1.

	
Final-Unit-Indication
	OC
	This field indicates that the Granted-Service-Unit containing the final units for the service.

	

Final-Unit-Action
	M
	

	

Restriction-Filter-Rule
	OC
	

	

Filter-Id
	OC
	

	

Redirect-Server
	OC
	

	


Redirect-Address-Type
	M
	

	


Redirect-Server-Address
	M
	

	
Time-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Volume-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Unit-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Quota-Holding-Time
	OC
	Used as defined in clause 7.2.

	
Quota-Consumption-Time
	OC
	Used as defined in clause 7.2.

	
Reporting-Reason
	-
	Not used in CCA.

	
Trigger
	Oc
	Used as defined in clause 7.2.

	

Trigger-Type
	OC
	Used as defined in clause 7.2.

	
PS-Furnish-Charging-Information
	OC
	Used as defined in clause 7.2.

	
Refund-Information
	OC
	Used as defined in clause 7.2.

	
Envelope-Reporting
	OC
	Used as defined in clause 7.2.

	
Time-Quota-Mechanism
	OC
	Used as defined in clause 7.2.

	

Time-Quota-Type
	M
	Used as defined in clause 7.2.

	

Base-Time-Interval
	M
	Used as defined in clause 7.2.

	
AF-Correlation-Information
	-
	Not used in CCA.

	
AVP
	-
	Not used in 3GPP.

	Cost-Information
	OC
	Used as defined in DCCA  [402].

	
Unit-Value
	M
	Used as defined in DCCA  [402].

	

Value-Digits
	M
	Used as defined in DCCA  [402].

	

Exponent
	OC
	Used as defined in DCCA  [402].

	
Currency-Code
	M
	Used as defined in DCCA  [402].

	
Cost-Unit
	OC
	Used as defined in DCCA  [402].

	Low-Balance-Indication
	Oc
	This field indicates whether the subscriber account balance went below a designated threshold set by his account.

	Remaining-Balance
	OC
	This field contains the remaining balance of the subscriber.

	
Unit-Value
	M
	Used as defined in DCCA  [402].

	

Value-Digits
	M
	Used as defined in DCCA  [402].

	

Exponent
	OC
	Used as defined in DCCA  [402].

	
Currency-Code
	M
	Used as defined in DCCA  [402].

	Final-Unit-Indication
	-
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Final-Unit-Action
	-
	Not used in 3GPP.

	
Restriction-Filter-Rule
	-
	Not used in 3GPP.

	
Filter-Id
	-
	Not used in 3GPP.

	
Redirect-Server
	-
	Not used in 3GPP.

	

Redirect-Address-Type
	-
	Not used in 3GPP.

	

Redirect-Server-Address
	-
	Not used in 3GPP.

	Check-Balance-Result
	-
	Not used in 3GPP.

	Credit-Control-Failure-Handling
	OC
	Used as defined in DCCA [402].

	Direct-Debiting-Failure-Handling
	OC
	Used as defined in DCCA [402].

	Validity-Time
	-
	Not used in 3GPP.

	Redirect-Host
	OC
	

	Redirect-Host-Usage
	OC
	

	Redirect-Max-Cache-Time
	OC
	

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	OC
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.  

	Failed-AVP
	OC
	

	Service-Information
	OC
	This parameter holds the individual service specific parameters as defined in the corresponding ‘middle tier’ TS.

	AVP
	OC
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6.5.1.2
Change of charging conditions

There are a number of mid-session service events (re-authorisation triggers), which could affect the rating of the current service usage, e.g. end user QoS changes or location updates. When allocating resources, the server may instruct the credit control client to re-authorize the quota upon a number of different session related triggers that can affect the rating conditions. The server instruct the Network Element to monitor for such events by using the Trigger AVP containing one or more Trigger-Type AVPs in the CCA command. These events are in addition to the static triggers defined in the service specific document (middle tier TS). 
Once the OCS has armed one or more triggers using the Trigger AVP at the Network Element, these triggers shall remain in effect until another Trigger AVP is received for the same Rating Group, where the Network Element shall arm all triggers present in the Trigger AVP and reset all other triggers. The presence of the Trigger AVP without any Trigger-Type AVPs in a CCA allows OCS to disable all the triggers that were armed in a previous Trigger AVP. 

NOTE:
This removes the need for the OCS to send trigger information in every CCA message when they have not changed. 
When one of the armed triggers happen, a credit re-authorization shall be sent to the server including information related to the service event even if all the granted service units have not been used. The quota is also being reported.

For example, if the Trigger AVP is used, then the client shall only re-authorise the quota for the service usage associated with  events which were included in the last received Trigger AVP.
If the server does not control the events for re-authorisation using the Trigger AVP, the Network Element shall only monitor for default events defined in the relevant service specific document (middle tier TS). 
When mid-session service events occur with associated re-authorisation triggers, and the server is not able to allocate quota from rating associated to new charging conditions for the service, it may allow the service to continue with other charging conditions, as an alternative to service termination. In this case, the server (OCS) returns, within the Multiple-Services-Credit-Control AVP associated to the service event, in the CCA answer: the dedicated “DIAMETER-UNABLE-TO-DELIVER-WITH-NEW-CONDITIONS” value in the Experimental-Result-Code AVP, together with a Validity-Time set to a non-zero value. No quota is allocated in this answer. The Result-Code at command level shall be set to a SUCCESS value.

On reception of such CCA, the Network Element (CTF) may, before Validity-Time expiration, either resume the service with previous conditions, or alternatively apply other conditions, or terminate the service. 
	Next change


7.1
Diameter AVPs

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Protocol is specified in clause 6.2 for offline charging and in clause 6.4 for online charging. The information is summarized in the table 7.1 in alphabetical order. Detailed specification of some of these AVPs is available after the table and for the others can be found from RFC 3588 [401], RFC 4006 [402] and and RFC 4005 [407].
Those Diameter AVPs that are used are marked ”M”, “OM“or “Oc” in the following table. This implies that their content can be used by the CDF for offline and by the OCF for online charging purposes. Those Diameter AVPs that are not used are marked "-" in the following table. 

Table 7.1: Use Of IETF Diameter AVPs 

	AVP Name
	AVP 

Code
	Used in
	Value 

Type
	AVP Flag rules

	
	
	ACR
	ACA
	CCR
	CCA
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Accounting-Input-Octets
	363
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Input-Packets
	365
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Output-Octets
	364
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Output-Packets
	366
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Realtime-Required
	483
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Accounting-Record-Number
	485
	M
	M
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Accounting-Record-Type
	480
	M
	M
	-
	-
	Enumerated
	M
	P
	-
	V
	Y

	Accounting-Sub-Session-Id
	287
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	Acct-Application-Id
	259
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	N

	Acct-Interim-Interval
	85
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Acct-Multi-Session-Id
	50
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Acct-Session-Id
	44
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Auth-Application-Id
	258
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	N

	AVP
	*
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Called-Station-Id
	30
	OC
	-
	OC
	-
	UTF8String
	M
	P
	-
	V
	N

	CC-Correlation-Id
	411
	-
	-
	OC 
	-
	OctetString
	-
	P
	-
	V
	Y

	CC-Input-Octets
	412
	-
	-
	OC
	OC
	Unsigned64
	-
	P,M
	-
	V
	Y

	CC-Money
	413
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	CC-Output-Octets 
	414
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Request-Number
	415
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Request-Type
	416
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	CC-Service-Specific-Units
	417
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Session-Failover
	418
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	CC-Sub-Session-Id
	419
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	CC-Time
	420
	-
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Total-Octets
	421
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Unit-Type
	454
	-
	-
	-
	M
	Enumerated
	M
	P
	-
	V
	Y

	Check-Balance-Result
	422
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Cost-Information
	423
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Cost-Unit
	424
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Credit-Control
	426
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Credit-Control-Failure-Handling
	427
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Currency-Code
	425
	-
	-
	-
	M
	Unsigned32
	M
	P
	-
	V
	Y

	Destination-Host
	293
	-
	-
	OC
	-
	DiamIdent
	M
	P
	-
	V
	N

	Destination-Realm
	283
	M
	-
	M
	-
	DiamIdent
	M
	P
	-
	V
	N

	Direct-Debiting-Failure-Handling
	428
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Error-Message
	281
	-
	-
	-
	-
	UTF8String
	-
	-
	-
	-
	-

	Error-Reporting-Host
	294
	-
	OC 
	-
	-
	DiamIdent
	-
	P
	-
	V,M
	N

	Event-Timestamp
	55
	OC
	OC
	OC
	-
	Time
	M
	P
	-
	V
	N

	Experimental-Result
	297
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	N

	Exponent
	429
	-
	-
	-
	OC
	Integer32
	M
	P
	-
	V
	Y

	Failed-AVP
	279
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	N

	Filter-Id
	11
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Final-Unit-Action
	449
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Final-Unit-Indication
	430
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Granted-Service-Unit
	431
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	G-S-U-Pool-Identifier
	453
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	G-S-U-Pool-Reference
	457
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Location-Type
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Location-Information
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Multiple-Services-Credit-Control
	456
	-
	-
	OC
	OC
	Grouped
	M
	P
	-
	V
	Y

	Multiple-Services-Indicator
	455
	-
	-
	OM
	-
	Enumerated
	M
	P
	-
	V
	Y

	Operator-Name
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Origin-Host
	264
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-Realm
	296
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-State-Id
	278
	OC
	OC
	OC
	-
	Unsigned32
	M
	P
	-
	V
	N

	Proxy-Info
	284
	OC 
	OC 
	OC
	OC
	Grouped
	M
	-
	-
	P,V
	N

	Proxy-Host
	280
	M
	M
	M
	M
	DiamIdent
	M
	-
	-
	P,V
	N

	Proxy-State
	33
	M 
	M 
	M
	M
	OctetString
	M
	-
	-
	P,V
	N

	Rating-Group 
	432
	OC
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Redirect-Address-Type
	433
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	Redirect-Host
	292
	-
	-
	-
	OC
	DiamURI
	M
	P
	-
	V
	N

	Redirect-Host-Usage
	261
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	N

	Redirect-Max-Cache-Time
	262
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	N

	Redirect-Server
	434
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Redirect-Server-Address
	435
	-
	-
	-
	M
	UTF8String
	M
	P
	-
	V
	Y

	Requested-Action
	436
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Requested-Service-Unit
	437
	-
	-
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	Restriction-Filter-Rule
	438
	-
	-
	-
	OC
	IPFilterRule
	M
	P
	-
	V
	Y

	Result-Code
	268
	-
	M
	-
	M
	Unsigned32
	M
	P
	-
	V
	N

	Route-Record
	282
	OC 
	-
	OC
	OC
	DiamIdent
	M
	-
	-
	P,V
	N

	Service-Context-Id
	461
	OM
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Service-Identifier
	439
	OC
	-
	OC
	OC
	 Unsigned32
	M
	P
	-
	V
	Y

	Service-Parameter-Info
	440
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Service-Parameter-Type
	441
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Service-Parameter-Value
	442
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Session-Id
	263
	M
	M
	M
	M
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id
	443
	OC
	-
	OM
	-
	Grouped
	M
	P
	-
	V
	Y

	Subscription-Id-Data
	444
	M
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id-Type
	450
	M
	-
	M
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Change-Usage
	452
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Time-Change
	451
	-
	
	-
	OC
	Time
	M
	P
	-
	V
	Y

	Unit-Value
	445
	-
	
	-
	M
	Grouped
	M
	P
	-
	V
	Y

	Used-Service-Unit
	446
	-
	
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	User-Equipment-Info
	458
	OC
	
	OC
	-
	Grouped
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Type
	459
	OM
	
	M
	-
	Enumerated
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Value
	460
	OM
	
	M
	-
	OctetString
	-
	P,M
	-
	V
	Y

	User-Name
	1
	OC
	OC
	OC 
	-
	UTF8String
	M
	P
	-
	V
	Y

	Value-Digits
	447
	-
	-
	-
	M
	Integer64
	M
	P
	-
	V
	Y

	Validity-Time
	448
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Vendor-Id
	266
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Vendor-Specific-Application-Id
	260
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-



	Next change


7.1.8A
Experimental-Result AVP

The Experimental-Result AVP (AVP code 297) is of type grouped as specified in RFC 3588 [401]. It contains 3GPP assigned specific result codes. When this Experimental-Result AVP is present, the Result-Code AVP shall be absent.
It has the following ABNF grammar:

Experimental-Result ::= 

< AVP Header: 297 >
{ Vendor-Id }

{ Experimental-Result-Code }

The Vendor-Id AVP shall contain the value of 10415, which is the IANA registered value for '3GPP' in TS 29.230 [206]. 
The following values are defined for the Experimental-Result-Code AVP:

Transient Failures (4xxx):

DIAMETER UNABLE TO DELIVER WITH NEW CONDITIONS 
4161
The OCF determines that new charging conditions for the service cannot be covered by end-user's account (i.e quota cannot be granted), however this service is allowed to continue with other conditions.

	End of changes
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