3GPP TSG-SA5 (Telecom Management)
S5-101209
Meeting SA5#71, 10-14 May 2010, Montreal, Canada
revision of S5-10xyzw
Source:
Alcatel-Lucent
Title:
Discussion of LIPA and SIPTO and impacts on OAM&P
Document for:
Discussion
Agenda Item:
6.8.1 
1
Decision/action requested

This paper discusses LIPA and SIPTO in advance of finalisation in SA2 and possible ways they can be supported and provisioned in OAM&P requirements as defined in several TS requirements and work Item 450040. Basic concepts are introduced here by explaining what each feature does from a network management perspective, and offers some probable OAM&P functionalities. Section 3 explains LIPA and SIPTO at high level, and section 4 addesses some probable impacts on OAM&P. Section 5 covers LIPA and SIPTO in greater detail.
LIPA (Local IP Access) provides access for IP capable UEs connected via a H(e)NB (i.e. using H(e)NB radio access) to other IP capable entities in the same residential/enterprise IP network.
SIPTO (Selected IP Traffic Offload) is the capability to provide access for a UE connected via a H(e)NB to a defined IP network (e.g. the internet) close to a the UE's point of attachment to the access network.
2
References

Work Item 450040, for OAM&P LIPA/SIPTO

TS 22.101 Service Aspects and Service Principals (Release 10) [SA1]
TS 22.220 Service Requirements for Home Node B (HNB) and Home eNode B (HeNB) (Release 10) [SA1]
TS 23.829 Local IP Access and Selected IP Traffic Offload (Release 10) [SA2]
TS 32.582 Information model for Type 1 interface HNB to HNB Management System (HMS).(Release 9) [SA5]
3 Rationale

SA1 and SA2 have defined most aspects of LIPA and SIPTO, and the requirements are near ready for inclusion in OAM&P. Any unresolved issues are currently being addressed in SA2. As decisions become finalised, concrete proposals will be submitted for discussion and approval. SA5 needs to begin thinking about how we can provide support and functionality for both LIPA and SIPTO as necessary.
Network Affecting Elements
Both LIPA and SIPTO effect networks at the operational level, and will require some form of managementl. SIPTO is automatic and the UE is not aware that some of its traffic is offloaded; LIPA requires user interaction.
· Local IP Access provides for IP capable UEs connected via a H(e)NB(i.e. using H(e)NB radio access) to other IP capable entities in the same residential/enterprise IP network.

· SIPTO Traffic control granularities:

· Per APN: All traffic of a certain APN (e.g. Internet) is subject to offload.

· Per application protocol: Traffic associated with certain application protocols (e.g identified based on traffic protocol type and port number) is subject to offload.

· Per destination IP address: Traffic is offloaded based on the destination IP address (range).
LIPA Requirements
· Traffic for Local IP Access is expected to not traverse the mobile operator's network except H(e)NB. Therefore LIPA traffic is offloaded before HNB-GW, which is in the operator's premises.

· Subject to regulatory requirements, Local IP Access traffic shall be routable only between the UE, H(e)NB and other entities with the residential/enterprise IP network.

· It shall be possible for a UE to maintain its IP connectivity to the residential/enterprise IP network when moving between H(e)NBs within the same residential/enterprise IP network.

· Support of pre-Rel 10 UEs.

[image: image1]Local IP Access
SIPTO Requirements
· Applies to both Macro-Cellualr Access Network and H(e)NB Subsystems.
· SIPTO is the capability to provide access for a UE connected via a H(e)NB to a defined IP network (e.g the Internet) close to the UEs' point of attachment to the access network.

· Offloading selected IP traffic for a UE shall not affect services running in parallel for the same UE.

· It shall be possible top perform Selected IP Traffic Offload without any user interaction.

· The Mobile operator may enable/disable SIPTO on a per UE per defined IP network basis (e.g. based on tarrif, subsacription type, etc.).

· Support of mobility between the macro network and H(e)NBs; and between H(e)NBs

· Support of prte-Rel 10 UEs.

· at SA2#78 meeting, it was decided that

· The support of Selected IP Traffic Offload at or above the RAN has been concluded and can be now specified

· The support of Selected IP Traffic Offload in the residential/corporate network needs further work before it can be included in the specifications
· SA2 recently agreed to document two of five proposed SIPTO solutions in the normative specifications

· Solution « 4 »: Traffic Offload Function with NAT -TOF
· Only designed for UMTS

· Solution « 5 »: Distributed GGSN/P-GW with Direct Tunnel
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Encompasses both LTE and UMTS, and is seen as long term solution

Traffic Offload Function (TOF) Solution (Solution 4)
SIPTO solution based on local PDN GW selection (Solution 5)
Single PDN connection 
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Multiple PDN connections
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4
OAM&P Impacts

Future CRs will address required additions and modifications to support implementation of LIPA and SIPTO for OAM&P.
Support for LIPA

· Local IP Access will be in the HNB domain and topographically speaking, be below the RAN.

· Operator controls and UE service profiles as defined in 32.582 will determine which are capable of locally accessing the internet.

· A possible insertion point would be where other management functions are being handled for HNB, or perhaps a new subsection may be added.
· Annex A specifies that LIPA is an exception for Rel-9. However, with pending changes in Rel-10 being finalised in SA2, this will be reconsidered.

Support for SIPTO

· SIPTO fucntionalities will be topgraphically at or above the RAN in the mobile operator's network, and require processes and data to determine which UEs can be offloaded without seriously impacting service.

· Service information such as Parental Control, HTPP accelerator, Antivirus, etc, which are on a per subscriber basis,, are the means by which it is determnined whather a UE can be offloaded.

· An analog of selected requirements from SA2 TS 23.829 must be added in an appropriate SA5 document. This is to be determined and is under review.
5
Details of LIPA and SIPTO for further discussion
Implementation Details
· Local IP Access (LIPA ) for the Home (e)NodeB Subsystem

· Local Breakout point (L-GW) for SIPTO is located in the private network

· Selected IP Traffic Offload (SIPTO) for H(e)NB Subsystem should support following scenarios
· Scenario 1: Breakout at/above RAN where Home (e)NodeB Subsystem and backhaul are provided by the same operator

· Scenario 2: Breakout at/above RAN where Home (e)NodeB Subsystem and backhaul are provided by different operators

· Scenario 3: Local Breakout point (L-GW) for SIPTO is located in the “private” network, e.g. behind a NAT gateway

· SIPTO for the macro network
· Breakout at/above RAN (generally above RAN in a different entity)

· 3GPP has agreed for two types of architectures

· Architectures with breakout "at or above RAN" 
(covering macro and some H(e)NB SIPTO scenarios)

· Architectures with breakout "in the residential/enterprise IP network“
(covering LIPA and some H(e)NB SIPTO scenarios)
· Status: at SA2#78 meeting, it was decided that

· The support of Selected IP Traffic Offload at or above the RAN has been concluded and can be now specified

· The support of Local IP Access and of Selected IP Traffic Offload in the residential/corporate network needs further work before it can be included in the specifications
Selected IP Traffic Offload at Iu-PS (TOF)
· Solution applicability

· Selected IP Traffic Offload for UMTS macro

· Selected IP Traffic Offload for HNB subsystem

· not planned for LTE

· Principles

· Selected IP Traffic Offload is enabled by NAT and packet inspection based on operator policies at different granularity (e.g. per user, per APN, per service type, per IP address, etc)

· Offload occurs at Iu-ps interface

TOF solution main principles 
· NAT is required to route downlink packets to the right access (two different IP addresses)

· towards GGSN for non-offloaded traffic, 

· towards TOF for the offloaded traffic 

· RANAP and NAS sniffing is required for UE and Session “Offload Contexts” handling 

· RANAP modifications are required to handle SIPTO authorizations from SGSN

· Support of IDLE mode UEs by the TOF is required for e.g. XMPP-based instant messaging protocols (Googletalk, Facebook chat) that use “push” mechanism. 
Alternative would be that the UE is maintained in connected mode by the Internet Application, but this would drain UE battery
( Therefore DL packet buffering and Paging functions should be supported 

· Beyond Gi” functions (Parental control, Antivirus, etc) need to be replicated – but similar issue with any offload solution

· Radius accounting interface, widely used for WAP & MMS servers, needs to be replicated in TOF

· Support of Gx (PCRF-PCEF) for sponsored data

· Support of Gy (OCS) for capped subscription (e.g. limit of 1 GO per month)

· Network redundancy: for macro cells network case where it is critical, TOF needs to support “NNSF above RAN” function documented in TR 23.823 (Huawei-CMCC)

· Lawful Interception: X1-1, X2, X3 interfaces to Mediation Function

TOF solution advantages & drawbacks
· Advantages

· No need for “Direct Tunnel” feature (which is required with Distributed GGSN solution)

· Drawbacks
· TOF has a high number of SGSN and GGSN functions (RANAP sniffing, DL packet buffering, Paging, NAS processing)

· Network redundancy: NNSF-above-RAN function for macro cells use case

· Mobility between TOF not supported

· Non-offloaded traffic goes through both TOF and GGSN: it does not offload the GGSN as in the Distributed GGSN solution -> need to re-dimension GGSN if global traffic increases

· Any change in AS or NAS messages may impact TOF (because of NAS and RANAP sniffing)
· Not reusable for LTE
SIPTO solution based on local PDN GW selection 
· Solution applicability

· This solution is applicable to both macro network and HNB/HeNB, and to both UMTS and LTE

· It can work with both multiple PDN connections capable UEs and Single PDN connection capable UEs

· Main principles

· Using a GW selection mechanism in the MME/SGSN that takes into account the location of the user by selecting a GW geographically/topologically close. 

· Rel-8 DNS mechanisms (NAPTR) if TAC/RAC granularity is sufficient, or a new specific DNS if RAC granularity is not sufficient

· If the operator uses the same single APN for both internet and operator services, same GW is used for offloaded and non-offloaded traffic, but the non-offloaded traffic is routed within the operator's network. 

· If the operator uses different APNs, offloaded traffic and non-offloaded traffic use different PDN connections ( routing filters in the UE

· SIPTO traffic control granularity: GGSN/P-GW routing tables are not sufficient for the single APN case, as the routing mechanism should take into account the application such as HTTP, SMTP, etc. 

· Mobility far from the L-GW: Deactivation of the PDP-context/PDN-connectivity by the SGSN/MME with a request to the UE for re-establishing it (via a specific cause value)

· Advantages

· The local GGSN/P-GW can be implemented from the existing GGSN/P-GW platform as it already supports Gx, Gy, LI, DPI, Charging interfaces and Radius accounting interface

· The non-offloaded traffic does not go through two CN nodes, thus minimizing the user plane dimensioning in the network (and costs)

· No Iu modifications

· No network redundancy mechanism required: if L-GW broken, the traffic is simply not offloaded

· Drawbacks

· In UMTS, this solution requires Direct Tunnel, which is not implemented in most networks (it requires modification of RNC and SGSN) – main drawback seen by BT, which uses Vodafone mobile network

Other issues shared with all solutions

· Roamers traffic should not be offloaded if LI is required in their HPLMN

· Gi functions (Parental control, Antivirus, etc) to be replicated at L-GW – but similar issue with any offload solution
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