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	1st Modified Section


3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

middle tier (charging) TS: term used for the 3GPP charging TSs that specify the domain / subsystem / service specific, online and offline, charging functionality. These are all the TSs in the numbering range from 3GPP TS 32.250 to 3GPP TS 32.279, e.g. 3GPP TS 32.250 [10] for the CS domain, or 3GPP TS 32.270 [30] for the MMS service. Currently, there is only one "tier 1" TS in 3GPP, which is the present document that specifies the charging architecture and principles. Finally, there are a number of top tier TSs in the 32.29x numbering range ([50] ff) that specify common charging aspects such as parameter definitions, encoding rules, the common billing domain interface or common charging applications.

offline charging: charging mechanism where charging information does not affect, in real-time, the service rendered

online charging: charging mechanism where charging information can affect, in real-time, the service rendered and therefore a direct interaction of the charging mechanism with session/service control is required
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5.2.1
Basic principles

There are two sub-functions for online charging that affect online charging principles and require a more detailed description: rating and unit determination. Both rating and unit determination can be implemented centralized, i.e. on the OCF, or decentralized, that is, on the CTF.

Unit determination refers to the calculation of the number of non-monetary units (service units, data volume, time and events) that shall be assigned prior to starting service delivery.

· With Centralized Unit Determination, the OCF determines the number of non-monetary units that a certain service user can consume based on a service identifier received from the CTF.

· With the Decentralized Unit Determination approach, the CTF determines itself how many units are required to start service delivery, and requests these units from the OCF.

After checking the service user's account balance, the OCF returns the number of granted units to the CTF. The CTF is then responsible for the supervision of service delivery. Particularly, the CTF shall limit service delivery to the corresponding number of granted units.

Rating refers to the calculation of a price out of the non-monetary units calculated by the unit determination function.

· With the Centralized Rating approach, the CTF and the OCF exchange information about non-monetary units. The OCF translates these units into monetary units. 

· With the Decentralized Rating approach, the corresponding rating control is performed within the CTF. Consequently, CTF and OCF exchange information about monetary units. 

Three cases for online charging can be distinguished: immediate event charging (IEC), event charging with unit reservation (ECUR) and session charging with unit reservation (SCUR). These cases are further described in TS 32.240 [1].


	Next Modified Section


7.1
Diameter AVPs

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Protocol is specified in clause 6.2 for offline charging and in clause 6.4 for online charging. The information is summarized in the table 7.1 in alphabetical order. Detailed specification of some of these AVPs is available after the table and for the others can be found from RFC 3588 [401], RFC 4006 [402] and and RFC 4005 [407].
Those Diameter AVPs that are used are marked ”M”, “OM“or “Oc” in the following table. This implies that their content can be used by the CDF for offline and by the OCF for online charging purposes. Those Diameter AVPs that are not used are marked "-" in the following table. 

Table 7.1: Use Of IETF Diameter AVPs 

	AVP Name
	AVP 

Code
	Used in
	Value 

Type
	AVP Flag rules

	
	
	ACR
	ACA
	CCR
	CCA
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Accounting-Input-Octets
	363
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Input-Packets
	365
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Output-Octets
	364
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Output-Packets
	366
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Realtime-Required
	483
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Accounting-Record-Number
	485
	M
	M
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Accounting-Record-Type
	480
	M
	M
	-
	-
	Enumerated
	M
	P
	-
	V
	Y

	Accounting-Sub-Session-Id
	287
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	Acct-Application-Id
	259
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	N

	Acct-Interim-Interval
	85
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Acct-Multi-Session-Id
	50
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Acct-Session-Id
	44
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Auth-Application-Id
	258
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	N

	AVP
	*
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Called-Station-Id
	30
	OC
	-
	OC
	-
	UTF8String
	M
	P
	-
	V
	N

	CC-Correlation-Id
	411
	-
	-
	OC 
	-
	OctetString
	-
	P
	-
	V
	Y

	CC-Input-Octets
	412
	-
	-
	OC
	OC
	Unsigned64
	-
	P,M
	-
	V
	Y

	CC-Money
	413
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	CC-Output-Octets 
	414
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Request-Number
	415
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Request-Type
	416
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	CC-Service-Specific-Units
	417
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Session-Failover
	418
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	CC-Sub-Session-Id
	419
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	CC-Time
	420
	-
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Total-Octets
	421
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Unit-Type
	454
	-
	-
	-
	M
	Enumerated
	M
	P
	-
	V
	Y

	Check-Balance-Result
	422
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Cost-Information
	423
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Cost-Unit
	424
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Credit-Control
	426
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Credit-Control-Failure-Handling
	427
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Currency-Code
	425
	-
	-
	-
	M
	Unsigned32
	M
	P
	-
	V
	Y

	Destination-Host
	293
	-
	-
	OC
	-
	DiamIdent
	M
	P
	-
	V
	N

	Destination-Realm
	283
	M
	-
	M
	-
	DiamIdent
	M
	P
	-
	V
	N

	Direct-Debiting-Failure-Handling
	428
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Error-Message
	281
	-
	-
	-
	-
	UTF8String
	-
	-
	-
	-
	-

	Error-Reporting-Host
	294
	-
	OC 
	-
	-
	DiamIdent
	-
	P
	-
	V,M
	N

	Event-Timestamp
	55
	OC
	OC
	OC
	-
	Time
	M
	P
	-
	V
	N

	Exponent
	429
	-
	-
	-
	OC
	Integer32
	M
	P
	-
	V
	Y

	Failed-AVP
	279
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	N

	Filter-Id
	11
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Final-Unit-Action
	449
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Final-Unit-Indication
	430
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Granted-Service-Unit
	431
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	G-S-U-Pool-Identifier
	453
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	G-S-U-Pool-Reference
	457
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Location-Type
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Location-Information
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Multiple-Services-Credit-Control
	456
	-
	-
	OC
	OC
	Grouped
	M
	P
	-
	V
	Y

	Multiple-Services-Indicator
	455
	-
	-
	OM
	-
	Enumerated
	M
	P
	-
	V
	Y

	Operator-Name
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Origin-Host
	264
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-Realm
	296
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-State-Id
	278
	OC
	OC
	OC
	-
	Unsigned32
	M
	P
	-
	V
	N

	Proxy-Info
	284
	OC 
	OC 
	OC
	OC
	Grouped
	M
	-
	-
	P,V
	N

	Proxy-Host
	280
	M
	M
	M
	M
	DiamIdent
	M
	-
	-
	P,V
	N

	Proxy-State
	33
	M 
	M 
	M
	M
	OctetString
	M
	-
	-
	P,V
	N

	Rating-Group 
	432
	OC
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Redirect-Address-Type
	433
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	Redirect-Host
	292
	-
	-
	-
	OC
	DiamURI
	M
	P
	-
	V
	N

	Redirect-Host-Usage
	261
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	N

	Redirect-Max-Cache-Time
	262
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	N

	Redirect-Server
	434
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Redirect-Server-Address
	435
	-
	-
	-
	M
	UTF8String
	M
	P
	-
	V
	Y

	Requested-Action
	436
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Requested-Service-Unit
	437
	-
	-
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	Restriction-Filter-Rule
	438
	-
	-
	-
	OC
	IPFilterRule
	M
	P
	-
	V
	Y

	Result-Code
	268
	-
	M
	-
	M
	Unsigned32
	M
	P
	-
	V
	N

	Route-Record
	282
	OC 
	-
	OC
	OC
	DiamIdent
	M
	-
	-
	P,V
	N

	Service-Context-Id
	461
	OM
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Service-Identifier
	439
	OC
	-
	OC
	OC
	 Unsigned32
	M
	P
	-
	V
	Y

	Service-Parameter-Info
	440
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Service-Parameter-Type
	441
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Service-Parameter-Value
	442
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Session-Id
	263
	M
	M
	M
	M
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id
	443
	OC
	-
	OM
	-
	Grouped
	M
	P
	-
	V
	Y

	Subscription-Id-Data
	444
	M
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id-Type
	450
	M
	-
	M
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Change-Usage
	452
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Time-Change
	451
	-
	
	-
	OC
	Time
	M
	P
	-
	V
	Y

	Unit-Value
	445
	-
	
	-
	M
	Grouped
	M
	P
	-
	V
	Y

	Used-Service-Unit
	446
	-
	
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	User-Equipment-Info
	458
	OC
	
	OC
	-
	Grouped
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Type
	459
	OM
	
	M
	-
	Enumerated
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Value
	460
	OM
	
	M
	-
	OctetString
	-
	P,M
	-
	V
	Y

	User-Name
	1
	OC
	OC
	OC 
	-
	UTF8String
	M
	P
	-
	V
	Y

	Value-Digits
	447
	-
	-
	-
	M
	Integer64
	M
	P
	-
	V
	Y

	Validity-Time
	448
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Vendor-Id
	266
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Vendor-Specific-Application-Id
	260
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-


NOTE:
Result-Code AVP is defined in Diameter Base Protocol in RFC 3588 [401]. However, new values are used in offline and online charging applications. These additional values are defined below.
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7.2.163
Reason-Code AVP

The Reason-Code AVP (AVP code 2316) is of type Enumerated and identifies if the Rate-Element corresponds to a specific NNI charge type.

It can be one of the following values:


UNKNOWN







0

USAGE







1

COMMUNICATION-ATTEMPT-CHARGE



2

SETUP-CHARGE







3


ADD-ON-CHARGE







4
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7.2.223
Tariff-Information AVP

The Tariff-Information AVP (AVP code 2060) is of type Grouped and holds a tariff definition either from the local provider or from 3rd party provider. It contains information about the operator and the ID of the service being provided, the current tariff and possible next tariff after tariff switch time. It may also chain to tariffs provided by intermediate operators in the chain.
It has the following ABNF grammar:

Tariff-Information :: =  < AVP Header: 2060 >

  { Current-Tariff }
[ Tariff-Time-Change ]
[ Next-Tariff ]
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7.2.236
Trigger-Type AVP

The Trigger-Type AVP (AVP code 870) is of type Enumerated and indicates a single re-authorisation event type. 

When included in the Credit Control Answer command, the Trigger-Type AVP indicates the events that shall cause the credit control client to re-authorise the associated quota. The client shall not re-authorise the quota when events which are not included in the Trigger AVP occur.

When included in the Credit Control Request command indicates the specific event which caused the re-authorisation request of the Reporting-Reason with value RATING_CONDITION_CHANGE associated.
It has the following values:

CHANGE_IN_SGSN_IP_ADDRESS (1)

· This value is used to indicate that a change in the SGSN IP address shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_QOS (2)

· This value is used to indicate that a change in the end user  negotiated QoS shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 1:
This should not be used in conjunction with enumerated values 10 to 23.

CHANGE_IN_LOCATION (3)

· This value is used to indicate that a change in the end user location shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 2:
This should not be used in conjunction with enumerated values 30 to 34.

CHANGE_IN_RAT (4)

· This value is used to indicate that a change in the radio access technology shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRAFFIC_CLASS (10)

· This value is used to indicate that a change in the end user negotiated traffic class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_RELIABILITY_CLASS (11)

· This value is used to indicate that a change in the end user negotiated reliability class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_DELAY_CLASS (12)

· This value is used to indicate that a change in the end user negotiated delay class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_PEAK_THROUGHPUT (13)

· This value is used to indicate that a change in the end user negotiated peak throughput shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_PRECEDENCE_CLASS (14)

· This value is used to indicate that a change in the end user negotiated precedence class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MEAN_THROUGHPUT (15)

· This value is used to indicate that a change in the end user negotiated mean throughput shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MAXIMUM_BIT_RATE_FOR_UPLINK (16)

· This value is used to indicate that a change in the end user negotiated uplink maximum bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MAXIMUM_BIT_RATE_FOR_DOWNLINK (17)

· This value is used to indicate that a change in the end user negotiated downlink maximum bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_RESIDUAL_BER (18)

· This value is used to indicate that a change in the end user negotiated residual BER shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_SDU_ERROR_RATIO (19)

· This value is used to indicate that a change in the end user negotiated SDU error ratio shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRANSFER_DELAY (20)

· This value is used to indicate that a change in the end user negotiated transfer delay shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRAFFIC_HANDLING_PRIORITY (21)

· This value is used to indicate that a change in the end user negotiated traffic handling priority shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_GUARANTEED_BIT_RATE_FOR_UPLINK (22)

· This value is used to indicate that a change in the end user negotiated uplink guaranteed bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_GUARANTEED_BIT_RATE_FOR_DOWNLINK (23)

· This value is used to indicate that a change in the end user negotiated downlink guaranteed bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_MCC (30)

· This value is used to indicate that a change in the MCC of the serving network shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_MNC (31)

· This value is used to indicate that a change in the MNC of the serving network shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_RAC (32)

· This value is used to indicate that a change in the RAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_LAC (33)

· This value is used to indicate that a change in the LAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_CellId (34)

· This value is used to indicate that a change in the Cell Identity where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_MEDIA_COMPOSITION (40)

· This value is used to indicate that a change in the media composition (as identified within SDP) for an existing SIP session shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_PARTICIPANTS_NMB (50) 

· This value is used specifically for multi participating session to indicate that a change in the number of active participants within a session shall cause the credit control client to ask for a re-authorisation of the associated quota.
CHANGE_IN_ THRSHLD_OF_PARTICIPANTS_NMB(51)

· This value is used specifically to indicate that a change in the threshold of participants number within a session shall cause the credit control client to ask for a re-authorisation of the associated quota.
NOTE 3:
The threshold and the granularity of threshold are operator configurable. This should not be used in conjunction with value 50.
CHANGE_IN_USER_PARTICIPATING_TYPE(52)

· This value is used specifically to indicate that a change in the user participating type within a session shall cause the credit control client to ask for a re-authorisation of the associated quota.
CHANGE_IN_SERVICE_CONDITION(60)

· This value is used to indicate that a change in rating conditions associated with a service occurs. 
The description of the conditions causing a change are service specific and may be documented in middle-tier specifications or may be configurable.
CHANGE_IN_SERVING_NODE

· This value is used to indicate that a change in serving node shall cause the credit control client to ask for a re-authorisation of the associated quota. 
CHANGE_IN_USER_CSG_INFORMATION (70)
· This value is used to indicate that a change in “User CSG Information” (CSG membership in hybrid access mode has changed, or user entering/leaving a CSG cell) for the served user  shall cause the credit control client to ask for a re-authorisation of the associated quota.
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