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1 1
Decision/action requested

Discuss the differences between the MTOSI and 3GPP fault management model. Agree on need for alignment and inclusion of the text into draft TR 32.8xy
2 References

[1]

3 Rationale

3GPP has developed and specified with the Alarm IRP an interface for Alarm Management. TMF has in MTOSI and OSSJ capabilities for Alarm Management as well. Currently TMF TIP studies how fault management can be aligned inside TMF.

However, there is no reason why fault management functions should be different, and an aligned management approach would greatly benefit the industry. An example of alignment within 3GPP SA5 IRP work is that multiple Solution Sets are aligned in that their supported management features are identical.  Advantages of alignment include

· CAPEX reduction (less development cost, less integration cost)

· OPEX reduction (consistent handling of alarms)

This document analyses the 3GPP and MTOSI alarm data to identify a core set of alarm data which should be forwarded.
4 Text Proposal for TR 
Fault Management Object Model

4.1 MTOSI Alarm Data

The following table shows the MTOSI alarm fields and the equivalent field in the 3GPP model which can be used to represent that data:
	MTOSI Field
	Maps into the following 3GPP Field
	Comments

	Source  structutre
	MTOSI Field
	
	

	AlarmType
	isEdgePointRelated
	n/a
	Not mapped - See below

	
	isClearable 
	n/a
	Not mapped - See below

	
	aliasNameList 
	n/a
	Not mapped - See below

	
	layerRate 
	Derived from objectClass, objectInstance
	

	
	probableCause 
	-
	See 4.3

	
	ru 
	n/a
	Not mapped - See below

	
	contra 
	n/a
	Not mapped - See below

	
	probableCauseQualifier
	n/a
	See 4.5 

	
	nativeProbableCause 
	-
	See 4.3

	
	additionalText 
	additionalText
	

	
	perceivedSeverity 
	perceivedSeverity
	

	
	affectedPtpRefList 
	n/a
	Not mapped - See below

	
	serviceAffecting 
	n/a
	Not mapped - See below

	
	rootCauseAlarmIndication 
	n/a
	Not mapped - See below

	
	acknowledgeIndication 
	ackState
	

	
	X733_EventType 
	AlarmType
	

	
	X733_SpecificProblems 
	-
	See 4.3

	
	X733_BackedUpStatus 
	backedUpStatus
	

	
	X733_BackUpObjectRef 
	BackUpObject
	

	
	X733_TrendIndication 
	trendIndication
	

	
	X733_CorrelatedNotificationList 
	correlatedNotifications
	

	
	X733_MonitoredAttributeList 
	monitoredAttributes
	

	
	X733_ProposedRepairActionList 
	proposedRepairActions
	

	
	X733_AdditionalInformation 
	additionalInformation
	

	EventInformationType
	objectType
	Derived from objectClass, objectInstance
	

	
	objectName
	Derived from objectClass, objectInstance
	

	
	osTime4
	alarmRaisedTime
	

	commonEventInformationType
	notificationId
	notificationId
	

	
	sourceTime
	n/a
	Not mapped - See below

	
	vendorExtensions
	n/a
	Not mapped - See below


Unmappable fields:

From the analysis above the following MTOSI data is not directly mappable to 3GPP:

· isEdgePointRelated, aliasNameList, serviceAffecting, affectedPtpRefList, rootCauseAlarmIndication, sourceTime, vendorExtensions, ru and contra.
In order to maintain backward compatibility it is proposed to send these fields as (name, value) pairs in additionalInformation. This will allow the client to identify if and when the information is provided, but without impacting the existing model. 
Proposal:  Add additional constants.

This requires additional constants to be added to AdditionalInformation of the form:

   const string AI_MTOSI_ISEDGEPOINTRELATED = "ai_mtosi_isedgepointrelated";
4.2 Alarm Lifecycle

Alarms in MTOSI are considered “active” in the raised state and inactive in the “cleared” state, independently of the alarm acknowledgement state – therefore it does not fit into either of the two models in TS32111. 

Proposal: Allow a lifecycle model in 3GPP which meets the MTOSI behaviour

4.3 Probable Cause, Native Probable Cause and Specific Problems

MTOSI and 3GPP have different definitions of the probable cause and specific problems field – in addition, MTOSI uses a native probable cause field as follows:
	
	Probable Cause
	Native Probable Cause
	Specific Problems

	Definition in 3GPP
	X.733 probable cause
	n/a
	X733 specific problem

	Definition in MTOSI
	MTOSI probable cause grouping
	Name of the alarm on the EMS GUI
	X733 specific problem


Proposal: Specific Problem can be used for the Name of the alarm. There does not seem to be any need to create another native probable cause field for 3GPP.
However, any probable cause values defined in MTOSI that are not in the probable cause list in 32.111-3 should be added. The table below shows the proposed mapping for each MTOSI ProbableCause value: 
	MTOSI ProbableCauseEnumType value
	32.111-3 ProbableCause Value
	New/Existing

	VENDOR_EXT 
	VENDOR_EXT = n
	New

	MINOR_EXT
	MINOR_EXT = n
	New

	UNIDENTIFIED
	INDETERMINATE = 0
	Existing

	AIS 
	ALARM_INDICATION_SIGNAL = 1
	Existing

	AMS
	AMS = n
	New

	ATPC_FAIL
	ATPC_FAIL =n
	New

	AU-AIS
	AU_ALARM_INDICATION_SIGNAL = n
	New

	BER_SD
	DEGRADED_SIGNAL = 3;
	Existing

	BER_SF
	FAILED_SIGNAL = n
	New

	BLOCKED_FE
	BLOCKED_FE=n
	New

	CFG_ABORT
	CFG_ABORT = n
	New

	CFG_ABORT_FE
	CFG_ABORT_FE = n
	New

	DCC_FAILURE
	DCC_FAILURE = n
	New

	DEMODULATION_FAIL
	DEMODULATION_FAILURE = 20
	Existing

	EMS
	EMS = n
	New

	EMS_ALM_LOSS
	EMS_ALM_LOSS = n
	New

	EMS_LIFECYCLE_LOSS
	EMS_LIFECYCLE_LOSS = n
	New

	EMS_ALM_AND_LIFECYCLE_LOSS
	EMS_ALM_AND_LIFECYCLE_LOSS = n
	New

	EQPT
	EQUIPMENT_MALFUNCTION = 315;
	Existing

	ENV
	ENV = n
	New

	FF 
	FF = n
	New

	FOP_APS
	FOP_APS = n 
	New

	INSUFF_LINKS
	INSUFF_LINKS = n
	New

	INSUFF_LINKS_FE
	INSUFF_LINKS_FE= n
	New

	LCD
	LCD = n
	New

	LIF
	LIF = n
	New

	LOA
	LOA = n
	New

	LOC 
	LOC = n
	New

	LODS
	LODS = n
	New

	LOF
	LOSS_OF_FRAME = 6
	Existing

	LOM
	LOSS_OF_MULTI_FRAME = 16
	Existing

	LOP
	LOSS_OF_POINTER = 7
	Existing

	LOPC
	LOPC = n
	New

	LOS
	LOSS_OF_SIGNAL = 8
	Existing

	LOTC
	LOTC = n
	New

	MODULATION_FAIL
	MODULATION_FAILURE = 19
	Existing

	MS-AIS
	MS-AIS = n
	New

	OS
	OS = n
	New

	OS_ALM_LOSS
	OS_ALM_LOSS = n
	New

	OS_LIFECYCLE_LOSS
	OS_LIFECYCLE_LOSS = n
	New

	OS_ALM_AND_LIFECYCLE_LOSS
	OS_ALM_AND_LIFECYCLE_LOSS = n
	New

	OSC-AIS
	OSC-AIS = n
	New

	OSC_BER_SF
	OSC_BER_SF = n
	New

	OSC_FERF
	OSC_FERF = n
	New

	OSC_LOF
	OSC_LOF = n
	New

	OSC_LOS
	OSC_LOS = n
	New

	OSC_SD
	OSC_SD = n
	New

	PLM
	PAYLOAD_TYPE_MISMATCH = 9
	Existing

	RAI
	RAI = n
	New

	RX_FAIL
	RECEIVER_FAILURE = 61
	Existing

	RX_MIS_CONNECT
	RX_MIS_CONNECT = n
	New

	RX_UNUSABLE_FE
	RX_UNUSABLE_FE = n
	New

	SECURITY_VIOLATION
	SECURITY_VIOLATION = n
	New

	SQL 
	SQL = n
	New

	SSF
	SSF = n
	New

	STARTUP_FE
	STARTUP_FE = n
	New

	TCF
	TCF = n
	New

	TCFE
	TCFE = n
	New

	TCFI
	TCFI = n
	New

	TIM
	PATH_TRACE_MISMATCH = 13
	Existing

	TIMING_SYNCH
	TIMING_SYNCH = n
	New

	TSD
	TSD = n
	New

	TSF 
	TSF = n
	New

	TU-AIS
	TU-AIS = n
	New

	TX_DEGRADE
	TX_DEGRADE = n
	New

	TX_FAIL
	TRANSMIT_FAILURE = 354
	Existing

	TX_MIS_CONNECT 
	TX_MIS_CONNECT = n
	New

	TX_UNUSABLE_FE
	TX_UNUSABLE_FE = n
	New

	UAT 
	UAT = n
	New

	UNEQ
	UNEQ = n
	New

	VC-AIS
	VC-AIS = n
	New

	VC-RDI
	VC-RDI = n
	New

	VP-AIS
	VP-AIS = n
	New

	VP-RDI
	VP-RDI = n
	New

	XPIC_FAIL
	XPIC_FAIL = n
	New


4.4 Alarm Filtering

This section looks at the alarm filtering requirements for the following operations:

· Get alarm counts, 
· Retrieve alarms list

· Register for alarm notifications 
The table shows the 
	Filter Type
	MTOSI Filtering attribute
	3GPP Equivalent
	3GPP Support

	
	
	
	Alarm counts
	Subscriptions
	Alarm List

	Selection of platform alarms or network alarms
	Source
	Supported via filtering in the object name
	Supported – assuming the base object can represent the “management system” in the NRM
	Supported – assuming the base object can represent the “management system” in the NRM
	Supported – assuming the base object can represent the “management system” in the NRM

	Selection of NEs to filter on
	Scope
	Not supported directly by 3GPP.

Only a single base object per request – client can make multiple requests
	-
	-
	-

	Selection of alarm severities
	PerceivedSeverityList
	Supported via filtering on the severity - (sev=X) OR (sev=Y)
	Supported – the data is returned per severity and the client can determine which severities to use
	Supported
	Supported

	Selection of probable cause
	ProbableCauseList
	Supported by filtering on probableCause
	N/A
	Supported
	Supported

	Selection of acknowledgement state
	AcknowledgeIndication
	Supported by filtering on ack state
	Supported
	Supported 
	Supported 


(Filters From Table 3-1 in the RTM)

Proposal: No changes required.

4.5 Alarm Uniqueness

In 3GPP alarm uniqueness is handled by the alarm id – in MTOSI alarm uniqueness is handled by the combination of { layerRate, probableCause. probableCauseQualifier, objectName }.  In the generation of 3GPP messages it will be required to map the data in these fields into a single alarmId.

Proposal: It is assumed a mechanism can be provided to do this mapping (EMS specific).

4.6 Handling of ADMC alarms 

For 3GPP it is not clear how ADMC alarms (transient conditions) should be reported – the following options are available:

	Option#
	Forwarded when the alarm is raised
	Sent in resync data
	Clearable from the n/b system

	1
	Yes
	No
	No

	2
	Yes
	Yes
	No

	3
	Yes
	Yes
	Yes


Proposal: Option 3 . Add something in the alarm notification to indicate whether the alarm is ADAC or ADMC.
Alternatively add this in the additional info field.
	End of Modifications


