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Decision/action requested

Agree to the proposed pCR for TS 32.8xy
2
References

None.
3
Rationale

This document provides an input for the Model harmonization study.

4
Detailed proposal

	Begin of Change
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

BA
Business Agreement

CCV
Common Communication Vehicle

DDP
Document Delivery Package

FMW
Framework

IA
Information Agreement

IIS
Interface Implementation Specification

MTOSI
Multi-Technology Operations System Interface
NRA
Network Resource Assurance

NRB
Network Resource Basic

NRF
Network Resource Fulfilment
RTM
Resource Trouble Management

TIP
TM Forum Interface Program

TMF
TeleManagement Forum

4
Comparison of 3GPP & TMF Generic Model Definitions
4.1
Common/Relevant Generic Definitions
4.1.1
3GPP
3GPP defines its top model as well as generic definitions in TS 32.62x “Generic NRM IRP” [6].
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NOTE 1:
ManagedElement may be contained in either a SubNetwork or a MeContext instance (also shown by the {xor} constraint), or have no parent instance at all.

NOTE 2:
Void

NOTE 3:
Each instance of the VsDataContainer shall only be contained under one IOC. The VsDataContainer can be contained under IOCs defined in other NRMs.

NOTE 4:
If the configuration contains several instances of SubNetwork, exactly one SubNetwork instance shall directly or indirectly contain all the other SubNetwork instances.

NOTE 5:
The SubNetwork instance not contained in any other instance of SubNetwork is referred to as "the root SubNetwork instance".

NOTE 6:
ManagementNode shall be contained in the root SubNetwork instance.

NOTE 7:
If contained in a SubNetwork instance, IRPAgent shall be contained in the root SubNetwork instance.

NOTE 8:
For a clarification on the choice of containment of the IRPAgent (since it has three possible parents), see the def. of IRPAgent.

Figure 6.1: Generic NRM Containment/Naming and Association diagram

It is assumed that the following 3GPP information objects may have to be “aligned” with equivalent SID information objects:

· Subnetwork
· ManagedElement
· ManagedFunction
· ManagementNode (tbd)
· Top (tbd)
Subnetwork

This IOC represents a set of managed entities as seen over the Itf-N.

There may be zero or more instances of a SubNetwork. It shall be present if either a ManagementNode or multiple ManagedElements are present (i.e. ManagementNode and multiple ManagedElement instances shall have SubNetwork as parent).

The SubNetwork instance not contained in any other instance of SubNetwork is referred to as "the root SubNetwork instance".

Attributes of SubNetwork

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	subNetworkId
	M
	M
	-

	dnPrefix
	M
	M
	-

	userLabel
	M
	M
	M

	userDefinedNetworkType
	M
	M
	-

	setOfMcc
	M
	M
	-


ManagedElement
This IOC represents telecommunications equipment or TMN entities within the telecommunications network that performs Managed Element (ME) functions, i.e. provides support and/or service to the subscriber. 
An ME communicates with a manager (directly or indirectly) over one or more interfaces for the purpose of being monitored and/or controlled. MEs may or may not additionally perform element management functionality. 
An ME contains equipment that may or may not be geographically distributed. An ME is often referred to as a "Network Element".

A ManagedElement may be contained in either a SubNetwork or in a MeContext instance. A single ManagedElement seen over the Itf-N may also exist stand-alone with no parent at all. 

The ManagedElement IOC may be used to represent combined ME functionality (as indicated by the managedElementType attribute and the contained instances of different functional IOCs). 

Single function ManagedElement IOC instances will have a 1..1 containment relationship to a function IOC instance (in this context a function IOC instance is an instance of an IOC derived from the ManagedFunction IOC). Multiple function ManagedElement instances will have a 1..N containment relationship to function IOC instances.

NOTE:
For some specific functional IOCs a 1..N containment relationship is permitted.  The specific functional entities are identified in the NRMs that define subclasses of ManagedFunction.
Attributes of ManagedElement

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	managedElementId
	M
	M
	-

	dnPrefix
	M
	M
	-

	managedElementType
	M
	M
	-

	userLabel
	M
	M
	M

	vendorName
	M
	M
	-

	userDefinedState
	M
	M
	M

	locationName
	M
	M
	-

	swVersion
	M
	M
	-

	managedBy
	M
	M
	-


ManagedFunction
This IOC is provided for sub-classing only. It provides attribute(s) that are common to functional IOCs. Note that a ManagedElement may contain several managed functions. The ManagedFunction may be extended in the future if more common characteristics to functional objects are identified.

Attributes of ManagedFunction

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	userLabel
	M
	M
	M


ManagementNode (tbd)
This IOC represents a telecommunications management system (EM) within the TMN that contains functionality for managing a number of ManagedElements (MEs). The management system communicates with the MEs directly or indirectly over one or more interfaces for the purpose of monitoring and/or controlling these MEs.

This class has similar characteristics as the ManagedElement. The main difference between these two classes is that the ManagementNode has a special association to the managed elements that it is responsible for managing. 

Attributes of ManagementNode

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	managementNodeId
	M
	M
	-

	userLabel
	M
	M
	M

	vendorName
	M
	M
	-

	userDefinedState
	M
	M
	M

	locationName
	M
	M
	-

	swVersion
	M
	M
	-

	managedElements
	M
	M
	-


Top (tbd)

This IOC is introduced for generalisation purposes. All information object classes defined in all TS shall inherit from Top.

Attributes of Top

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	objectClass
	M
	M
	-

	objectInstance
	M
	M
	-


4.1.2
TMF SID

The Telemenagement Forum has defined the SID (Structured Information / Data Model) [8], which is an Information Model that provides a framework within which all information objects can be described that are of interest for operator business processes.

Due to the flexibility required to meet this goal, SID mostly models containment relationships as general UML associations, rather than dedicated UML containment associations as this is done for instance in 3GPP models. Examples are: “EquipmentInHolder”, “EquipmentInEquipment”, “ContainsHardware”, “ContainerHasSoftware”. Also, SID uses the “Composite-Atomic” pattern to model Items that can contain other items. Examples of this pattern are “HolderComposite” / “HolderAtomic” with the Association “HasHolders” that allow to model EquipmentHolders which may contain other EquipmentHolders, and “SoftwareComposite” / “SoftwareAtomic” ^with “HasSoftwareComponents” that allows to hierarchically structure software.

However, due to their generic nature, these associations can be mapped to containment associations as used in 3GPP models.

SID Objects potentially relevant for harmonizing generic model aspects are:

· RootEntity

· SubNetwork

· EquipmentHolder

· Pipe

· TerminationPoint

· ManagedEntity

· ManagementDomain
4.1.3
TMF MTOSI
TMF MTOSI has a similar document/specification structure than 3GPP IRPs. MTOSI specifications have three kinds of Document Data Packages (DDP) (Chapter 1.2 DDP Structure in [1]):

· The FrameWork DDP (FMW) – this DDP contains the generic artefacts that are applicable to all the other DDPs.

· Data Model DDP (DM-DDP) – a DDP that concerns a data model (entities, data structures, attributes, state, but no operations)

· Operation Model DDP (OM-DDP) – a DDP that concerns a computational model (operations, notifications, transactions) for a given functional area (such as resource inventory management)

And in more detail, the resource management related data models are captured in following DDPs (additional to FrameWork DDP):

· NetworkResourceBasic (NRB)
· NetworkResourceFulfilment (NRF)
· NetworkResourceAssurance (NRA)

The generic object definitions for resource management functions are captured in FMW and NRB DDPs. Additionally some objects in NRF and NRA can also be considered as generic when object models and object definitions are compared to 3GPP Generic NRM IRP. Thus some objects from those DDP are captured in this chapter as well.
MTOSI naming tree as per FMW DDP [2]:
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4.1.3.1
Object definitions in FMW

MTOSI FMW defines following objects, [2]

	Object name
	Description

	CommonObjectInfo
	CommonObjectInfo defines the common attributes for all addressable object classes

	ManagementDomain
	One or more ManagementDomains are used to represent the managed network of a service provider (i.e., a portion of a network) in the context of a given CCV. Each network resource is contained under exactly one ManagementDomain. Each OS on the CCV may store part or whole inventory associated with one or more ManagementDomains. A top-level OS may manage part or all of one or more ManagementDomains


The relevance of these objects for this study is to be verified.
CommonObjectInfo, attributes [2]

	Attribute name
	Description

	name
	This attribute represents a unique identifier of the object on the CCV within the context of the OS that creates the object.

	discoveredName
	This attribute contains the name of the object when its existence is first published on the CCV but only in the case where the OS that publishes the object on the CCV is not the naming OS.

	namingOsRef
	This attribute represents an identifier for the steward of the object, intended as the OS that sets the name of the object. The namingOS attribute is set by the OS that is responsible for setting the "name" of the object.

	nativeEmsName
	This attribute contains the native EMS Name of the object. It represents how an EMS user addresses an object on the EMS GUI. Its aim is to provide a "nomenclature bridge" for relating information presented on NMS displays and EMS displays (via GUI cut through).
The EMS may or may not support changing this value.

This attribute contains a list of aliases for the entity.

	aliasNameList
	This attribute contains a list of aliases for the entity.

	userLabel
	This attribute represents a provisionable, user friendly name for the object. The userLabel attribute is owned and may be set by the requesting OS or the naming OS.
The difference between the userLabel and the name is that the userLabel is an attribute of the object that may be "set" by the requesting OS or the naming OS.
This attribute may be unique amongst all instances of this object in the target OS.

	owner
	This attribute represents an identifier for the owner of the object.

	additionalInfo
	This is a vendor specific attribute that contains additional specific information about the object. This list can be empty.
The attribute, when present, can be used to convey information from the target OS to the requesting OS, and vice versa, of additional information that isn't explicitly modelled, except that some parameter names and values may be predefined.
Any information encoded in the additionalInfo is optional: the target OS need not fill out this information and the requesting OS need not interpret this information.


ManagementDomain, attributes:

Attributes are inherited from CommonObjectInfo.

4.1.3.2
Object definitions in NRB

MTOSI NRB defines following object [3]

	Object name
	Description

	CommonResourceInfo
	This object class defines the attributes that are common to all resource objects


CommonResourceInfo, attributes [3]
	Attribute name
	Description

	source
	this attribute shall indicate whether the object was discovered from the network, or was entered into the OS’s inventory. The possible values for this attribute are, i.e.,

· network ME – the object was discovered directly from an NE.

· network OS – the object was discovered from an OS communicating directly with an NE.

· OS – the object was entered into an OS on the CCV, that was not communicating directly with an NE, e.g., OS GUI or file transfer to the OS from some other system.

· Unknown – the source of the object is not available or known by the OS.

	resourceState
	this attribute shall represent the lifecycle state of a physical resource. The possible

values for this attribute are:

· planning – the resource is scheduled for deployment in accordance with a specific plan.

· installing – the resource undergoes a full commissioning process until it is finally ready for work and support services.

· working – the resource has been physically installed and all necessary firmware and software have been installed, all commissioning tests have been performed,

· retiring – the resource undergoes all necessary procedures for its decommissioning and phasing out.

· unknown - the resource state is not known.

	networkAccessDomain
	This attribute contains a free-format string used to associate the resource to a Network Access Domain

	ituStateAndStatusList
	This attribute allows an object that represents a managed resources across the Interface to support the ITU-T state and status values (as defined in the ITU-T X.731 and M.3100).


4.1.3.3
Object definitions in NRF

Network resource fulfillment DDP contains definitions that are applicable to fulfilment applications. Thus the objects are not generic in a sense the definitions FMW and NRB. Anyhow, NRF defines objects that may not be directly tight to a specific domain or technology thus considered here as potential generic objects. Objects and object descriptions as per [4]:

	Object name
	Description

	ManagedElement
	represents an abstraction of a set of co-located physical resources managed as a single entity

	OperationsSystem
	This object class represents the Operations System (OS) itself (an EMS, NMS or SMS).

In the context of the MTOSI product, there are top-level OSs which are attached to the CCV and subordinate OSs which are known to a given top-level OS but not attached to the CCV

	Equipment
	This object class represents the manageable physical components of a network element


ManagedElement, attributes [4]

	Attribute name
	Description

	Location
	This attribute identifies the location of the Network Element represented by the Managed Element

	softwareVersion
	The version attribute identifies the version of the Managed Element as a whole.

Changes in the value of this attribute lead to an AVC notification.

	productName
	This attribute identifies the Managed Element vendor's name/designation for the product.

	communicationState
	This attribute identifies the state of communication between the target OS and the Managed Element.

	supportedConnectionLayerRateList
	This attribute identifies the supported connection layer rates of the Managed Element.

There is a standardised list of LayerRates

	isInSyncState
	This attribute identifies whether the target OS is able to keep its data synchronized with the Network Element data. The target OS sets this attribute to False to indicate that it requires resynchronization with the Network Element data and that it is not able to generate the appropriate notifications (such as OCs/ODs/AVCs) while doing so. The target OS sets this attribute back to True when the resynchronization is completed and when notifications can start being generated as appropriate.

	manufacturer
	This attribute identifies the Managed Element manufacturer name.

	manufactureDate
	This attribute identifies the production date of the Managed Element in the format of YYYYMMDD where YYYY = the 4-digit year of manufacture, MM is the 2-digit month, and DD is the 2-digit date.

	asapRef
	This attribute indicates the assignment of an Alarm Severity Assignement Profile (ASAP) to the Managed Element.

	ituArcStateAndStatusList
	This enumeration contains an ITU Alarm Reporting Control (ARC) state or status together with it's value.

	source,  resourceState,  networkAccessDomain,  ituStateAndStatusList
	Inhereted from CommonResourceInfo

	name,  discoveredName,  namingOsRef,  nativeEmsName,  aliasNameList,  userLabel,  owner,  additionalInfo
	Inhereted from CommonObjectInfo


OperationsSystem, attributes [4]

	Attribute name
	Description

	softwareVersion
	This attribute identifies the software version of the OS.

	productName
	This attribute identifies the product name for the OS.

	manufacturer
	This attribute identifies the name of the OS supplier.

	resourceFulfillmentState
	This attribute indicates the current resource fulfillment state of the OS.

	isSubordinateOS
	This attribute identifies if the OS is a subordinate OS or not.

	asapRef
	This attribute indicates the assignment of an Alarm Severity Assignement Profile (ASAP) to the Operations System.

	ituArcStateAndStatusList
	This enumeration contains an ITU Alarm Reporting Control (ARC) state or status together with it's value.

	source,  resourceState,  networkAccessDomain,  ituStateAndStatusList
	Inhereted from CommonResourceInfo

	name,  discoveredName,  namingOsRef,  nativeEmsName,  aliasNameList,  userLabel,  owner,  additionalInfo
	Inhereted from CommonObjectInfo


4.1.3.4
Object definitions in NRA

Information source: Network Resource Assurance DDP IA, TMF612_NRA, Version 1.0

Network resource assurance DDP contains definitions that are applicable to assurance applications. Thus the objects are not generic in a sense the definitions FMW and NRB. Anyhow, NRA defines objects that are not directly tight to a specific domain or technology thus considered here as potential generic objects. Objects and object descriptions as per [5]:

	Object name
	Description

	AlarmSeverityAssignmentProfile
	This object class models the (flexible) severity assignment to specified probable causes. So the ASAP object includes a table, with each row specifying the probable cause (plus optionally the probableCauseQualifier and / or the nativeProbableCause) and the assigned severity for "service affecting", "non service affecting" and "service independent or unknown" alarms

	EquipmentProtectionGroup
	This object class represents the information about an equipment protection in a Managed Element

	PerformanceMonitoringPoint
	This object class represents one Performance Monitoring Point (PMP). There always exists one PMP for every triple of layer rate, PM location and granularity for which the containing TP is capable to monitor performance. Thus, its existence reflects the TP's PM capabilities.


The relevance of these objects for this study is to be verified.
4.1.4
Comparison of Common Definitions

4.2
Common/Relevant Inventory Definitions
4.2.1
3GPP
3GPP defines an Inventory Information in TS 32.69x [7], and further inventory-related data are included in TS 32.62x [6]. In addition, vendor specific data can be put into a vsDataContainer structure. 
Inventory Unit definition in TS 32.69x [7]
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Table 6.5.1: Attributes

	Attribute Name
	Definition
	Legal 

Values

	dateOfManufacture
	Date of Manufacture of inventory unit.
	

	dateOfLastService
	Date of last service or repair of inventory unit.
	

	inventoryUnitId
	An attribute whose ‘name+value’ can be used as an RDN when naming an instance of this object class. This RDN uniquely identifies the object instance within the scope of its containing (parent) object instance.
	

	inventoryUnitType
	Type of inventory unit (see TS 32.690 [11])
	

	manufacturerData
	Manufacturer specific data of inventory unit.
	

	serialNumber
	Serial number of inventory unit.
	

	unitPosition
	Position of inventory unit (e.g. Rack, shelf, slot, etc.).

Depending on the implementation of the inventory unit in the managed system, the value and meaning of this attribute may vary. 
For example, if a system has three levels and types of inventory units representing Rack, Shelf and Slot respectively (i.e. the Managed Element contains multiple Rack inventory units, each Rack inventory unit contains multiple Shelf inventory units and each Shelf inventory unit contains multiple Slot inventory units), then for this example:
· for the Inventory Unit representing a Rack, the Frame Identification code may be used as the value of this attribute;

· for the Inventory Unit representing a Shelf, the Rack Shelf code may be used as the value of this attribute;

· for the Inventory Unit representing a Slot, the position code may be used as the value of this attribute.
	

	vendorName
	Name of inventory unit vendor.
	

	vendorUnitFamilyType
	Mnemonic of inventory unit family type (e.g. Fan, PSU) assigned by vendor.
	

	vendorUnitTypeNumber
	A vendor/manufacturer defined and assigned number which uniquely identifies the unit type and optionally for backward compatibility reasons only, also version (used for replacing HW units, spares).
	

	versionNumber
	The version information related to vendorUnitTypeNumber.
	


Inventory-related Definitions in TS 32.62x [6]
Attributes of ManagedElement

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	managedElementId
	M
	M
	-

	dnPrefix
	M
	M
	-

	managedElementType
	M
	M
	-

	userLabel
	M
	M
	M

	vendorName
	M
	M
	-

	userDefinedState
	M
	M
	M

	locationName
	M
	M
	-

	swVersion
	M
	M
	-

	managedBy
	M
	M
	-


Attributes of ManagementNode

	Attribute Name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	managementNodeId
	M
	M
	-

	userLabel
	M
	M
	M

	vendorName
	M
	M
	-

	userDefinedState
	M
	M
	M

	locationName
	M
	M
	-

	swVersion
	M
	M
	-

	managedElements
	M
	M
	-


Attributes
	Attribute Name
	Definition
	Legal Values

	locationName
	The physical location of this entity (e.g. an address).
	

	swVersion
	The software version of the ManagementNode or ManagedElement (this is used for determining which version of the vendor specific information is valid for the ManagementNode or ManagedElement).
	

	vendorName
	The name of the vendor.
	


4.2.2
TMF SID

Besides many others, the SID [8] defines information objects that are applicable to physical and logical resources. Among those, there are objects that contain information, which is relevant in the context of Inventory. These are defined in the SID Domain Addenda 5PR (Physical Resources) and 5LR (Logical Resources). The information objects in the SID are organized in so-called “Aggregate Business Entities” (ABE). For Inventory, the ABEs “PhysicalResource”, “Hardware”, “Equipment”, “EquipmentHolder” and “Software” are relevant.
The following attributes contain information that may be relevant for hardware inventory:

· RootEntity.objectID

· RootEntity.commonName

· RootEntity.description

· RootEntity.version

· PhysicalResource.manufactureDate

· PhysicalResource.otherIdentifier

· PhysicalResource.serialNumber

· PhysicalResource.versionNumber

· Hardware.depth

· Hardware.height

· Hardware.width

· Hardware.measurementUnits

· Hardware.weight

· Hardware.weightUnits

· Hardware.replacable
· ManagedHardware.additionalInfo


The location of a resource is not modelled by an attribute, but by the association PhysicalResource.ResourceIsAtPlace which links to an instance of the abstract class “LocalPlace”. This class is part of the Location ABE which provides very complex and powerful mechanisms to model location.
To provide an extension mechanism for this set of values, SID has defined a mechanism called “PhysicalResourceSpec” that allows assigning attributes of arbitrary type and value to physical resources. This mechanism is powerful but also very complex. Information about HardwareVendors could be modelled using the Information object “Vendor” which inherits from “PartyRole”. But again, for a few attributes about the vendor of a particular piece of hardware or software, this modelling approach is by far too complex.
The following associations model containment relationships that may be relevant to structure hardware inventory information:

· Hardware.ContainsHardware

· Equipment.EquipmentInHolder

· Equipment.EquipmentInEquipment

· EquipmentHolder and its subclasses model Equipment that has been designed to contain other Equipment.

The following attributes contain information that may be relevant for software inventory:

· RootEntity.objectID

· RootEntity.commonName

· RootEntity.desctiption

· RootEntity.version

· Software.buildNumber

· Software.majorVersion

· Software.minorVersion

· Software.maintenanceVersion

· Software.targetPlatform
· Resource.usageState
· LogicalResource.serviceState

· LogicalResource.isOperational
The following associations model containment relationships that may be relevant to structure software inventory information:

· SoftwareComposite.HasSoftwareComponents

The mapping between Hardware and Software is represented by PhysicalContainer.ContainerHasSoftware and is inherited by Equipment and all derived classes like Equipment or EquipmentHolder (but not present in Hardware).
Software Licensing is not covered in SID as it would be appropriate for inventory purposes. Instead, under a very limited scope, licenses for Operating Systems are covered in the PartyRoleLicenseOSDetails information object.
The diagram below graphically depicts the part of the SID that may be relevant for Inventory. Note that only those classes in the inheritance hierarchy are depicted which contribute inventory-related information. Some non-abstract classes are provided, but in practical deployments probably more of these classes need to be derived.
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4.2.3
TMF MTOSI
The Manage Resource Inventory BA covers requirements and use cases concerning the management of resource inventory. The following management capabilities are covered:

· General Management such as (among others):

· Bulk inventory retrieval (retrieving selected information in a single operation)

· Multi-Object Inventory Update

· Inventory Management of Connection Oriented Technologies

· Inventory Management of Connectionless Technologies
· Inventory Notifications
DDP relationship diagram for Resource Inventory:
[image: image5.emf]
· The Data Model is defined in 

· Framework

· NetworkResourceBasic

· NetworkResourceAssurance

· NetworkResourceFulfillment

· The Interfaces and Operations Model is defined in

· ManageResourceInventory

Relevant documents for inventory model are
· TMF518 Manage Resource Inventory DDP BA

· TMF612 Manage Resource Information DDP IA
· TMF612 Network Resource Fulfillment DDP IA
· SD2-12 Resource Inventory Layout

· SD2-20 Equipment Model
The MTOSI Equipment Model represents the various manageable physical components of the Network Element (circuit packs or field replaceable units or also, fan, fuse panel, power supply, etc.) and is described in Network Resource Fulfillment SD2-20 Equipment Model: The Equipment Holder Class represents an abstraction of Rack, Shelf, Subshelf, Slot and Subslot. Figure *** describes the containment and support/supporting relationship of the equipment model. Some of the equipment may be protected in case of failure with alternative equipment that is modeled under EquipmentProtectionGroup.
NRF Equipment model class diagram:
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4.2.3.1
Object Definitions in NRF

ManagedElement, attributes [4]

	Attribute name
	Description

	Location
	This attribute identifies the location of the Network Element represented by the Managed Element

	softwareVersion
	The version attribute identifies the version of the Managed Element as a whole.

Changes in the value of this attribute lead to an AVC notification.

	productName
	This attribute identifies the Managed Element vendor's name/designation for the product.

	communicationState
	This attribute identifies the state of communication between the target OS and the Managed Element.

	supportedConnectionLayerRateList
	This attribute identifies the supported connection layer rates of the Managed Element.

There is a standardised list of LayerRates

	isInSyncState
	This attribute identifies whether the target OS is able to keep its data synchronized with the Network Element data. The target OS sets this attribute to False to indicate that it requires resynchronization with the Network Element data and that it is not able to generate the appropriate notifications (such as OCs/ODs/AVCs) while doing so. The target OS sets this attribute back to True when the resynchronization is completed and when notifications can start being generated as appropriate.

	manufacturer
	This attribute identifies the Managed Element manufacturer name.

	manufactureDate
	This attribute identifies the production date of the Managed Element in the format of YYYYMMDD where YYYY = the 4-digit year of manufacture, MM is the 2-digit month, and DD is the 2-digit date.

	asapRef
	This attribute indicates the assignment of an Alarm Severity Assignement Profile (ASAP) to the Managed Element.

	ituArcStateAndStatusList
	This enumeration contains an ITU Alarm Reporting Control (ARC) state or status together with it's value.

	source,  
resourceState,  networkAccessDomain,  ituStateAndStatusList
	Inhereted from CommonResourceInfo

	name, 
discoveredName,  
namingOsRef,  
nativeEmsName,  
aliasNameList,  
userLabel,  
owner,  
additionalInfo
	Inhereted from CommonObjectInfo


Equipment, attributes [4]

	Attribute name
	Description

	resourceFulfillmentState
	This attribute supports basic administration of plug-ins.

	isReportingAlarms
	This attribute provides an indication of whether alarm reporting for this Equipment is enabled (true) or disabled (false).

	expectedEquipmentObjectType
	This attribute identifies the type of the expected resource. For example, "Fan" or "STM16" for the Equipment class and "Line Shelf" for the Equipment Holder class.) This is an empty string if there is no expected equipment.

	installedEquipmentObjectType
	This attribute identifies the type of the installed resource. For example, "Fan" or "STM16" for the Equipment class and "Line Shelf" for the Equipment Holder class.) The installed equipment type is invariant for the lifetime of the hardware. This is an empty string if there is no expected equipment.

	installedPartNumber
	This attribute identifies the vendor's resource Part Number (PN) of the installed equipment. If PN is not available empty string shall be used. If the part and serial number are both non-null then the part+serial number together shall be unique.

	installedSerialNumber
	This attribute contains the vendor's serial number of the installed equipment. Unique, if no default is provided. At least one serial number has to be provided.

	installedVersion
	This attribute identifies the vendor's resource version of the installed equipment.

	manufacturer
	This attribute identifies the equipment manufacturer name. It is defined as a non-empty free format string with no semantics.

	manufactureDate
	The manufacturerDate attribute identifies the production date of the Equipment.

	protectionRole
	This attribute defines the protection role that this equipment plays. In case the equipment is not protected, the value "NOT_APPLICABLE" shall be used.

	protectionSchemeState
	This attribute identifies the individual lock of this equipment. In case the equipment is not protected, the value "UNKNOWN" shall also be used.

	asapRef
	This attribute indicates the assignment of an Alarm Severity Assignement Profile (ASAP) to the Equipment.

	ituArcStateAndStatusList
	This enumeration contains an ITU Alarm Reporting Control (ARC) state or status together with it's value.

	source,  
resourceState,  networkAccessDomain,  ituStateAndStatusList
	Inhereted from CommonResourceInfo

	name,  
discoveredName,  
namingOsRef,  
nativeEmsName,  
aliasNameList,  
userLabel,  
owner,  
additionalInfo
	Inhereted from CommonObjectInfo


Equipmentholder, attributes [4]
	Attribute name
	Description

	isReportingAlarms
	This attribute provides an indication of whether alarm reporting for this Equipment Holder is enabled (true) or disabled (false).

	type
	This attribute identifies the type of the Holder (e.g., Rack (or Bay), Shelf, Sub-shelf, Slot, Subslot, Remote-unit or Remote-subslot).

	expectedOrInstalledEquipmentRef
	This attribute identifies the equipment object expected or installed in the equipment holder, if any. Null if the equipment holder is empty or if it only contains other equipment holders.

	acceptableEquipmentTypeList
	This attribute identifies the types of equipment that can be supported by the Equipment Holder.

	state
	This attribute identifies the state of the Equipment Holder.

	asapRef
	This attribute indicates the assignment of an Alarm Severity Assignement Profile (ASAP) to the EquipmentHolder.

	manufacturer
	This attribute identifies the Equipment Holder manufacturer name. It is defined as a non-empty free format string with no semantics.

	manufactureDate
	The manufactureDate attribute identifies the production date of the Equipment Holder.

	location
	This attribute identifies the geographical location of the Equipment Holder.

	ituArcStateAndStatusList
	This enumeration contains an ITU Alarm Reporting Control (ARC) state or status together with it's value.

	source

resourceState

networkAccessDomain

ituStateAndStatusList
	inherited from CommonResourceInfo

	name

discoveredName

namingOsRef

nativeEmsName

aliasNameList
userLabel

owner

additionalInfo
	inherited from CommonObjectInfo


PhysicalTerminationPoint, attributes [4]

	Attribute name
	Description

	direction
tpProtectionAssociation
isEdgePoint
isEquipmentProtected
egressTmdState
ingressTmdState
egressTmdRef
ingressTmdRef
transmissionParameterList
asapRef
ituArcStateAndStatusList
	Inhereted from TerminationPoint

	source,  
resourceState,  networkAccessDomain,  ituStateAndStatusList
	Inhereted from CommonResourceInfo

	name, 
discoveredName,  
namingOsRef,  
nativeEmsName,  
aliasNameList,  
userLabel,  
owner,  
additionalInfo
	Inhereted from CommonObjectInfo


TerminationPoint, attributes [4]

	Attribute name
	Description

	direction
	This attribute represents a static, inherent capability of the TP.

	tpProtectionAssociation
	This attribute indicates whether the TP has an associated protection TP and, if so, what kind of protection association exists.

	isEdgePoint
	This attribute indicates if the TP is an edge point of at least one Subnetwork or Flow Domain, i.e. if it is an end point of a potential inter-Subnetwork/inter-FlowDomain Topological Link.

	isEquipmentProtected
	This attribute indicates whether or not the TP is supported by a protected Equipment.

	egressTmdState
	This attribute contains the state of consistency between a TP and its associated egress TransmissionDescriptor.

	ingressTmdState
	This attribute contains the state of consistency between a TP and its associated ingress TransmissionDescriptor.

	egressTmdRef
	This attribute represents the name of the egress Transmission Descriptor (TMD) associated with this TP.

	ingressTmdRef
	This attribute represents the name of the ingress Transmission Descriptor (TMD) associated with this TP.

	transmissionParameterList
	This attribute contains the layered Transmission Parameters associated with the different layers that are encapsulated within the TP.
Refer to attached supporting document SD1-16_LayeredParameters for details of the currently defined Transmission Parameters.

	asapRef
	This attribute indicates the assignment of an Alarm Severity Assignement Profile (ASAP) to the Termination Point.

	ituArcStateAndStatusList
	This enumeration contains an ITU Alarm Reporting Control (ARC) state or status together with it's value.


4.2.4
Comparison of Inventory Definitions

4.3
Handling of Vendor-specific Extensions
4.3.1
3GPP
4.3.2
TMF SID

None.
4.3.3 TMF MTOSI
Vendor specific extensions can be modelled by the additionalInfo attribute of CommonObjectInfo class, which is inherited by all MTOSI DataModel classes. 
CommonObjectInfo, vendor specific attributes [2]

	Attribute name
	Description

	additionalInfo
	This is a vendor specific attribute that contains additional specific information about the object. This list can be empty.
The attribute, when present, can be used to convey information from the target OS to the requesting OS, and vice versa, of additional information that isn't explicitly modelled, except that some parameter names and values may be predefined.
Any information encoded in the additionalInfo is optional: the target OS need not fill out this information and the requesting OS need not interpret this information.


4.3.4
Comparison of VSE-Handling

4.4
Methodology Aspects
4.4.1
3GPP
4.4.2
TMF SID

4.4.3
TMF MTOSI

4.4.4
Comparison of Methodology Aspects

	End of Change
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