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6
OCS addressing
6.1
General
The OCS discovery procedures are needed where more than one OCS is present in an operator’s network realm. Within such a deployment, an additional functional element, called OCS Manager, is needed. OCS discovery procedures include all the procedures that involve an OCS Manager functional element.
Routing of diameter messages from a network element towards the right diameter realm in a PLMN is based on standard Diameter realm-based routing, as specified in IETF RFC 3588 [401] using the UE-NAI domain part. If PLMN is separated into multiple realms based on PDN information (if applicable); the PDN information available in the Called-Station-ID AVP may be used to assist routing diameter message to the appropriate Diameter realm. 
The OCS Manager keeps status of the assigned OCS for a certain UE and IP-CAN session across the reference point: Ro. 
The OCS Manager shall support the functionality of a proxy agent and a redirect agent as defined in RFC 3588 [401]. The mode in which it operates (i.e. proxy or redirect) shall be based on operator’s requirements.

Diameter clients of the OCS Manager, i.e. x-CSCF, PCEF, AS or other NEs with Ro interface to OCS shall support all procedures required to properly interoperate with the OCS Manager in both the proxy and redirect modes.
Figure 6.1-1 shows the relation between NEs and OCS Manager with multiple OCSs in PLMN.

Figure 6.1-1 OCS Manager Model

6.2
OCS Manager Definition
The OCS Manager is a functional element that ensures that all Diameter sessions established over the Ro reference point for a certain IP-CAN session reach the same OCS when multiple and separately addressable OCSs have been deployed in a Diameter realm. The OCS Manager is not required in a network that deploys a single OCS per Diameter realm.
6.3
OCS Manager Procedures
6.3.1
General
An OCS Manager implemented as a Diameter Redirect Agent or a Diameter Proxy Agent shall be compliant to IETF RFC 3588 [401], except when noted otherwise in this document.
6.3.2
OCS Manager Information Storage
The OCS Manager shall maintain OCS routing information per UE-NAI.
The OCS Manager has information about the user identity (UE NAI), the UE IP address (es), the APN(if available)and the selected OCS address for a certain IP-CAN Session .
The OCS routing information stored per UE in the OCS Manager may be removed when no more IP-CAN and gateway control sessions are active for the UE.
6.3.3
Capabilities Exchange
In addition to the capabilities exchange procedures defined in IETF RFC 3588 [401], the Redirect OCS Manager and Proxy OCS Manager shall advertise the specific applications it supports (e.g., Ro) by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. 
6.3.4
Redirect OCS Manager
6.3.4.1
Redirecting Diameter Requests
An OCS Manager implemented as a Diameter redirect agent shall redirect the received Diameter request message by carrying out the procedures defined in section 6.1.7 of IETF RFC 3588 [401].  The Client shall use the value within the Redirect-Host AVP of the redirect response in order to obtain the OCS identity. The OCS Manager may provide the Redirect-Host-Usage AVP in the redirect response to provide a hint to the Client about how the cached route table entry created from the Redirect-Host AVP is to be used as described in section 6.13 of IETF RFC 3588 [401]. Figure 6.3.4.1-1 illustrates OCS Manager acting as Diameter redirect agent
The most revelant redirect host usage scenario for Diameter message communication from IETF RFC 3588 [401] is:

(  If the OCS routing information is per UE-NAI, the OCS Manager shall set the Redirect-Host-Usage AVP to ALL_USER. The Diameter Redirect client may contact the OCS Manager on IP-CAN session termination.

The OCS Manager may also provide the Redirect-Max-Cache-Time AVP in the redirect response to indicate to the Client the lifetime of the cached route table entry created from the Redirect-Host and Redirect-Host-Usage AVP values as described in section 6.14 of IETF RFC 3588 [401].
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Figure 6.3.4.1-1 OCS Manager acting as redirect agent

6.3.4.2
OCS Manager binding removal 

If the OCS Manager binding is per UE and the last IP-CAN session is terminated (eg. from an indication by the PCEF) the Redirect OCS Manager shall remove the associated OCS Manager binding information and responds with a Diameter redirect answer message.
6.3.5
Proxy OCS Manager
The OCS Manager shall support the functionality of a Diameter proxy agent as defined in RFC 3588 [401]. 

When the OCS Manager receives a request from a client, it shall check whether it already has selected an OCS for the UE; if it does have an OCS already selected for that UE, it shall proxy the request to the corresponding OCS. If the OCS Manager does not have an OCS already selected, it shall follow one of the procedures below:
-  If the request is an IP-CAN session establishment or gateway control session establishment, it shall select an OCS to handle all sessions for that UE or UE’s IP-CAN session. It shall then proxy the request to the selected OCS.

-  Otherwise, if the request is not an IP-CAN session establishment or gateway control session establishment, it shall reject the request.

If an OCS Manager is deployed in an OCS’s realm, clients of the OCS Manager shall send the first request of a session to the OCS Manager handling the OCS’s realm. Clients of the OCS Manager shall as well send IP-CAN session termination and gateway control termination requests to the OCS Manger. A client of the OCS Manger shall be capable of sending every message of a session to the OCS Manager. A client of the OCS Manager may be configured to bypass the OCS Manager on session modification messages. Figure 6.3.5-1 illustrates OCS Manager acting as Diameter proxy agent
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Figure 6.3.5-1 OCS Manager acting as proxy agent

	End of modifications


 





PCRF





 





 





 





PCRF





 





 





 





Diameter (OCS) realm





 





 





 





 





 





 





OCS





 





 





 





RF





PC





 





 





 





PCRF





 





 





 





NE





 





 





 





GW





 





-





 





P





 





 





 





GGSN





 





 











 





 





 





Diameter (OCS) realm





 





 





 





PLMN





 





 





 





 





 





 





 





 





 





OCS





 





 





 





OCS Manager








 





  





Ro





 





 





 





 





.


.


. 





 





 





 





 





 





 





 





 





 





OCS Manager











�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1315030796.vsd
OCS1



_1315030964.vsd
OCS1



