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1
Decision/action requested

Agree to the proposed pCR for TS 32.521
2
References

[1] Draft 3GPP 32.521 1.2.0 Telecommunication management; Self-Optimization OAM; Concept and Requirements
3
Rationale

The pCR provides a use case description to the conflict resolution. The use case targets to describe the work flow of conflict resolution and the usage of the operator policy during conflict situation.
Correction is added to the pCR for an unambiguous NOTE in the section 6.4. The Editor Note is not related to the use case in Section 6.4.1, the (*) referring to the NOTE shall be removed (several occurrences).
We propose to agree the pCR against the TS 32.521 [1]. 

4
Detailed proposal

	1st New Section to TS 32.521


6.4
Use case
6.4.1
Use case Self-Optimization Monitoring and Management
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal 
	Optimize the system in an automated manner.
	

	Actors and Roles 
	FFS
	

	Telecom resources
	The E-UTRAN/EPC network including its management system.
	

	Assumptions
	The network is properly installed and running.
	

	Pre conditions
	The self-optimization objectives and targets have been set by operators
	

	Begins when 
	Based on the monitored input parameters (KPIs,Alarms, etc.), targets for the objectives defined for the self-optimization functions are not met.
	

	Step 1 (M|O)
	The order of the bullet points in the list below does not imply any statements on the order of execution.

[SO1] The input parameters(KPIs,Alarms, etc.) are monitored continuously.
[SO2] When the monitored parameters do not meet the optimization targets, the optimization function is triggered.
[SO3] Optimisation function proposes corrective actions.
[SO4] Operator may confirm the execution/activation of the proposed actions if needed.
[SO5] Corrective actions are executed.

[SO6] Optimisation function monitors system status for a certain pre-defined monitoring time period.

[SO7] The configuration prior to the corrective action is memorised if needed. 

[SO8]If the system status is satisfactory during the monitoring time period, then go to [SO1]. 

[SO9]Operator may confirm if fallback is needed.

[SO10] Fallback is executed.
[SO11] The operator is informed about the progress and important events occurring during the self-optimization process.
	

	Step n (M|O)
	
	

	Ends when 
	Ends when all steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	FFS.
	

	Post Conditions
	System is operating normally.
	

	Traceability 
	
	


6.4.2
Use case Load Balancing Allowed/Prohibited Management
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	The load balancing (LB) can be allowed/prohibited from a source cell to a target cell by the IRPManager.
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The E-UTRAN/EPC network including its OSS.
	

	Assumptions
	There is operator’s policy for LB allowing/prohibiting management. For example:

1. LB from the higher priority cell to the lower priority cell is allowed; reverse is prohibited.

2. LB between an eNB cell and another eNB cell which belongs to another unwanted PLMN is prohibited.
	

	Pre conditions
	The network is operational.
	

	Begins when 
	
	

	Step 1 (*) (M)
	The IRPManager makes a decision to allow/prohibit LB from a source cell to a target cell: 
1.1 According to operator’s policy, or

1.2 According to some information got in run time. For example:

1.2.1 LB would always fail between some particular cells in case of some inappropriate parameters setting. In that situation, the LB function located at eNB may make a decision to prohibit LB between these particular cells and notify this infomation to the IRPManager. 
1.2.2 After the CM parameters adjusting, the LB between those cells may be allowed again based on the good values of relative PM counters.
	

	Step 2 (*) (M)
	The IRPAgent is instructed by the IRPManager to allow/prohibit LB from the source cell to the target cell. 
	

	Step 3 (*) (M)
	The LB is allowed / prohibited from the source cell to the target cell by the corresponding eNB(s). 
	

	Step 4 (*) (M)
	Reporting of the allowing/prohibiting LB operation result to the IRPManager. 
	

	Ends when (*)
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	The LB is allowed/prohibited from a source cell to a target cell successfully or unsuccessfully.
	

	Traceability (*)
	REQ-SO_LB-FUN-3, REQ-SO_LB-FUN-4, REQ-SO_LB-FUN-5
	


Editor’s note (*): It is for further study to which elements of load balancing “allow” and “prohibit” relate to, especially if the “allow”/”prohibit” is applied to these elements individually or not. Such elements are e.g. exchange of information and change of configuration. 
6.4.3
Use case Conflict Resolution
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal 
	Operator’s policy direction for cases of conflicts between SO and/or SH functions are met.
	

	Actors and Roles 
	IRPManager as user. IRPAgent as actor.
	

	Telecom resources
	The E-UTRAN/EPC network including its OSS.
	

	Assumptions
	IRPAgent knows the operator’s policy for conflict resolution of the involved SO/SH functions. 
	

	Pre conditions
	Involved SO/SH functions are activated (unlocked).
	

	Begins when 
	Conflict between actions of SO/SH functions is detected.
	

	Step 1 (M)
	Operator policies are considered and actions of SO/SH functions are modified.
	

	Step 2  (M)
	Effects of the modifications are evaluated. 
	

	Step 3 (M)
	If operator policies are not met, repeat steps 1 and 2 or ask IRPManager for a decision.
	

	Step 4 (M)
	If operator policies are met, repeat steps 2 and 3.
	

	Ends when
	Conflict between actions of SO/SH functions does not exist any more.
	

	Exceptions
	One of the steps identified above fails and retry is unsuccessful.
	

	Post Conditions
	Involved SO/SH functions have optimized network parameters following the conflict resolution policy directions from operator.
	

	Traceability
	REQ-SO_MM-CON-11, REQ-SO_MM-CON-12
	


	End of modifications to TS 32.521















































































































































