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Decision/action requested

The group is asked to discuss the proposed high level description of the user plane transport solution for MDT and introduce it into the draft TR “Integration of device management information with Itf-N”.
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Rationale

At SA5 Meeting #67, it was agreed to include the description of the user plane transport solution for the minimization of drive-tests (MDT) to [1]. This contribution provides this description at a high-level. 
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Detailed Proposal
The following text is proposed for introduction to [1].
	1st Modified Section


4.3.2 User plane option for MDT management
4.3.2.1
High-level Description

Figure 4-x provides a high-level view of the user plane architecture for MDT management. 
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Figure 4-x User plane MDT management
The following are the entities in this architecture and their roles:

Device Management Server (DMS)
DMS provides the following functionalities:

1. MDT management services to network operator, including: 
· Configuration of policy for selecting UEs to be included in the MDT campaign, based on:

· subscription  profiles, e.g. friendly users, operator employees, VIP users, users with service discount, users subscribed to specific operator-provided services or service plans etc.
· UE type/capabilities, e.g. GPS capability, PDA vs. voice only, specific UE models etc.
· device status, e.g. storage/battery available
· individual UEs can be selected to address customer complaints
· Selection of NW area where MDT campaign is to be executed. The selection can be based on:

· geographic coordinates of the target area
· NW area identifiers, e.g. TAI, CGI, eNB ID.

· Configuration of logging and reporting policies
· types of measurements and/or events to be logged

· logging/reporting triggering and ending conditions, date/time, amount of data collected etc.
· logfile upload target (e.g. file server URL) 
· Fault and performance management related to MDT functionality

The above services may be offered directly or DMS can implement the functionality of IRPAgent, which provides MDT management services over Itf-N to IRPManager located in the NM. In this case, MDT management can be performed at the NM level.
2. Management of the MDT function in the UE. In this role, the DMS:

· selects the UEs to be included in the MDT campaign based on the criteria configured by operator/NM

· establishes and manages connections with selected UEs via a user plane protocol. These connections are transparent to RAN and core network and they do not require constant RAN/CN connectivity;

· translates MDT configuration requests received from the operator/NM to requests to the selected UEs. The requests include configuring: type of measurements to be logged, logging/reporting triggering conditions (e.g. entering/leaving target area, time, occurrence of an event, amount of data collected, battery/memory status etc.), logfile upload server’s URL etc.;

Network Manager (NM)
NM implements the functionality of IRPManager that uses MDT management services offered by IRPAgent in the DMS, described above, over Itf-N. This allows the operator to integrate their MDT management into their network management platform at the NM level. 
UE

UE implements the functionality of an agent that provides the DMS with the services described in the previous section. These services are provided via user plane, which means that they will be fully handled by the UE at the application layer. It has been established in [2] that no new measurements will need to be defined in support for the MDT functionality, i.e. UE will only log the existing measurements. Therefore, the agent functionality in the UE would have no impact on the RAN and CN protocol stacks.
UE may also implement FTP client functionality for log file upload to a file server.
File Server
File server implements is an optional functionality of providing secure logfile upload destination. File server may be embedded with DMS, NM or another operator-controlled server.
4.3.2.2
Impacted interfaces
Itf-N (Type-2)
In order to support integration of MDT management at the NM level, Itf-N interface would need to be extended to support services provided by IRPAgent in DMS, listed in the previous section. Whether this should be done by creating a new Interface/NRM IRP(s) or by extending the existing ones is FFS.    
DMS – UE interface (user plane)

User plane interface between UE and DMS will need to support the functionalities in DMS and in UE relative to MDT management, as described in the clause 4.3.2.1. Protocol used on this interface will need to match the needs of these functionalities, including:

1. No need for continuous RAN/CN connectivity
2. Capability of configuring elaborate logging/reporting configurations and policies. In particular, capability to create “traps”, i.e. to configure logging/reporting triggering conditions based on location, NW area ID, time, occurrence of an event, amount of data collected, battery/memory status etc. is essential to avoid the need for continuous connectivity. 
3. Security
4.3.2.3 Example of a flow of an MDT campaign using user plane transport solution
Step 1: Configuration of MDT in DMS by NW operator (directly or via Itf-N) 

· NW operator configures the policy for selecting UEs to participate in the MDT campaign. As described above, this can be based on subscription profile, device type/capabilities, device status, customer complaints etc.

· NW operator configures the NW area in which the MDT campaign should be executed

· NW operator configures the type of measurements/events to be logged, logging/reporting triggers

Step 2: Configuration of MDT in selected UEs by DMS via user plane protocol
· DMS selects the UEs to participate in the campaign. This can be based on UE IMSI, IMEI, phone number etc.(customer complaints), phone number area code, user locations obtained from the location server, information received from OAM via Itf-N or other information available to DMS or supplied to it. 

· DMS establishes connections with selected UEs
· DMS configures each UE with the MDT target area, type of measurements/events to be logged, logging/reporting triggers and file server URL for logfile upload

· DMS terminates the connection with the selected UEs

Step 3: Measurement collection and reporting

· UE logs measurements/events based on logging triggers without the need for constant connectivity with RAN/CN

· UE uploads logfiles to the file server based on reporting triggers 

Step 4: MDT campaign termination
· DMS pre-configures MDT campaign termination criteria (e.g. time, amount of data etc.) UE locally terminates the MDT campaign instance based on the termination criteria, hence no need for interaction between DMS and UE or RAN/CN connectivity.
	End of modifications
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