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Abstract:

Additional texts in TR-196 Annex B.

Notice:

This contribution has been prepared to assist the DSL forum.  It is offered to the Forum as a basis for discussion and is not a binding proposal on the author(s), parent companies or any other company.  The requirements are subject to change after further study.  The author reserves the right to add, amend or withdraw any and all statements made herein.

1 Background
TR-196 [3] is the FAP Data Model that is based on TR-069 CWMP [2].  As such, the TR-069 defined mechanism is used to remotely manage FAP devices. However, in order to keep the FAP management relatively simpler, it may be beneficial to define some fundamental aspect in TR-069 specifically for TR-196 support and implementation.
The proposed description is an additional texts in the existing annex B to define the “vendor specific” Event Types when TR-069 session is established by the FAP due to reasons currently not covered by existing Event Type definition in Table 7 in [2].
Reference:

[1] (skipped to keep the number in-sync with existing texts in annex B)

[2] TR-069 CPE WAN Management Protocol v1.1, Issue 1 Amendment 2, Dec. 2007

[3] TR-196 Femto Access Point Service Data Model, Issue 1, April. 2009.

2 Proposed changes

Note: In the following texts, the red strikethrough texts are to be removed, and blue font texts are to be added.
Begin Change Text
Annex B: Vendor Specific File Type Definitions
B.1 Vendor Specific File Type
The following vendor specific file type is defined for this version of the FAP data model.  All FAP vendors that comply with this specification MUST support this file type to be used in the Upload CPE method.

·  “X 00256D 3GPP Performance File”

The format is based on the vendor specific file type extension per Section A.4.1.5/TR-069 [2].  By appending “3GPP” in the beginning of the vendor-specific identifier field, it uniquely identifies the file types to be specific for the 3GPP specification per TS 32.584 [28].  The <OUI> field is replaced with the Broadband Forum OUI value of 00256D.

B.2 Vendor Specific Event Types
Event Type indicates the reason why CPE establishes the TR-069 session with ACS, and is included in the Inform RPC method sent by the CPE.  Event Types are defined in section 3.7.1.5, Table 7 in [2].  However, some FAP specific scenarios represent a situation where FAP needs to establish TR-069 session with the ACS due to a reason that is not covered by the existing Event Types.  Because it is most likely inappropriate to re-use any of the existing Event Type for the purpose other than they are intended, two new new Event Types are defined specific to the TR-196 purpose.
This newly defined event type MUST be used by the FAP in Inform RPC method when it establishes the TR-069 session with the ACS after either of the following conditions are met and request for re-provisioning: 1) FAP failed to establish the secure tunnel connection with all of the SecGWs previously provided by the ACS, or 2) FAP failed to establish the Iuh connection with all of the FAP-GWs previously provided by the ACS.
The following vendor specific event types are defined for this version of the FAP data model. All FAP vendors that comply with this specification MUST support these event types to be used in the Inform ACS method.

· “X 00256D 3GPP Reprovision Required: SecGW”
· “X 00256D 3GPP Reprovision Required: FAPGW”
The former is used when the FAP requests reprovisioning of the SecGW, and the latter is used when the FAP requests reprovisioning of the FAP-GW.

This format is based on the vendor specific event type per Table 7 in [2]. By appending “3GPP” in the beginning of the vendor-specific identifier field, it uniquely identifies the event to be specific for the 3GPP specification. The <OUI> field is replaced with the Broadband Forum OUI value of 00256D.

End Change Text
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