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3
Intent

For IRPManagers to manage H(e)NB via the Type 2 interface, it is necessary that the identity of the managed H(e)NB is a shared knowledge between IRPManager(s) and IRPAgent and associated entities such as HMS, HNB GW that manage the H(e)NB involved.

Current specification [4] uses HNB ID to identify HNB.  Current specifications [3, 5] use HNB DN to identify HNB. 
(and this paper assumes that the same two schemes would be used to identify HeNBs).  Current specifications have also identified the various contexts under which these two schemes should be used.  (See Appendix A for an inventory of information (in specification) related to the subject matter.

The intent of this paper is to discuss how the HNB ID and HNB DN should be handled in the Type 2 interface environment.  In particular, it discusses the Requirements (section 5.1), the IS level modelling construct required (section 5.2), the relation of HNB ID and HNB DN (section 5.3) and the use cases under which the two HNB identifiers would be used by IRPManager and IRPAgent (section 5.4).
4 Background
4.1
Connectivity Relations
The following diagram shows the connectivity relations among involved entities (not IOCs).
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Figure 1: Connectivity Relations
Interface-A is the Type 2 interface via which the IRPManager manages H(e)NBs.  The diagram uses HNB but similar connectivity relations will be applicable in the case of HeNB.
Interface‑C is the Type 1 interface via which the HMS manages H(e)NB individually.

Interface‑E is the standardized signalling interface between HNB and HNB-GW.

Interface‑D is the private interface (i.e. non-3GPP standard) via which the IRPAgent manages the HNB‑GW individually.
5.
Discussion

5.1
Supported scenarios
This section lists some scenarios that the solution must support.  The figure 2 demonstrates the case of HNB.  Similar figure can be drawn and discussed for the case of HeNB management.
1. An HNB can register itself with different HNB-GWs over time.

2. The IRPAgent, managing the HNB-GW may not be the same IRPAgent managing the HNB.  The figure below illustrates this case.  One IRPAgent manages the HNB.  Another IRPAgent, that has an associated HMS (serving) entity, manages the HNB-GW (in which the HNB registers itself).
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Figure 2: Two Agents
5.2
New IOCs and SupportIOCs 
HNB-GW entity is modelled by HNBGWFunction IOC.  HMS entity is modelled by HMSFunction IOC.  HNB entity is modelled by a SupportIOC HNBFunction.  

Editor Note: SupportIOC is defined in 32.150.  So far, SA5 Interface IRP uses SupportIOCs.  The instances of SupportIOC are not accessible via Type 2 by Bulk CM IRP nor Basic CM IRP.    

Define attribute HMSFunction.registeredHNBs that holds the HNB IDs of registered HNBs. 
The following inheritance class diagram captures the new IOCs and new SupportIOCs proposed.  
Note that if it is necessary for SupportIOC to inherit from Top is for further study.
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Figure 3: Inheritance Diagram (1)
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Figure 4: Inheritance Diagram (2)
The following name-containment class diagram captures the new IOCs and new SupportIOCs proposed for management of HeNB.  Similar class diagram would be needed for the management of HNB.
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Figure 5: Name-containment Diagram for HeNB case

5.3 Relation between HNB ID and HNB DN
HNB ID is a string.  Its internal structure is not 3GPP defined.  The HNB vendor decides and assigns number such as “xyz”, “abcd”.

Operator decides and assigns DN prefix, such as, "DC=CompanyXYZ.com".

The SupportIOCs HNB is name-contained by HNBSubNetwork IOC, a derivative of SubNetwork IOC.

The SupportIOCs HeNB is name-contained by HeNBSubNetwork IOC, a derivative of SubNetwork IOC.

The AttributeType of RDN of the Local Root to identify HNB is ‘HNBSubNetwork’.  The AttributeType of the RDN of the Local Root to identify HeNB is ‘HeNBSubNetwork’.

HNB DN would be "DC=CompanyXYZ.com, HNBSubNetwork=Toronto, HNB=xyz",   “DC=CompanyXYZ.com, HNBSubNetwork=Dublin, HNB=abcd".
Note: See [7] for discussion of RDN, DN prefix, AttributeType, DC and Local Root. 

5.4
HNB ID and HNB DN use cases

5.4.1
CM related
5.4.1.1
Case 1
Interaction 3 is the interactions 5.1, 5.2, 5.3, 5.4, 5.3-bis and 5.4-bis of Clause 5.2.1 of [3].

Interaction 2 is used by IRPManager to send (HNB configuration
) Profiles to IRPAgent-HMS (serving).  A Profile contains, among other things, specific HNB configuration data and the criterion based on which the the IRPAgent-HMS (serving) can determine if the the newly powered on HNB should or should not be loaded with the corresponding HNB configuration data.  FT IRP is used for interaction 2.
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At successful conclusion of interaction 3, the HMSFunction.registeredHNBs would contain the HNB ID. 
5.4.2 FM related
The objectClass and objectInstance parameters of notifications defined in Alarm IRP, e.g. notifyChangedAlarm, shall carry HNB DN. 
For IRPManager to query if there are HNB active alarms in AlarmList, the IRPManager can issue a getAlarmList operation whose baseObjectClass and baseObjectInstance parameters can carry HNB DN, or a Local Root whose attributeType is ‘HNBSubNetwork”.  The following two scenarios are valid.

1) The baseObjectInstance and baseObjectClass carry "DC=CompanyXYZ.com, HNBSubNetwork=Toronto, HNB=xyz",   
2) The baseObjectInstance and baseObjectClass carry "HNBSubNetwork=Toronto, HNB=xyz",   

5.4.3 PM related

The PM file would carry HNB DN (and not HNB ID). 

Appendix A: Inventory of information (in Specifications) related to the HNB Identification and handling
1. Clause 5.2.2 of [4] defines HNB Identity as the HNB has a globally unique and permanent identity.
Note: Do not know if HeNB Identity is defined or not.  Suppose it has, do not know if HeNB Identity and HNB Identity share the same name space or not (i.e. are all HeNB and HNB Identities unique).  Do not know if H(e)NB Identities would share the same name space as other device identifications.
2. The HNB Identity is used during the Discovery procedures (re HNB interaction with HMS (initial)) (see clause 5.1.1 and 5.1.2 of [3]).
3. The HNB Identity is used during the HNB registration (re HNB interaction with HMS (serving)) procedure (see clause 5.2.1 of [3]).
4. The HNB Identity is used during the HNB IP address change procedure (re HNB interaction with HMS (serving)) procedure (see clause 5.2.2 of [3]).
5. The HNB Identity is used during HNB Registration (re HNB interaction with HNB-GW) procedure (see clause 5.2.2 of [4]).  
· The purpose of this registration is for HNB to inform HNB-GW that it is now available at a particular IP address.  The HNB shall start broadcasting only after successful registration with the HNB-GW.  See 5.2.1 General of [4].
6. H(e)NB PM file contains measurements of H(e)NB.  One parameter, called neDistinguishedName, in the file identifies the H(e)NB. See 6.3.3 of [5].
7. H(e)NB alarm contains alarm information of H(e)NB.  One parameter, called ManagedObjectInstance, in the alarm identifies the H(e)NB.  See 6.2.1 of [5].  The Description of ManagedObjectInstance in [5]
It specifies the instance of the Informational Object Class in which the HNB event occurred by carrying the Distinguished Name (DN) of this object instance. This object may or may not be identical to the object instance actually emitting the notification to the HMS
Note: I think the last sentence above is wrong.  It is true in Type 2 interface but false in Type 1 interface.  In Type 2 interface context A, the alarmed object is MscFunction, for example.  But the object instance actually emitting the alarm notification is NotificationIRP instance.  In Type 2 interface context B, the alarmed object and the object emitting alarm notification are the same object.  In Type 1 interface, the alarmed object and the object emitting alarm notification are the same object.
8. HNBIdentifier is a parameter defined in [6].  Its Information Service level specification equivalent is defined as HNB ID in [4].  
· Note: I assume HNB Identity (used in [3] in 4 occurences), HNB ID (defined in [4]) and HNBIdentifier (used in [6]) are the same thing. 
� Reference [8] has identified Device Group and Service Profile.  For the purpose of discussion, this paper uses Profile to denote both Device Group and Service Profile.  	





