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1 Decision/action requested

Include modifications provided herein in draft TS 32.593
2 References

[1] TS 32.593 v0.1.0
3 Rationale

Procedure flows for Configuration Management need to be described in [1]. 
4 Detailed proposal

	1st Modified Section


5 Procedure Flows

5.1 Configuration Management Procedures (Mandatory)

5.1.1 Overview

This section specifies the procedure flows for HeNB configuration management using TR-069 protocol specified in [7]. These procedure flows stem from the CM requirements in [4], which mandate that CM can be achieved either by means of TR-069 RPC methods as a mandatory feature or by means of file download as an optional feature.
The procedure for notification of the IPSec IP address change by thye HeNB is also specified.
5.1.2 HeNB configuration using file download procedure (Optional)

Following a registration of the HeNB with the Serving HeMS, the TR-069 Manager in the Serving HeMS may trigger the HeNB to start a file download of configuration CM data. Subsequent to this initial phase, the TR-069 Manager may trigger this procedure at any time. 
Procedure for HeNB configuration using file download is shown in Figure ‎5‑1 and described next.
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Figure ‎5‑1 HeNB configuration using file download procedure

As a pre-condition, the HeNB must be registered with the HeMS.
1. The TR-069 session is established as described in [7].

2. HeMS evokes RPC method Download, sepecified in [7], to cause the HeNB to download a specified file from the designated location, which may be the file server in the HeMS as shown in Figure ‎5‑1.The argments of the Download RPC method are described in [7] and include: 

· File type, 

· URL specifying the source file location

· User name for the connection to the file server

· Password associated to the user name

· File size

Types and values of the arguments of the Download method are described in [7].

3. The HeNB initiates the file download using transport protocol inferred from the URL argument of the Download method.
4. The file server performs the file download.The file format is specified in [6].
5. The HeNB provides file download completion indication (success/unsuccessful) using the means described in [7]. The HeNB should indicate successful file download only after the new configuration has been successfully applied.
According to [7], TR-069 session may be terminated before or after the Download completion indication is sent by the HeNB.

The mechanisms by which the file is installed on the file server and the corresponding URL is built and provided to the TR-069 manager are not specified in this document.

5.1.3 HeNB configuration using SetParameterValues RPC method (Mandatory)

Procedure for HeNB configuration using TR-069 RPC method SetParameterValues is shown in Figure ‎5‑2 and described next.
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Figure ‎5‑2 HeNB configuration procedure using RPC SetParameterValues method
As a pre-condition, the HeNB must be registered with the HeMS.

1. The TR-069 session is established as described in [7].

2. The HeMS invokes SetParameterValues RPC method, specified in [7], to configure the parameters in the HeNB. The arguments include the list of parameters to be configured and their values.

3. The HeNB sends SetParameterValueResponse with the Status argument. The type and values of this argument are described in [7]. The internal procedure that the HeNB must follow to: 

· apply new parameter values,

· determine the value of the Status argument, and 

· send the SetParameterValueResponse
is described in [7].
4. The TR-069 session may be torn down after SetParameterValueReponse is sent by the HeNB. 

5.1.4 IPSec tunnel IP address change notification procedure (Mandatory)
If the inner IPsec tunnel IP address of the HeNB changes and HeNB is connected to HeMS via IPSec Tunnel then the HeNB shall notify the HeMS about the change of the IPSec IP address. To this end the HeNB shall establish a TR-069 session to the Serving HeMS and use the Inform method to update the IPSec tunnel IP address. The procedure is shown in ‎Figure 5‑3 and described next.









[image: image3]
‎Figure 5‑3 IP address change notification procedure
As a pre-condition, the HeNB must be registered with the HeMS.

1. The HeNB invokes Inform RPC method as soon as possible following a change of the IPSec IP address. In the arguments of the Inform method the HeNB shall include Device ID and the new IPSec IP address of the HeNB. 
2. The HeMS acknowledges the receipt of the new IPSec IP address of the HeNB using InformResponse method.

3. The TR-069 session may be torn down.
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