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	1st Modified Section


6.1.3 Fault Management
REQ-OAMP_FM-FUN-001 The HNB shall have the Fault Management capabilities administered through the HMS.
REQ-OAMP_FM-FUN-002 The HNB shall have the ability to send alarm related information to HMS according to operator configured policy.

REQ-OAMP_FM-FUN-003 The HNB shall be able to send alarm related information to the HMS using TR-069 RPC Methods, reference [3].
REQ-OAMP_FM-FUN-004 The alarm related information to be sent to the HMS by the HNB shall support the inclusion of the appropriate Information attributes, as defined in 3GPP TS.32.111-2, reference [7].
REQ-OAMP_FM-FUN-005 The HNB shall maintain the following information:

a. Alarm Management Information – which contains the alarm management and reporting parameters configurable by the HMS

b. Alarms List – Alarms currently active on the HNB

c. Alarm History – contains the alarms previously created by the HNB.

d. Pending Delivery Queue – contains the alarms queued to be sent to the HMS on the next management connection  

REQ-OAMP_FM-FUN-006.The HNB shall support the following ways of alarm handling:

a. Expedited handling– the HNB connects to the HMS immediately to raise the alarm and logs the alarm in the Alarm History. 

b. Queued handling – the HNB queues the alarm internally pending connection to the HMS,  logs the alarm in the Alarm History, and delivers the alarm on the next connection to the HMS

c. Logged handling – the HNB does not send the alarm to the HMS and logs the alarm in the Alarm History. 

d. Disabled handling– the HNB does not send the alarm to the HMS and will not log the alarm in the Alarm History

REQ-OAMP_FM-FUN-007 The HMS may configure the alarm handling for each type of HNB alarm according to the HNB alarm handling capabilities and the default handling if not specified by the HMS shall be “Logged handling”.
REQ-OAMP_FM-FUN-008 The HMS shall have the ability to throttle the sending of alarms from the HNB to the HMS
REQ-OAMP_FM-FUN-009 The HMS shall have the capability to retrieve alarm related information from the HNB using TR-069 RPC Method Calls.
REQ-OAMP_FM-FUN-010 The HMS shall have the capability to completely purge on the HNB the Alarms List and the Pending Delivery Queue and may have the capability to completely purge on the HNB the history of Alarms.

REQ-OAMP_FM-FUN-011 The HMS shall have the capability to activate and deactivate the alarm reporting by the HNB.
REQ-OAMP_FM-FUN-012 The HMS shall be able to define the frequency of passive reporting.

REQ-OAMP_FM-FUN-013 The HMS shall be informed immediately of alarms (raised, changed, cleared) classified as expedited notifications only. 

REQ-OAMP_FM-FUN-014 The HNB may be configurable by the HMS to produce an XML File at regular intervals which contains the HNB Alarm Information and then upload the XML File.

REQ-OAMP_FM-FUN-015 The XML File Format produced by the HNB shall be based on the existing 3GPP XML Performance Management File Formats with regard to File Headers, File Footers, and formatting, reference [6].
REQ-OAMP_FM-FUN-016 The HNB shall upload Files using one of the following mechanisms:
a. HTTPS PUT and GET with or without Username and Password

b. SFTP with or without Username and Password 
c. HTTP PUT with or without Username and Password

d. FTP with or without Username and Password
e. FTPS with or without Username and Password
REQ-OAMP_FM-FUN-017 HMS shall have the ability to configure policies for the HNB alarm data file upload. 
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