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1
Decision/action requested

To agree to add the proposed use case of Self-healing into the TR.
2
References

(Reference - in list form - should be made to previous SA5/3GPP/etc. documents.)
[1]

TR 32.823 Study on Self-healing of SON v0.6.0
3
Rationale

This contribution proposes a new use case of Self-healing.
4
Detailed proposal

	1st New Section


4.2.1.3.x
Use case Self-healing of Logical Link fault
	Use Case Stage
	Evolution / Specification

	Goal (*)
	When the system detects the fault of the logical link between eNodeB and MME or between two eNodeBs, the Self-healing functionality will be started to solve the logical link fault automatically.



	Actors and Roles (*)
	FFS

	Telecom resources
	The E-UTRAN/EPC network including its OSS.

	Assumptions
	The network is properly installed and running.

	Pre conditions
	Network is in normal operation and the eNodeBs can communicate with the EMS normally.

	Begins when 
	The system detects a logical link fault.

	Step 1 (*) (M)
	The system detects a logical link fault and sends related alarm/s.

	Step 2 (*) (M)
	1. The Self-healing functionality monitors the logical link alarm/s and triggers the healing procedure.
2. The Self-healing functionality analyses the alarm information and related information to get the type and object of the logical link and the type and object of the related physical link.
3. The Self-healing functionality checks whether there is/are related physical link alarm/s.

4. If there is/are related physical link alarm/s, then the logical link alarm/s shall be suppressed and the Self-healing procedure shall be stopped. Go to bullet 7.

5. If there isn’t any physical link alarm, then:

5a. (Optional) If there is related testing method, then the physical link is tested. If the testing result shows that the physical link malfunctions, then physical link alarm/s will be raised, and then go to bullet 4. If the testing result shows that the physical link is OK, then go to bullet 6.

5b. Otherwise, go to bullet 6 directly.

6. The Self-healing functionality starts the self-healing procedure:
6a) Check the link status, if the link status is abnormal (e.g. the link is locked), then go to 6a1; if the link status is normal, then go to 6a2.

6a1）Set the link status to normal status (e.g. unlock the link) and wait for a period of time, then check whether the related alarm/s is/are cleared. If the alarm/s is/are cleared, then the Self-healing procedure shall be stopped, go to bullet 7. Otherwise, if the alarm/s is/are still not cleared, then go to bullet 6a2. 

6a2）Execute the Self-healing action/s according to the logical link alarm processing rule (usually, according to the type of the logical link). The Self-healing action/s can include, but not limited to the following actions or the combination of the actions:

· Reconfigure the parameters of the link

· Recreate the link

· Reset the faulty board

· Etc.

6b) After waiting for a period of time, go to bullet 7, no matter the alarm is cleared or not.

7. Log the performed Self-healing actions and the healing result, and send notification if necessary.



	Ends when (*)
	Ends when all steps identified above are completed or when an exception occurs.

	Exceptions
	FFS.

	Post Conditions
	The logical link is in normal status or the operator processes the problem manually but the end users are not or only minimally affected.

	Traceability (*)
	


	End of modification


