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1
Decision/action requested

Include the text provided herein in TR 32.824.
2
References

Latest draft, TR 32.824 V0.3.0.
3
Rationale

Registry or repositiory is a central part of a SOA. A text for this area is provided herein for the SOA study TR 32.824.
4
Detailed proposal
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6.3
Services identification and categorization, provisioning and delivery, and monitoring and tracking.

IRP provides set of network management services that is broadly categorized along network management domain (see 5.2).  Each IRP network management service, e.g. service provided by Alarm IRP, service provided by Bulk Configuration Management IRP, is identified by an identifier called “IRP document version number string (IRPVersion)” (see section 3 of [13]) whose scope of uniqueness is within 3GPP.  The IRPVersion also categorize the network management service since it unambiguously identified the 3GPP IRP specification title that bears the name of the network management service.

IRP today have not addressed the (network management service) provisioning aspect.  For example, IRP does not provide a standard means for new network management service instances to register itself in a Registry so that a potential IRPManager can discover the newly provisioned network management service. For discussion on various aspects of Registry/Repository, see Annex X.
IRP today does not provide a standard means to monitor and track the performance of the deployed network management service, e.g. AlarmIRP, BulkCMIRP, etc.  However, 3GPP SA5 have begun the study [14] on this area. 
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Annex X:
Registry/Repository aspects
A registry/repository for a SOA can hold meta-data about services. It is conventionally called a registry when it contains links to information about the service. In a SOA, a registry is interesting at design time and runtime; at design time for discovery and description of the service, and at runtime to dynamically discover the service instances and bind to the contract and policies in order to achieve true loose coupling of applications and services. Repository functions where data regarding the service is stored may be desired for a mature SOA, and repository functions may include code versions and documentation for design time and functions such as message store and logging for runtime.

For standardization purposes, we have several aspects to consider regarding registry/repository:

· publication of the standard in a registry

· standardizing that services (i.e. IRP implementations with SOA interface) are to be published in a registry and which information to be published

· runtime/machine discovery mechanism

· runtime/machine binding to the found service

Publication
A standard can be published in a registry. The use of having a standard published in a registry could be for developers and integrators during design time to more easily check that own developed service contracts comply with the standard, as well as identifying compatible/compliant published implementations of those interfaces. Another usage is that services in runtime could be validated for conformance to the standard.

There are (at least) two options for publishing the standard: 1) specify the documentation to be published and specify a registry to where it shall be published, 2) specify the documentation but leave the registry "place" unspecified in the standard..

More importantly, the services implementing the standard can also be published. The usage of having a service published in a registry is apparent from the SOA principles: to be discovered and bound to. 

The information about the standard-compliant services to be published could be standardized.

A publish mechanism is needed for runtime or a machine to publish that a service instance that complies with the standard is deployed.

An unpublish mechanism is needed for runtime or a machine to unpublish a service instance that complies with the standard.

Discovery
A discovery mechanism is needed for runtime or a machine to dynamically find deployed service instances that comply with the standard.

Bind to / invoke the service
A binding mechanism is needed for runtime or a machine to bind to a found service instance that complies with the standard. Information to be able to bind to the service instance must be available in the registry. The next step is to invoke the service, which may be done in the same operation as binding to the service. The binding/invocation mechanism itself is outside the concern of a registry.

NOTE: The binding we talk about here is different than a WSDL binding to for example SOAP.

Technology
The IRP methodology of documenting on a technology neutral level in terms of requirements and IS and on a technology specific level in terms of solution set, could be applied to the aspects of publishing, discovery and binding.

UDDI

A UDDI (Universal Description, Discovery, and Integration) [27] is the name of a group of web-based registries that expose information about a business, service or other entity and its technical interfaces (or API’s). 

Core components of the UDDI data model include the following, for which descriptions are based on [28] and [29]:

tModel data structure: A tModel is a way of describing the various business, service, and template structures stored within the UDDI registry. Any definition of an abstract concept can be registered within UDDI as a tModel (including for example the URI to a WSDL file or another document). When a particular specification is registered in the UDDI registry as a tModel, it is assigned a unique key, called a tModelKey. This key is used by other UDDI entities to reference the tModel, for example to indicate compliance with the specification.
bindingTemplate data structure: Binding templates are the technical descriptions of the web services and represents the actual implementation of the web service. Binding templates can refer tModels. Service vendors use binding templates for their services, and these can refer to standards represented in tModels.
businessService data structure: The business service structure represents an individual web service and uses binding templates.

To access a UDDI, there are two interfaces; the Publisher interface and the Inquiry interface. These interfaces provide for a publication mechanism and a discovery mechanism.

Reference [29] recommends an approach for mapping between WSDL and the UDDI data model. Creating such a mapping, the contract itself can be stored in the UDDI registry. Such a mapping uses also the businessService data structure in addition to the tModel data structure. Therefore, for the WSDLs of the IRPs, such a mapping does not seem suitable since businessService is not to be referenced from a binding template.

Entry Point IRP
The Entry Point IRP (EPIRP) provides some registry capabilities. It provides information about the IRPs that are supported by the IRPAgent that contains the EPIRP. Optionally, the EPIRP provides also information about IRPs that are supported by other IRPAgents.

The standard does not specify how the information gets into the EPIRP, it only specifies how to get information from the EPIRP and how to request information to be released (deleted) from the EPIRP. A notification of changes to the information is also provided.
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