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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
The present document is part of a TS-family covering the 3rd Generation Partnership Project Technical Specification Group Services and System Aspects, Telecommunication Management; as identified below:

3GPP TS 32.581: "Telecommunications management; Home Node B (HNB)
Operations, Administration, Maintenance and Provisioning (OAM&P); Concepts
and requirements for Type 1 interface HNB to HNB Management System (HMS)".
3GPP TS 32.582: "Telecommunications management; Home Node B (HNB)
Operations, Administration, Maintenance and Provisioning (OAM&P);
Information model for Type 1 interface HNB to HNB Management System (HMS)".
3GPP TS 32.583: "Telecommunications management; Home Node B (HNB)
Operations, Administration, Maintenance and Provisioning (OAM&P); Procedure
flows for Type 1 interface HNB to HNB Management System (HMS)". 
3GPP TS 32.584: "Telecommunications management; Home Node B (HNB)
Operations, Administration, Maintenance and Provisioning (OAM&P); XML
definitions for Type 1 interface HNB to HNB Management System (HMS)".
1
Scope

The present document describes the procedure flows between HNB & HMS for the OAM of HNB Management 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".

[3]
3GPP TS 32.102: "Telecommunication management; Architecture".

[4]
3GPP TS 32.300: "Telecommunication management; Configuration Management (CM); Name convention for Managed Objects".

[5] 
TR-069 Amendment 2, CPE WAN Management Protocol v1.1, Broadband Forum, viewable at http://www.broadband-forum.org/technical/download/TR-069Amendment2.pdf
[6]
3GPP TR 25.820 3G Home NodeB Study Item Technical Report

[7]
3GPP TS 25.401 Radio Access Network UTRAN Overall Description

[8]
 3GPP TR 32.821: "Study of Self-Organizing Network (SON) related OAM for Home NodeB".

[9] 
3GPP TS 25.467: "UTRAN architecture for 3G Home NodeB, stage 2".
3
Definitions and abbreviations

.

3.1
Definitions

.
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:
HNB
Home NodeB
OAM
Operations, Administration and Maintenance
HMS
Home NodeB Management System

SeGW
Security Gateway

4
Concepts and background
5
Architecture for HNB Management
5.1 

HNB OAM functional architecture

This section provides the HNB OAM functional architecture. We distinguish the two following cases:

· A HNB is connected to a BB device (typically a residential gateway providing connectivity via an access provider domain). The BB device provides routing, NAT and firewall functionality.

· A BB device with an integrated HNB functionality

The HNB Management System (HMS) main tasks are to provision configuration data on the HNB. It provides the following functional entities:

· A file server

· A TR-069 autoconfiguration server (ACS)

However the file server may be used by other applications in the MNO domain.
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       Figure 1: Architecture for HNB Management
5.1
Functional Elements
5.1.1
Initial HNB Management System (HMS)
The initial HMS may provide location verification of HNB and assigns appropriate serving elements (Serving HMS, Security Gateway and HNB-GW).
5.1.2
Initial Security Gateway (SeGW)
The URL of the Initial SeGW may be factory programmed in the HNB so as to allow initial establishment of an IPSec security association and communication with the initial HMS.
5.1.3
Serving HNB Management System (HMS)
Provides the following functionalities:

· TR-069 Auto-configuration server

· File server for file upload or download

· Provisioning of configuration data to the HNB

· Performance & Fault updates

· Provides Serving SeGW discovery
5.1.4
Serving Security Gateway (SeGW)
Terminates IPSec security association and implements a forwarding function to allow forwarding IP packets upstream and downstream:

· Downstream: packets are forwarded on appropriate IPSec tunnels towards the HNB based on their destination IP addresses

· Upstream: forwarding IP traffic to the appropriate HNB-GW, HMS or other network elements based on destination IP addresses
5.1.5
Serving HNB Gateway (HNB-GW)
-
Terminates Iuh from HNB. Appears as a RNC to the existing Core network using existing Iu interface. 
6
Procedure Flows
6.1
Se-GW Discovery
6.2
HNB Registration
6.3
HNB Configuration Management
6.4
HNB De-Provisioning

6.5
State Management

Editor’s Note: Administration and/or operational lock and unlock of a HNB and the resulting HNB OAM changes eg deactivate and activate radio etc
6.5
FM File Update
6.6
Alarm Reporting

6.7
PM File Update

Annex <X> (informative):
IP Address Schema ???

Editor’Note: It was suggested that we need to check with SA3 as it is their area of expertise. SA5 will discuss with them about the procedure for establishing HNB communication with Initial HMS & routing it to serving HMS & GW. Check with SA3 (using LS) where it can be documented. May stay in annex here.
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