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Decision/action requested

Discussion and agreement on the Enhancement of the use case on cell throughput
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Rationale
The existing measurements can not distinguish the throughput being occupied by Signaling and Data. And the number of PDCP SDUs is important to be known by operators. See section 4 for detail.
4 Detailed proposal
A.5
Monitor of cell level QoS and radio resource utilisation
In an E-UTRAN cell the quality of service achieved is directly influenced by a number of factors, including:

· Loading of users on the cell

· Traffic loading and characteristics

· UE locations and mobility

· RRM policies

· Scheduling

· congestion control

· admission control

· layer 2 protocol configuration

· Mapping of traffic to QCI

· Setting of QoS parameters other than the QCI.

It is very important to be able to monitor the QoS to determine whether the combined effect of these policies, algorithms and external factors is satisfactory.  Unsatisfactory QoS may rectified by adjusting policies and RRM settings, for instance.

Cell bit-rate and SDUs
A fundamental measure of QoS is the throughput (data rate) of the cell.  The total cell throughput measured across all radio bearers gives an indication of the loading and activity in the cell.  Adding a per QCI counter allows the loading on the different QCIs to be measured.  For example, if QCI 1 is used exclusively for VoIP then the loading of conversational speech can be directly determined.  Finally, the maximum throughput can indicate to the operator whether there is enough capacity in the network; for example, is the backhaul sufficient.  Separate counters should be configured on the downlink and uplink.  In order to eliminate the contribution to throughput from retransmissions the data rate counting only bits from successfully delivered IP packets is required – this measures the useful user plane data rate.  A second approach is to include all retransmissions in the calculation of the data rate.
This can help in better engineering of any extra RAN resources needed for retransmissions (user plane data).

Cell throughput includes both User Plane data and Control Plane data. To support the User Plane data, necessary Control Plane data also need to be transmitted. This Control Plane data although required, will not be perceived (felt) by the User.
An ideal design would try to keep the Control Plane data as small as possible when compared to the User Plane data without compromising on the service.
Hence it is important to monitor how much of the total cell throughput is being occupied by Control Plane Data.
Separate counters should be available on the downlink and uplink to check the Control Plane throughput..

PDCP SDU (IP Packet for User plane and RLC Packet for Control plane) is a variable length size. The packing algorithm in the PDCP layer takes of packing the PDCP data into the SDU’s. It is important to monitor and accordingly fine tune the parameters (for ex: max/min PDCP SDU size etc) associated with this algorithm.
If the PDCP SDU is big, a drop can result in the whole retransmission and 

If the PDCP SDU is small, the header information needs to be sent always, which is an overhead.
To support the above, separate counters would be needed in downlink and uplink to monitor the number of PDCP SDUs transmitted / received (These with the help of throughput measurements can help to check average PDCP SDU size).
Also, these measurements can be used to find the absolute number of PDCP SDUs dropped (when used with PDCP SDU Drop Rate measurement) 
.
It is important to monitor drop rate along with the absolute number of packets dropped for the following
a) It gives the estimate of amount of data blocked from(once the average PDCP SDU size is known)

b) Viewing just the drop rate is not an ideal way to consider if there is a problem.
It may not be an issue if data itself to be sent is very small and the data got dropped (for this case, the drop rate is high, but there is no big issue as the data sent itself is small.), 
For ex: This normally happens during the off hours where the amount of data to be sent would be small and any drop would show a high drop rate.
.







































































































































