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1
Decision/action requested

The group is asked to discuss the proposed requirements for 3G Home NodeB OAM&P (for type 1 interface), and introduce the agreed part into the draft TS 32.581.
2
References

3
Rationale

Modify requirements in the TS32.581 for requirement consistency.
4
Detailed proposal

Currently requirement REQ-OAMP-CM-FUN-003 currently conflicts with REQ-OAMP-CM-FUN-009 because If I establish an ipsec tunnel for the iuh interface only the inner ipsec address will change but I don't need to inform the hms if that isn't the routable address used for tr-069 connection requests from the hms.
REQ-OAMP-CM-FUN-003:.The HNB shall have the capability to communicate with the HMS via TR-069 CWMP, reference [3], through the support of one of the two security mechanisms determined by the Network Operator’s Security Policies:

· utilising SSL/TLS outside the IPSec Tunnel

· within the IPSec Tunnel with the option to utilise SSL/TLS within the IPSEC Tunnel for additional end-to-end security

REQ-OAMP-CM-FUN-009 If the inner IPsec tunnel IP address of the HNB changes, the HNB shall notify the HMS using TR-069.

The proposal is to change the REQ-OAMP-CM-FUN-009 
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6.5
Requirements

6.5.1
Configuration Management
REQ-OAMP-CM-FUN-009 If the inner IPsec tunnel IP address of the HNB changes and HNB is connected to HMS via IPSec Tunnel then the HNB shall notify the HMS using TR-069. 
	End of 1st modifications


