Page 1



3GPP TSG-SA5 (Telecom Management)
S5-091308
Meeting SA5#63, 16-20 February 2009

Prague, Czech Republic

revision of S5-08xyzw
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	32.422
	CR
	CRNum
	(

rev
	-
	(

Current version:
	8.3.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Trace Session activation/deactivation to PGW in case of non-3GPP access network 

	
	

	Source to WG:
(

	Nokia Siemens Networks

	Source to TSG:
(

	S5

	
	

	Work item code:
(

	OAM8
	
	Date: (

	20/02/2009

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	Trace Session activation to PGW is needed via AAA server in order to allow tracing of S2a and S2b interfaces in PGW

	
	

	Summary of change:
(

	Adding stage 2 description of Trace Session activation/deactivation in case of signalling based activation.

	
	

	Consequences if 
(

not approved:
	Tracing of S2a and S2b interfaces wont be possible in PDN GW.

	
	

	Clauses affected:
(

	Sectiuon 2, 4.1.2.10, 4.1.4.7

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


	1st Modified Section


2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

NOTE:
Overall management principles are defined in 3GPP TS 32.101 [1].

[1]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".

[2]
3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace: Trace concepts and requirements".

[3]
3GPP TS 32.423: "Telecommunication management; Subscriber and equipment trace: Trace data definition and management".

[4]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[5]
3GPP TS 52.008: "Telecommunication management; GSM subscriber and equipment trace".

[6]
3GPP TS 23.060: "General Packet Radio Service (GPRS) Service description; Stage 2".

[7]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".

[8]
3GPP TS 23.108: "Mobile radio interface layer 3 specification core network protocols; Stage 2 (structured procedures)".

[9]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[10]
3GPP TS 29.232: "Media Gateway Controller (MGC) - Media Gateway (MGW); interface; Stage 3".

[11]
3GPP TS 29.002: "Mobile Application Part (MAP) specification". 

[12]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[13]
3GPP TS 25.413 : "UTRAN Iu interface RANAP signalling".

[14]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".
[15]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[16]
3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents".

[17]
3GPP TS 29.328: "IP Multimedia Subsystem (IMS) Sh interface; Signalling flows and message contents".

[18]
Enabler Release Definition for OMA Device Management Specifications, version 1.2, The Open Mobile Alliance™ (URL:http://www.openmobilealliance.org/).

[19]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[20]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[21]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for  Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[22]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[23]
3GPP TS 36.401: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Architecture description".
[24]
3GPP TS 32.442: "Telecommunication management; Trace management; Integration Reference Point (IRP) Information Service (IS)".
[25]
3GPP TS 29.273: “Evolved Packet System (EPS);3GPP EPS AAA interfaces”
	Next Modified Section


4.1.2.10
EPC activation mechanism

Figure 4.1.2.10.1 summarizes the Trace Session activation procedure in EPC:
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Figure 4.1.2.10.1: Trace Session activation procedure in EPC:

The Trace Session activation in MME can come for a home subscriber trace from HSS via the S6a interface or for a foreign subscriber from the EM of MME. 

When the UE makes an attach request to the MME, it updates the location information in the HSS. The HSS checks if the UE is being traced. If it is being traced, the HSS shall propagate the trace control and configuration data to the MME by either sending a standalone Trace Session Activation message or include the trace control and configuration parameters into the Insert subscriber data message. When MME receives the trace control and configuration data from the HSS it shall store the information and shall start a Trace Session. 

When a triggering events, defined in the trace control and configuration data occur (i.e. a session is started) a Trace Recording Session shall be started and the trace control and configuration data shall be propagated to the radio network to the eNB and to the serving GW. (in the above example the trace control and configuration data shall be sent to eNB in Bearer Setup Request message to the eNB and in the request bearer resource allocation message to the serving GW.)

When HSS activates the trace to the MME the following trace control and configuration parameters shall be included in the message:

· IMSI

· Trace Reference

· Triggering events for MME, Serving GW, PDN GW

· Trace Depth for MME, Serving GW, PDN GW, eNB

· List of NE types to trace

· List of Interfaces for MME, Serving GW, PDN GW, eNB

· IP address of Trace Collection Entity

When MME sends the trace control and configuration parameters to the eNB the following information shall be included in the Trace Session Activation message:

· Trace Reference

· Trace Recording Session Reference

· Trace Depth for eNB
· IP Address of Trace Collection Entity

and the following information may be included in the Trace Session Activation message:

· List of Interfaces for eNB

Figure 4.1.2.10.2 illustrates the Trace Session activation when the UE is attached from a non-3GPP access network. 
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Figure 4.1.2.10.2 Trace Session activation procedure to PGW in case of UE attaches from non-3GPP access network
When the UE attaches to the EPC network via a non-3GPP access network the Trace Session activation to the PGW can be done only via HSS and AAA server. Therefore when the UE attach is signalled to the HSS via non-3GPP access network, the HSS shall send the the Trace control and configuration parameters to the AAA server as part of the user profile download [25]. The following information shall be included in the downloaded user data:
· IMSI, or IMEI(SV)

· Trace Reference

· Triggering event for PGW

· Trace Depth for PGW

· List of interface for PGW

· IP address of Trace Collection Entity

When the AAA server receives the user profile, which contains also the trace control and configuration parameters, it shall store the received trace control and configuration parameters. The AAA server shall forward the received trace control and configuration parameters in the authorization when it receives the authorization request from the PGW during the PDN connectivity. 
The event, which triggers the authorization in the PDN GW depend on the used IP mobility protocol:
· In case of DSMIP (option A), it is a binding update received from the UE,  
· In case of PMIP (Option B), it is a proxy binding update request received from the Trusted Non-3GPP GW or ePDG playing the role of the Mobile Access Gateway (MAG)
If the UE is already registered to the HSS by a AAA server via the SWx interface, Trace Session activation shall also be possible from the HSS to the PDN GW via the AAA server. In that case the HSS sends the Trace Session activation message with a push profile request. 
The AAA server shall examine the received user profile and if Trace Session activation is needed in the PDN GW, it shall initiate a re-authorization procedure towards the the PDN GW. The Trace Session is activated to te PDN GW using this re-authorization procedure. When PDN GW receives the Trace Session activation message, it shall save the received trace control and configuration parameters.
	Next modification


4.1.4.7
EPC deactivation mechanisms

When an HSS receives a Trace Session Deactivation from the Management System it shall send a Trace Session Deactivation message to the relevant EPC nodes. The HSS shall decide about the relevant nodes based on the interface (and network entity) from where it has received the user’s registration the last time. 
If the UE was registered to the HSS by an MME via the S6a interface, (.e. the user is attached to a 3GPP access network), the Trace Session shall be deactivated to the MME via the S6a interface.
If the user was registered by a AAA server via the SWx interface (i.e. the user is attached to a non-3GPP network) the HSS shall send the Trace Session deactivation request with a psuh profile request..

The AAA server shall examine the received user profile and if it detects that the Trace Session shall be deactivated, it shall initiate a re-authorization procedure towards the PDN GW. The Trace Session is deactivated in the PDN GW by using this re-authorization procedure. 
When the PDN GW receives the updated authorization data with trace information that represents Trace Session deactivation request, it shall deactivate the Trace Session identified by the Trace Reference.
The following figure illustrates the Trace Session deactivation when the user is attached to  a non-3GPP access network.
[image: image3.wmf]Option B

Option A

PDN GW

3

GPP AAA

 server

HSS

EM

Trace Session Deactivation

Push Profile request 

(

Trace 

info

)

Reauthorization request

Reauthorization answer

Authorization request

Authorization answer 

(

Trace info

)

Trace Session is 

deactivated

Authorization request

Authorization answer 

(

Trace info

)


Figure 4.1.4.7.1 Trace Session deactivation in case UE attached from non-3GPP access network.
When the MME receives the S6a Trace Session Deactivation message or the Trace Session is deactivated directly from the EM it shall deactivate the Trace Session identified by the Trace reference.

If a Trace Recording Session is active at the time of receiving a deactivation message, the MME and/or the SGW may choose to continue the Trace Recording Session till it ends gracefully or may stop it immediately. In all cases, the MME/SGW shall deactivate the requested Trace Session immediately at the end of the Trace Recording Session. When the MME deactivates the Trace Session, it shall delete all trace control and configuration parameters associated with the corresponding Trace Session. 

If MME deactivates the Trace Session during the Trace Recording Session, the MME should deactivate the trace to the eNB by using the Trace Session Deactivation message via S1 interface and should deactivate the trace to the SGW by sending a Trace Session deactivation message via the S11 interface.

When MME sends the Trace Session Deactivation message either to SGW or to eNB, it shall include the Trace Reference to the message to identify the Trace Session that needs to be deactivated. 
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