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	1st Modified Section


4.1
High level EPS architecture

The 3GPP PS domain provides procedures for packet core networks described in TS 23.060 [201], TS 23.401 [208] and TS 23.402 [209].

For offline charging the following Packet switched Core network Nodes (PCN) may generate accounting metrics sets for PS domain CDRs:

· the SGSN, to record a user's access to PLMN resources, mobility management activities, SMS and LCS usage;

· the S-GW, to record a user's access to PLMN resources

· the P-GW, to record a user's access to external networks.

· the GGSN, to record a user's access to external networks.

The PCNs send the CDRs to the CGF in near real-time. The responsibility of the CGF is to provide non-volatile CDR storage and the Bp interface towards the Billing Domain. Further details on the CGF can be found in TS 32.240 [1] and TS 32.297 [52].
Standalone GGSN utilizes Rel-7 GGSN Charging. When P-GW provides connectivity to GERAN/UTRAN (P-GW acts as a GGSN) it generates P-GW Charging defined in this specification. 
For more information about online charging in PS domains see clause 4.3.
	Next Modified Section


4.2
PS domain offline charging architecture

As described in TS 32.240 [1], the CTF (an integrated component in each charging relevant NE) generates charging events and forwards them to the CDF. The CDF, in turn, generates CDRs which are then transferred to the CGF. Finally, the CGF creates CDR files and forwards them to the Billing Domain.

If PCN generating the charging information has an integrated CDF, hence a physical PCN can produce CDRs. The CGF may also be integrated in the PCN, or it may exist as a physically separate entity. If the CGF is external to the PCN, then the CDF forwards the CDRs to the CGF across the Ga interface. In this case, the relationship between PCN/CDF and CGF is m:1. If the CGF is integrated in the PCN, then there is only an internal interface between the CDF and the CGF. In this case, the relationship between PCN/CDF and CGF is 1:1. An integrated CGF may support the Ga interface from other PCN/CDFs.

If the CDF is external to the PCN, the charging events are transferred from the PCN to the CDF via the Rf interface specified in 3GPP TS 32.299 [50]. In this case, the relationship between PCN and CDF is m:1.
When an external CGF is used, this CGF may also be used by other, i.e. non-PS, network elements, according to network design and operator decision. It should be noted that the CGF may also be an integrated component of the BD – in this case, the Bp interface does not exist and is replaced by a proprietary solution internal to the BD.

Figure 4.2-1. depicts the architectural options described above.


[image: image1]
Figure 4.2-1: PS domain offline charging architecture

The P-GW does include a Policy and Charging Enforcement Function (PCEF) to support Flow Based Bearer Charging (FBC) functionality; this is not depicted in figure 4.2-1. The Rf, Ga and Bp interfaces include the required functionality, e.g. defined for the Gz reference point in TS 23.203 [72]. Refer to clause 5.2.1.3, TS 32.240 [1] and TS 23.203 [72] for further details on FBC.

The PCNs may provide inter-operator charging functionality for Multimedia Broadcast/Multicast Services (MBMS) defined in TS 23.246 [207] and TS 32.273 [32], not for subscriber charging.

It is mandatory to support at least one of the options Rf, Ga or Bp interfaces from the PCN as described in the specification.
NOTE: The Rf interface details are specified for S-GW and P-GW in this release.
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5.2.1.3
Flow Based bearer Charging (FBC)

…
· End of IP-CAN bearer in the P-GW. The PGW-CDR is closed upon encountering this trigger.

· Serving node (e.g. SGSN/S-GW) change in the P-GW. New SGSN/S-GW address is added to PGW-CDR.
· Expiry of an operator configured time limit per IP-CAN bearer. This event closes the PGW-CDR, and a new one is opened if the IP-CAN bearer is still active.
…
	Next Modified Section


5.2.3.3.1
Triggers for SGW-CDR Charging Information Addition

The "List of Traffic Volumes" attribute of the SGW-CDR consists of a set of containers, which are added when specific trigger conditions are met, and identify the volume count per IP-CAN bearer, separated for uplink and downlink traffic, on encountering that trigger condition. Table 5.5 identifies which conditions are supported to trigger SGW-CDR charging information addition.

Table 5.5: Triggers for SGW-CDR charging information addition

	Trigger Conditions
	Description/Behaviour

	QoS Change
	A change in the QoS shall result in a "List of Traffic Data Volumes" container being added to the CDR.

	Tariff Time Change
	On reaching the Tariff Time Change a "List of Traffic Data Volumes" container shall be added to the CDR.

	User Location Change
	A change in the User Location Info shall result in a "List of Traffic Data Volumes" container being added to the CDR, if location reporting is required.

	RAI Change
	A change in the RAI shall result in a "List of Traffic Data Volumes" container being added to the CDR, if location reporting is required and a report of RAI change is received.

	CDR Closure
	A list of "List of Traffic Data Volumes" container shall be added to the SGW-CDR.


Editor’s note: The trigger User Location Change should be also provide tracking area update.
The first volume container of a IP-CAN bearer identifies the uplink/downlink volume since the IP-CAN bearer was opened. Subsequent volume containers store the volume count accrued since the closure of the last container.

The "Serving Node Address" attribute of the SGW-CDR consists of a list of serving node (e.g. SGSN/MME) addresses. New serving node address is added to the list when e.g. SGSN/MME changes.

	Next Modified Section


5.2.3.4
Triggers for PGW-CDR charging information collection

An PGW-CDR is used to collect charging information related to the IP-CAN bearer data information for a UE/MS in the P-GW, where the data volumes, elapsed time or number of events within each PGW-CDR are separately counted per rating group or per combination of the rating group and service id. In case of P-GW is not aware of IP-CAN bearers, i.e. in case of PMIP based S5/S8, P-GW collects charging information per IP-CAN session as it would be one IP-CAN bearer.
…
	Next Modified Section


5.2.3.4.2
Triggers for PGW-CDR closure

The PGW-CDR shall be closed on encountering trigger conditions.
 Table 5.2.3.4.2.1 identifies which conditions are supported to permit closure of the PGW-CDR.

Table 5.2.3.4.2.1: Triggers for PGW-CDR closure

	Closure Conditions
	Description/Behaviour

	End of IP-CAN bearer within the P-GW
	Deactivation of the IP-CAN bearer in the P-GW shall result in the CDR being closed. The trigger condition covers:

-
termination of IP-CAN bearer;
-
any abnormal release.

	Partial Record Reason
	O&M reasons permit the closure of the CDR for internal reasons. The trigger condition covers:

-
data volume limit;

-
time (duration) limit;
-
maximum number of charging condition changes (i.e. number of service containers);

-
management intervention;

-
MS time zone change;

-
PLMN change;

-
radio access technology change (RAT Type).


The Partial Record generation trigger thresholds are those associated with the Charging Characteristics. The Partial Record generation trigger thresholds are P-GW configuration parameters defined per charging characteristics profile by the operator through O&M means, as specified in annex A.

In the event that the PGW-CDR is closed and the IP-CAN bearer remains active, a further PGW-CDR is opened with an incremented Sequence Number in the P-GW.
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5.2.4
void


· 
· 
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6.1.2
IP CAN bearer charging data in S-GW (SGW-CDR)

If FBC is disabled and the collection of CDR data is enabled then the S-GW data specified in the following table shall be available for each IP CAN bearer.
Table 6.1.2: S-GW IP CAN bearer data (SGW-CDR)

	Field
	Category
	Description

	Record Type 
	M
	S-GW IP CAN bearer record.

	
	
	

	Served IMSI
	M
	IMSI of the served party.

	Served IMEISV
	OC
	IMEISV of the ME, if available.

	S-GW Address used
	M
	The control plane IP address of the S-GW used.

	Charging ID
	M
	IP CAN bearer identifier used to identify this IP CAN bearer in different records created by PCNs

	Serving Node Address 
	OC
	List of serving node control plane IP addresses (e.g. SGSN, MME, …) used during this record.

	Serving node Type
	OC
	List of serving node types in control plane. The serving node types listed here map to the serving node addresses listed in the field “Serving node Address” in sequence.

	S-GW Change
	OC
	Present if this is first record after S-GW change.

	Access Point Name Network Identifier
	OM
	The logical name of the connected access point to the external packet data network (network identifier part of APN).

	Bearer Type
	OM
	PDP type, i.e. IP, PPP, or IHOSS:OSP.

	Served IP CAN bearer Address
	OC
	IP address for the IP CAN bearer, i.e. IPv4 or IPv6, if available. 

	Dynamic Address Flag
	OC
	Indicates whether served IP CAN bearer address is dynamic, which is allocated during IP CAN bearer activation. This field is missing if address is static.

	List of Traffic Data Volumes 
	OM
	A list of changes in charging conditions for this IP CAN bearer, each change is time stamped. Charging conditions are used to categorize traffic volumes, such as per tariff period. Initial and subsequently changed QoS and corresponding data values are also listed.

	Record Opening Time
	M
	Time stamp when IP CAN bearer is activated in this S-GW or record opening time on subsequent partial records.

	MS Time Zone 
	OC
	This field contains the MS Time Zone the MS is currently located as defined in TS 29.060 [203], if available.

	Duration
	M
	Duration of this record in the S-GW.

	Cause for Record Closing 
	M
	The reason for the release of record from this S-GW.

	Diagnostics
	OM
	A more detailed reason for the release of the connection.

	Record Sequence Number
	C
	Partial record sequence number, only present in case of partial records.

	Node ID
	OM
	Name of the recording entity.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	APN Selection Mode
	OM
	An index indicating how the APN was selected.

	Served MSISDN
	OM
	The primary MSISDN of the subscriber.

	User Location Information
	OC
	This field contains the User Location Information of the MS as defined in TS 29.060 [203], if available.

	Charging Characteristics
	M
	The Charging Characteristics applied to the IP CAN bearer.

	Charging Characteristics Selection Mode
	OM
	Holds information about how Charging Characteristics were selected.

	IMS Signalling Context
	OC
	Included if the IM-CN Subsystem Signalling Flag is set, see [201] IP CAN bearer is used for IMS signalling.

	P-GW Address used
	OC
	These field is the P-GW IP Address for the Control Plane.

	Serving Node PLMN Identifier
	OC
	Serving node PLMN Identifier (MCC and MNC) used during this record, if available.

	CAMEL Information 
	OC
	Set of CAMEL information related to IP CAN bearer, if available.

	RAT Type
	OC
	This field indicates the Radio Access Technology (RAT) type currently used by the Mobile Station as defined in TS 29.060 [204], if available.
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Annex B (normative):
Tx expiration; Failure Handling procedure and session failover mechanism description
	DIAMETER CREDIT-CONTROL FAILURE HANDLING
	Initial CCR, Tx expiration
	Initial CCR, Tx expiration
	Update CCR, Tx expiration
	Update CCR, Tx expiration
	Initial CCR, Tx expiration for second OCS
	Update CCR, Tx expiration for second OCS

	
	Session failover enabled
	Session failover disabled
	Session failover enabled
	Session failover disabled
	
	

	Failure Action = TERMINATE
	IP CAN bearer is not established.
	IP CAN bearer is not established.
	IP CAN bearer is terminated.

The PGW-CDR is marked.
	IP CAN bearer is terminated

The PGW-CDR is marked.
	N/A
	N/A

	Failure Action= RETRY & TERMINATE
	After Tx expiration, the P-GW sends the Initial CCR to the secondary OCS. The next considerations also apply:

· Tx is restarted.

· Service is not granted yet, i.e. PDP context is not accepted yet.

· If an answer from the first OCS is received after the first Tx expiration, it is ignored.   

In case the secondary OCS is not available, the behaviour is described in the column: ‘Initial CCR, Tx expiration for second OCS’.
	IP CAN bearer is not established.
	After Tx expiration, the P-GW will move all pending update CCRs for the online session to the secondary OCS. The next considerations also apply:

· Tx is restarted 

· Service is only granted until the quota is exhausted. 

· If an answer from the first OCS is received after first Tx expiration, it is ignored.   

In case the secondary OCS is not available, the behaviour is described in the column: ‘Update CCR, Tx expiration for second OCS’.
	IP CAN bearer is terminated.

The PGW-CDR is marked.
	IP CAN bearer is not established.
	IP CAN bearer is terminated.

The PGW-CDR is marked.

	Failure Action= CONTINUE 
	After Tx expiration, the P-GW sends the Initial CCR to the secondary OCS. The next considerations also apply:

· Tx is restarted 

· Service is only granted until the quota is exhausted 

· If an answer from the first OCS is received after the first Tx expiration, it is ignored.   

In case the secondary OCS is not available, the behaviour is described in the column: ‘Initial CCR, Tx expiration for second OCS’.
	The IP CAN bearer is accepted and the credit-control session is considered closed for the P-GW.

The operator can limit the duration of the IP CAN bearer.

The PGW-CDR is marked.
	After Tx expiration, the P-GW will move all pending update CCRs for the online session to the secondary OCS. The next considerations also apply:

· Tx is restarted 

· Service is only granted until the quota is exhausted 

· If an answer from the first OCS is received after the first Tx expiration, it is ignored.   

In case the secondary OCS is not available, the behaviour is described in the column: ‘Update CCR, Tx expiration for second OCS’.
	After the Tx expiration, the failure handling mechanism is immediately triggered:

The credit-control session is considered closed for the P-GW and access to all services is granted for an operator configurable period of time. 

The PGW-CDR is marked. All active service data flow containers shall be added to the CDR.
	After the Tx expiration for the secondary OCS, the failure handling mechanism is immediately triggered:

The IP CAN bearer is accepted and the credit-control session is considered closed for the P-GW.

The operator can limit the duration of the IP CAN bearer.

The PGW-CDR is marked.
	After Tx expiration for the secondary OCS, the failure handling mechanism is immediately triggered:

The credit-control session is considered closed for the P-GW and access to all services is granted for an operator configurable period of time.

The PGW-CDR is marked. All active service data flow containers shall be added to the CDR


	End of modifications
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