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1
Decision/action requested

Discuss and conclude on Recommendations outlined in Section 3
This proposal proposes requirements for keeping HNB IP address stability during HNB life cycle
2
References

Current SA5 email discussions on this topic
3
Rational
3.1 Discussion on frequent HNB IP Address changes
1. The IP addresses pool for HNB shall be big enough to allow many HNBs connect to the network at same time. Based on our estimation, an IP address of private network, the space of available IP address will be more than 16,000,000 if you use an address like 10.x.x.x. It will be enough to be allocated in a femto network. When the number of HNB is more than 16,000,000, the femto network can be divided into more private networks. So the number of IP addresses is always enough.
2. For the scenario which IPSEC is used,  it’s possible to always allocate the same IP address to a HNB. So there will not be frequent IP address changes scenario. 

3. For the scenario which IPSEC is not used, the HNB IP address may change frequently and DNS could be a choice to specifically handle the IP address changes.
4. In this contribution, we will only focus on the discussion of “scenario which IPSEC is used”.

3.2 Scenarios for HNB IP Address with IPSEC tunnel
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Figure 1 – IP update after tunnel is up

HMS knows the IP Address of  HNB when HNB connect to the HMS. And this IP Address is allocated by SecGW. When allocating the IP, SecGW can follow the policy: always try to allocate a fixed IP to a fixed HNB according to HNB’s unique identifier like certification id or IMSI. 

When allocate IP address for HNB in IKE procedure, SecGW may use a valid duration policy. That means, after allocating an IP address for a HNB, SecGW will keep this IP in valid duration. If HNB did not connect with SecGW a long time exceed valid duration, SecGW can take back this IP address to allocate to other HNB. Every time SeGW allocates the IP address for the HNB, the valid duration is renewed.
When HNB move from a place to another place, e.g. another city, the SecGW may be changed. But at that time, HNB will find out its inner IP Address has changed, it will notify HMS to update its IP. This will not so often to occur. HMS could handle the updating when it happens.
Every time that HNB gets a new IP address when establishing a tunnel, it must notify HMS.  

The advantages of this approach are:

· No change to HMS and HNB implementation of TR-069 connection request. Current existing standards could already support the feature. 
· HMS always knows HNB’s IP Address.
4. Detailed Proposal

The following requirements are proposed to be agreed and reformatted to put into TS32.xx1: 

1.  In IPsec scenario, the inner IP addresses for HNB are enough to allow many HNBs connect to the network at same time.

2.  For the scenario of IPSec is used, HNB IP address shall always keep as minimal changes as possible when HNB is switched on.

3. In case inner IP address of HNB is changed, HNB shall notify HMS.
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