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1
Decision/action requested

The group is asked to discuss the proposed architecture for HNB Management related to HNB Management, and introduce the agreed part into the draft TS 32.XX3.
2
References

3
Rationale

This contribution is proposing the HNB OAM architecture for better understanding of future HNB management related requirements. Contribution is focusing on different entites which are part of HNB Network & the interfaces/protocol they use to communicate to each other.
4
Detailed proposal

Text Proposal for TS 32.xx3
	1st Modified Section


5
Architecture for HNB Management
5.1 

HNB OAM functional architecture

This section provides the HNB OAM functional architecture. We distinguish the two following cases:

· A HNB is connected to a BB device (typically a residential gateway providing connectivity via an access provider domain). The BB device provides routing, NAT and firewall functionality.

· A BB device with an integrated HNB functionality

The HNB Management System (HMS) main tasks are to provision configuration data on the HNB. It provides the following functional entities:

· A file server

· A TR-069 autoconfiguration server (ACS)

However the file server may be used by other applications in the MNO domain.
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Figure x: Architecture for HNB Management
5.2
Functional Elements

5.2.1
Initial HNB Management System (HMS)

The initial HMS provides location verification of HNB and assigns appropriate serving elements (Serving HMS, Security Gateway and HNB-GW).
5.2.2
Initial Security Gateway (SeGW)

The Initial SeGW is factory programmed in the HNB so as to allow initial establishment of an IPSec security association and communication with the initial HMS.
5.2.3
Serving HNB Management System (HMS)

Provides the following functionalities:

· TR-069 Auto-configuration server

· File server for file upload or download

· Provisioning of configuration data to the HNB

· Provides Serving SeGW discovery
5.2.4
Serving Security Gateway (SeGW)

Terminates IPSec security association and implements a forwarding function to allow forwarding IP packets upstream and downstream:

· Downstream: packets are forwarded on appropriate IPSec tunnels towards the HNB gateways based on their destination IP addresses

· Upstream: forwarding IP traffic to the appropriate HNB-GW, HMS or other network elements based on destination IP addresses
5.2.5
Serving HNB Gateway (HNB-GW)
-
Terminates Iuh from HNB. Appears as a RNC to the existing Core network using existing Iu interface. 

-
Provides service to the HNB
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