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1
Decision/action requested

Discuss and conclude on Recommendations outlined in Section 5
2
References

Various SA5 & RAN3 contribution & current SA5 discussions on ANR & NRO, TS 32.816 (5.1.3.1.2),

S5-081323(R1)
3
Rationale

Develop NRO requirements through reaching a common understanding on interpreting RAN 3 NRT (R3-080988), while also considering related and additional O&M related needs, e.g. TS 32.816 (5.1.3.1.2).
Section 4 purpose: required capabilities, definitions, and open issues
Section 5 purpose: recommendation(s) for NR Management Requirements to be added into TS 32.511
Note: this contribution is a follow-up to S5-081323, and only addresses the remaining X2 related requirements.

4
Required capabilities, definitions, and open issues
Required capabilities

When monitoring existing NR’s, an IRP Manager should be able to identify:

· Is there a NR established, or not (NR established is equivalent to “table entry exists”)
· Is there a HO for this NR allowed, or not

· Is there a X2 for this NR established, or not

· What control ANR has over NR removal (allowed or not), NR usage for HO (allowed or not), & X2 establishment (allowed or not)
When managing NR’s, an IRP Manager should be able to:

· Add a NR for HO usage, or an X2 establishment
· Remove a NR for HO usage, or an X2 establishment
· Whitelist a NR for HO usage, or an X2 establishment
· Blacklist a NR for HO usage, or an X2 establishment
Definitions
Add NR - in principle, adding an NR does not define what the NR is used for; nevertheless, as there is currently only one function defined for NRT (Use for HO), adding a NR implicitly assumes “Add & Use for HO” – it is anticipated that as soon as other functions are added by RAN3 (e.g. Interference Control, Load Balancing), that adding a NR has to include a qualifier identifying for what purpose this NR is to be used (and a management capability is needed to change this qualifier as needed)

ANR – stands here for ANR function located in eNodeB (as defined by RAN3, including NRT)
NRO – stands here for NR Optimization capability (automatic or manual) outside of eNodeB, using IRPAgent to manage ANR/NRT (automatic planning tool, operator, or NM-layer optimization tool)
Whitelisting – the capability of NRO to add a NR for HO, or X2 Link on a permanent/static basis, via IRPAgent using a combination of NoRemove & NoHo/No/X2 attribute setting (this setting cannot be changed by ANR); Whitelisting is used to enforce operator determined administrative settings, as well as to resolve ping/pong effects
Blacklisting - the capability of NRO to remove a NR for HO, or X2 Link and to prohibit such NR’s on a permanent/static basis, via IRPAgent using a combination of NoRemove & NoHo/No/X2 attribute setting (this setting cannot be changed by ANR); Blacklisting is used to enforce operator determined administrative settings, as well as to resolve ping/pong effects
ANR Control – means ANR has a certain degree of control over ANR optimization functionality, e.g. the ability to add/remove a NR, add/remove HO usage for this NR, as well as add/remove an X2 IF; the degree of control may be restricted by NRO using withelisting and blacklisting capabilities
Add NR or X2 via Itf-N: the capability of NRO to add a NR, or X2 IF, via IRPAgent (while ANR can adjust these setting based on its own optimization capabilities); it includes “establishment” (immediately) & subsequently “allow” usage
Remove NR or X2 via Itf-N - the capability of NRO to remove a NR, or X2 IF, via IRPAgent (while ANR can adjust these setting based on its own optimization capabilities going forward)
X2 IF – it is understood that X2 is established between eNodeB’s, and that a cell-based X2 NR reflects usage of X2 for this NR; X2 relationships should be bi-directional on eNodeB-level, and mismatching  NoX2 settings should be considered an error, and reported accordingly
5.
Proposal
(1) It is proposed to add the requirements for the following capabilities into 32.511 “Automatic Neighbor Relation (ANR) management; Concepts and requirements”:
REQ_NR_MGMT_2b
 
An IRPManager shall be able to request establishment of an X2 IF
“establish” (immediately) & subsequently “allow” usage – “establish” a X2 NR would mean establishment on eNodeB level, if not yet existing
REQ_NR_MGMT_3b
 
An IRPManager shall be able to request the release of an X2 IF and subsequently
“remove” from usage
REQ_NR_MGMT_4b
An IRPManager shall be able to whitelist a X2 IF (and to remove this restriction)
Combination of request establishing of an X2 IF & administrative locking  
REQ_NR_MGMT_5b
An IRPManager shall be able to blacklist an X2 IF (and to remove this restriction)
Combination of request release of an X2 IF & administrative locking  
(2) SA5 shall discuss and consider additional NR usages beyond HO (e.g. Interference Control or Load Balancing, currently deliberated in RAN3), as purely focusing on HO usage for a NR will provide an insufficient management solution. This will include considerations for additional information/attributes/values included into the NR model, which support management of extended usages of a NR.
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