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1
Decision/action requested

Agree on inclusion of the proposed material into draft 32.sc0 and 32.cc2
2
References

[1] S5-080877 
Self-Configuration: Update the Logical Architecture and Description of Functional Blocks

[2] Draft 32.500 (former 32.sc0) V0.1.1 Self-Establishment of eNodeBs; concept and requirements

[3] Draft 32.502 (former 32.cc2) V0.1.1 Self-Establishment of eNodeBs; stage 2 descriptions
[4] S5-080950 Input for Self-Configuration Monitoring and Management
3
Rationale

This contribution discusses and proposes refined requirements for SW management in the context of self-establishment of eNodeBs.

It is based on the logical architecture as agreed in [1] and included in [2]:
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Figure‑1 logical architecture
The following requirements (taken from [2]) need further refinement:

REQ_SC_SWDL_1
 
The software download should be automated as much as possible so that no or only minimal manual intervention is required.

REQ_SC_SWDL_2
 
The actor at NM level should have monitoring and interaction capabilities regarding the software download into the NE.

REQ_SC_SWDL_3
 
The software download functions used during the establishment of a new eNodeB in the network should be reused as much as possible for software upgrade.

Their refinement has impact on other requirements: 

REQ_SC_MON_1 
The actor on NM level shall be able to monitor the execution of the self-configuration process.

REQ_SC_MON_2 
To support the monitoring of the execution of the self-configuration process, existing capabilities shall be reused as much as possible.
These are be addressed in [4].

Basic assumptions for SW Download : 

SW_DL Function is located on DM, no SW provision via Itf-N.

The SW itself is not transported via Itf-N, but via other communication channels.
How new SW is deployed at the repository is out of scope of standardisation.
It is the DM’s/EM’s responsibility to handle the vendor specific issues of Software handling.

It is the DM’s/EM’s responsibility to schedule SW downloads/installation/activation considering restricting factors like available bandwidth, processing power, network load etc. .
Based on this we propose the following additional refinements to requirement REQ_SC_SWDL_2:

For management and monitoring of SWDL see [4]

REQ_SC_SWDL_2.1
 
It shall be possible for the actor at NM level to retrieve information about the SW which is present in an eNodeB.
REQ_SC_SWDL_2.2
 
It shall be possible for the actor at NM level to monitor changes in the SW which is present in an eNodeB / repository (newly downloaded/installed/activated/fallback)..

REQ_SC_SWDL_2.3
 
It should be possible for the actor at NM level to instruct the DM to trigger a SW fallback in an individual eNodeBs or groups of eNodeBs.

REQ_SC_SWDL_2.4
 
It shall be possible for the actor at NM level to receive alarms in case of failures during the SW-download/-installation/-fallback process.

These requirements lead to the following information to be exchanged via Itf-N:
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NM to DM (1):
DM to NM (2)

Allow/Disallow usage of SW 
Notify availability of SW
Retrieve information about SW in NEs 
Notify changes of SW in NEs

Alarm in case of errors

This leads to the following stage 2 descriptions:

From REQ_SC_SWDL_2.1 

Operation retrieveSWVersion (mandatory) (NM to DM):
Input Parameters:

filter (mandatory): 
To describe properties of the NEs to be selected. 

Output Parameters:

swListInNEs (mandatory): 

Each entry in the list contains:

nEIdentification

swList 

swListStatus (values: listComplete, listIncomplete)
Result (mandatory): 
Success 
partly successful – swListStatus is listIncomplete for at least one NE and listComplete for at least one other NE
Failure 
Empty swListInNEs and Result=Success means: No NEs fulfilling filter were found.

From REQ_SC_SWDL_2.2
Notification notifySWChanges (mandatory) (DM to NM):
Input Parameters:

identifier (mandatory): identification of the network element where SW changed
changedSW (mandatory): information about changed SW at the NE.
From REQ_SC_SWDL_2.3 
Operation triggerSWFallBack (optional) (NM to DM):
Input Parameters:

filter (mandatory): 
To describe properties of the NEs to be selected.

Output Parameters:

nEList (mandatory): 

Each entry in the list contains:

nEIdentification

swFallbackStatus (values: fallbackSuccessful, fallbackUnsuccessful)
Result (mandatory): 
Success  
partly successful – swFallbackStatus is fallbackUnsuccessful for at least one NE and fallbackSuccessful for at least one other NE
Failure 
From REQ_SC_SWDL_2.4
Re-use of notifyNewAlarm as defined in 32.111-2 with the following definition:

The parameter “probableCause” shall use one of the values 
“softwareDownloadFailure” (already defined), 
“softwareInstallationError” or 
“softwareFallbackError” (the latter two values need to be introduced).

All other interfaces of alarmIRP are to be used correspondingly and unchanged.

4
Detailed proposal

The following changes are proposed for draft TS 32.500.
[copy of requirements and basic assumptions from above]

The following changes are proposed for draft TS 32.502 (formerl 32.ccs):
[all proposed text is new, but not marked as new for better readability]

	1st Modified/New Section


4.1
Management and Monitoring of Self-Establishment

4.1.1
Usage of Itf-N

For specifically defined interface see Y.3.1.

4.1.1.1
Usage of alarmIRP
AlarmIRP is re-used for alarm reporting of self-establishment.

Specific definitions:

4.1.1.1.2
Usage of information object classes

No specific definitions.
4.1.1.1.2
Usage of notifications

No specific definitions.
4.1.1.1.3
Usage of notifications

For notification without sub-clause no specific definitions exist.

4.m.1.k.1.h
Usage of notifyNewAlarm

The parameter “probableCause” shall use one of the values 
“softwareDownloadFailure” (already defined), 
“softwareInstallationError” or 
“softwareFallbackError” (the latter two values need to be introduced)
For parameter alarmType the value “ProcessingErrorAlarm” should be used.

Parameters trendIndication and thresholdInfo should not be used.

	Next modifications


Y.3.1
Operation retrieveSWVersion (mandatory)
Y.3.2
Notification notifySWChanges (mandatory)
Y.3.3
Operation triggerSWFallBack (optional)
[Definitions see above in this contribution, but following TS 32.151 “IRP IS template”, §Y.]
	End of modifications


------------------------------------------------------END OF CONTRIBUTION------------------------------------------------------
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