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Decision/action requested
Agree on requirements for support of ANR blacklist
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Rationale
3.1 Background
The ANR function has been agreed as one of the SON functionalities that will be implemented in eNodeBs in Rel.8. This functionality has been explained in detail in the LS from RAN3 to SA5 [1] and the accompanying clarification document [2]. In this contribution, the RAN3 definition of the ANR function as described in [2] will be referred to as “baseline ANR function” 

In the baseline ANR function, the interaction between the OAM and the ANR function consists of the following:

· The OAM shall be able to add new neighbour relations (NR)

· The OAM shall be able to set the attributes of the new NRs and update the attributes of the existing NRs

· The OAM shall be informed in a standardized way by the ANR function about the newly added and removed NRs

The baseline formulation of the ANR function does not provide means for the operator to blacklist neighbor relations. 
3.2 Need for blacklists
The baseline ANR function allows re-active prevention of the neighbor relations by the OAM by means of the constraints to the existing neighbor relations. However, the ANR function does not provide for pro-active prevention of the creation of neighbor relations. The ability to pro-actively prevent the addition of specific new neighbor relations is justified by the following arguments:
Ability to pro-actively prevent neighbor relations
The OAM can have additional information about the detected neighbors, including the performance measurements in the neighboring cells, operator’s policies with respect to handover management etc. that would warrant blacklisting of specific neighbor relations. This information might not be available to the eNB, so the eNB might create neighbor relations with undesired neighbors. Since there are no requirements regarding the delay for sending NR report to the OAM, the OAM might be unaware that undesired neighbor relation has been setup by the eNB for extended period of time. During this time, the OAM will not be able to set constraints to the undesired neighbor relation. The only way to resolve this is to allow the OAM to pro-actively blacklist neighbor relations.
Support for RRC blacklist

In [4], the RRC neighbor blacklist is specified. If the OAM support for the RRC neighbor blacklist is required, OAM blacklist will be required. 
Prevent neighbor addition/removal ping-pongs 

If OAM is allowed to remove neighbor relations, blacklist is required to prevent ping-pongs between neighbor removals by the OAM and neighbor additions by the ANR function.
4 Description
Based on the arguments laid out in the previous section, OAM should manage the blacklists of neighbor relations.
For illustration purposes, one implementation of the ANR function with the ability to configure NR blacklists in the OAM is shown in Figure 1.
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Figure 1 – Example of an ANR function implementation supporting blacklists configured in the OAM
The ANR Configuration Function (ACF) in the NM configures the blaclist. 

5 Detailed proposal
PROPOSAL 1


It is proposed to add the following requirements to the specification level requirements in [3]:

REQ-MGMT_EUTRAN_EPC-CON-XXE
Blacklists shall be supported to prevent the setup of neighbour relations. The blacklist shall be configurable over the Itf-N interface.
PROPOSAL 2  

It is proposed to send LS to RAN3 to request the support for the blacklists by the ANR function in the eNB.
PROPOSAL 3  

It is proposed to send LS to RAN2 to ask about their view on the necessity of the OAM support for the RRC blacklists.
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