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Decision/action requested

To agree on requirements for Automatic Neighbour Relations in eUTRAN, to ba added to 32.816.
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3
Rationale

This contribution is an update of [12] which was discussed during SA5 #56, Guangzhou. Automatic Neighbour Relations (ANR) has been discussed extensively in the concept of self optimizing networks. The objective of this contribution is to propose new content to [1].

ANR have been discussed in contributions [2, 4, 5, 6, 7, 8, 9]. We refer especially to [9] for a justification and technical background. For justifications for whitelists and blacklists, see [4].

During RAN3 #57bis, 8-10 Oct, Sophia Antipolis, contribution [10] and LS [11] were submitted and conditionally approved. This contribution complements [10, 11] with SA5 aspects.

To comply with RAN3 terminology, ANRL in previous contributions is replaced by ANR (Automatic neighbour Relations”.

3.1
Background

The ANR (Automatic Neighbor Relation) function relies on cells broadcasting their global level identity. The identity is the Global Cell Identifier (Global-CID).
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Figure X: Automatic Neighbour Relation function

This function works as follows:

The eNodeB serving cell A has an ANR function. As a part of the normal call procedure, the eNodeB instructs each UE to perform measurements on neighbor cells. The eNodeB may use different policies for instructing the UE to do measurements, and when to report them to the eNodeB.

1. The UE sends a measurement report regarding cell B. This report contains Cell B’s Phy-CID, but not its Global-CID.
When the eNodeB receives the UE measurement reports containing Phy-CID which is not in the Automatic Neighbor Relation List for that cell, the following procedure is used.

2. The eNodeB instructs the UE, using the newly discovered Phy-CID as parameter, to read the Global-CID of the neighbor cell. To do so, the eNodeB may need to schedule a gap sufficiently large to allow the UE to read the Global-CID in the neighbor cell, this as the UE need to decode the new cell’s broadcast of its Global-CID.

3. When the UE has found out the new cell’s Global-CID, the UE reports the detected Global-CID to the serving cell eNodeB.

4. The eNodeB may decide to add this neighbor relation. If so, it uses the Global-CID to:

a. Lookup a transport layer address to the new eNodeB (FFS if this needs to be standardized by 3GPP).

b. If needed, setup a new X2 interface towards this eNodeB. 

c. Update its Automatic Neighbor Relation List.

d. Reports the changed Automatic Neighbor Relation List to Domain Manager (DM).

e. The Domain Manager reports changed Automatic Neighbor Relation List to Network Manager (NM).

Automatic Neighbour Relation List

The ANR function is implemented in the cells served by an eNodeB. The ANR function for a cell will automatically manipulate the cell’s Automatic Neighbour Relation List (ANRL).  Specifically, the contents of the ANRL is changed only by the ANR function. A basic assumption with ANR is that all neighbour relations needed by a cell can be found using that algorithm.
Blacklists

It is envisioned that an operator will need to prohibit certain cell Neighbour Relations (NRs). For example, cell-16 is not allowed to hand over call to cell-89 under any circumstances. This could be called “Blacklisting”. 
It is envisioned that blacklisting a NR is done in a planning tool. Specifically, it is not done by ANR function. The planning tool communicates that information to a NM, which forwards the information via Itf-N to the eUTRAN Domain Manager (DM).  
Whitelists

It is envisioned that an operator at times want to add NRs manually. This could be called “whitelisting”.

It is envisioned that whitelisting a NR is done in a planning tool. Specifically, it is not done by ANR function. The planning tool communicates that information to a NM, which forwards the information via Itf-N to the eUTRAN Domain Manager (DM). 

Whitelists can be used by an operator who has elected to not use the ANR function. In this case, planning tools (specifically not ANR function) is used to decide on NRs. The planning tool will populate entries in the Whitelists to capture the NRs. This is similar to planning and configuration as for traditional RANs. Not using the ANR function will give no OPEX reduction.

Automatic removal of neighbour relations

Some neighbour relations in the ANRL will eventually become obsolete. The reason could for example be a removed cell, or a change in antenna pattern. The obsolete neighbour relation will not disturb performance of the cell; however, cleaning unnecessary data is generally a good thing. 

Automatic removal of obsolete neighbour relations can be done locally in an eNodeB, and needs no standardization.

4
Detailed proposal

For ANR to work, standardization is needed in RAN2, RAN3 and SA5. The following sections describe what needes to be standardized by SA5.

	Added text


5.1.n Automatic Neighbour Relation function
ANR is related to two Use Cases:

· 1. Establishment of new eNodeB in network. The ANR function covers the neighbour relation handling of this Use Case. The ANR algorithm works for a newly installed eNodeB, and automatically populates the initially empty Automatic Neighbour Relation List. 

· 2. Optimisation of the neighbourhood list. The ANR function covers Automatic Neighbour Relation List additions and removals for E-UTRAN. It minimizes the need for planning and configuring neighbour relations. It does not cover inter-RAT relations. It does not cover the measurements and analysis needed for discovering unsuitable neighbours. It does however cover the configuration of unsuitable neighbours through the Blacklist.

5.1.n.1
Requirements
The following requirements apply:

REQ-MGMT_EUTRAN_EPC-CON-XX3
Is should be possible to manage the ANR function. Management of ANR includes the management of Whitelists and Blacklists, as well as a means to switch the ANR function on and off.

REQ-MGMT_EUTRAN_EPC-CON-XX4
Blacklists should be supported to restrict Neighbour Relations. The Blacklist function should be configurable by standard means, for example the Itf-N interface.

REQ-MGMT_EUTRAN_EPC-CON-XX5
Whitelists should be supported, so that planning of neighbour relation lists can be done without the automatic function. The Whitelist function should be configurable by standard means, for example the Itf-N interface.

[Editor’s note: Requirements XX2 to XX5 might be moved to the Specification Level Requirements section]

5.1.n.2
Actor roles

Domain Manager (DM) playing the role of an IRPAgent.

Network Manager (NM) playing the role of an IRPManager.
5.1.n.3

Telecommunications resources

Relevant telecommunications resource for this set of requirements consists of the Domain Manager (DM), the Network Manager (NM), the Cell, the eNodeB and Home eNodeB serving that Cell. 

5.1.n.4
High-level use cases

5.1.n.4.1 DM reports new cell relation to NM
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Figure X+1
Diagram for Use Case DM reports new cell relation to NM

5.1.n.4.2 NM configures Blacklist in DM
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Figure X+2
Diagram for Use Case NM configures Blacklist in DM

5.1.n.4.2 NM configures Whitelist in DM
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Figure X+3
Diagram for Use Case NM configures Whitelist in DM
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