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1
Decision/action requested

To discuss the charging flows in Online Charging Correlation
This contribution addresses the following issues:
1. What identity should be used for the online correlation? Should it be same with offline charging?  In different application, like MMS, IMS, PS respectively, which identify should be used for the correlation?

Section 4.1

2. How to perform credit control at different CTFs?  

Section 4.2

The proposal is proposing a simplified way to implement credit control to multi CTFs.
3. IMS/MMS charging should be aligned to support online correlation.
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Rationale

Online Charging Correlation (OCC) is to realize correlative charging between multiple CTFs when multi entities at different level are involved in service usage. In order to implement this function, the following aspects should be considered:

1) Correlating charging information reported by CTFs to OCS;

2) Using the correlated charging information for rating;

3) Implementing credit control to the service request according to the result of correlated online charging.
There are two options for online charging correlation as following:

1) Normal online charging correlation

In this solution, credit control should be respectively performed in the CTFs and rating is based on correlated charging information from the two or more CTFs.

2) Online charging correlation as per the service
In this solution, for a realistic implementation, network element involved may play different function in the charging correlation: the principal element for the credit control; the assistant element in online charging correlation. The charging information generated at this node may only affect rating.
The function of the node in correlated charging will be identified in CTF in service delivery. When OCS identifies the function role of the node, it will perform different credit control for network element in online charging correlation. 
The detailed description is listed in the following section 4. It is composed of three mains sections:
1) Section 4.1 describes the flow of correlating charging information in OCS including two methods for the creation of Online Charging Correlation ID.

2) Section 4.2 describes the flow of credit control for normal online charging correlation.

3) Section 4.3 describes the flow of credit control for online charging correlation based on Charging-Role-of-Node.
4     Detailed proposal
4.1 Online Charging Correlation Identifier
4.1.1 OCCI(Online Charging Correlation Identifier) assigned by OCS option
Due to OCS may be implemented to support many services, in this case, the unique of the correlation ID in side the OCS should be guaranteed. Hence OCS may be the entity to allocate the ID, the ID may be transferred back to CTF by OCS. 

Figure 1 shows the flow that OCCI is assigned by OCS and shared between CTFs.  And it also describes the process in OCS according to OCCI. 
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Figure1: OCCI assigned by OCS
1. CTF1 receives a service/session request. The service/session request may be done either by the user or the other network element.
2. CTF1 sends CCR to OCS including Service Id.
3. OCS creates charging context and assigns OCCI for Online Charging Correlation.
4. OCS sends CCA to CTF1 with OCCI generated in OCS.
5. CTF1 shares the OCCI with CTF2. (This process could be implemented by service flow)
6. CTF2 sends CCR to OCS with OCCI assigned by OCS.
7. OCS finds the charging context of CTF1 according to the OCCI and correlates the two charging sessions.
8. OCS sends CCA to CTF2.
4.1.3   OCCI assigned by CTF option
In IMS charging, IMS-Charging-Identifier and Service-Context-Id may be used as a global unique identifier In MMS charging, bearer charging information may be used as the online correlation identifier if a mechanism can be support to guarantee the global unique of the identifier in OCS. 
Figure 2 shows the flow that OCCI is assigned by CTF and shared between CTFs.  And it also describes the process in OCS according to OCCI. 
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Figure 2: OCCI assigned by CTF
1. CTF1 receives a service/session request. The service/session request may be done either by the user or the other network element.
2. CTF1 assigns OCCI and sends CCR including OCCI to OCS.
3. OCS receives the CCR and stores OCCI for the following Online Charging Correlation.
4. OCS sends CCA to CTF1.
5. CTF1 shares the OCCI with CTF2. (This process could be implemented by service flow)

6. CTF2 sends CCR to OCS with OCCI assigned by CTF1.
7. OCS finds the charging context according to the OCCI and correlates the charging information.
8. OCS sends CCA to CTF2.
4.2 Possible Present Implementation of Credit Control in CTFs
Due to the service delivery, it’s assumed that the correlated sessions between CTF1/CTF2 and OCS are same. That means if CTF1 establishes an event based charging session with OCS, the corresponding charging session between CTF2 and OCS is event based charging too, for session based charging, vice versa. 
4.2.1 Event Based Online Charging Correlation
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Figure 3: ECUR for Online Charging Correlation
1.  CTF1 receives a service request. The service request may be initiated either by the user or the other network element;
2.  CTF1 sends CCR message with CC-Request-Type set to INITIAL_REQUEST to OCS;

3.  If online charging correlation should be done, OCS creates charging context. Since when OCS receives the CCR, the charging request from CTF2 has not reached, the rating and credit control will be postponed until it get the other charging request. OCS will send a virtual authorization for CTF1; (note that we can’t guarantee that the charging requests which need to be correlated arrive at the OCS at the same time)
4.  OCS returns CCA message which including Virtual-Authorization information indicating CTF1 to continue the service request to CTF2. This message may also include Result-Code AVP set to VIRTUAL_AUTHORIZATION. In this scenario, GSU may be set to infinite or no GSU is included.
5.  WhenCTF2 receives the service request, it sends CCR message with CC-Request-Type set to INITIAL_REQUEST to OCS;
6.  OCS correlates the two charging sessions and determines the suitable rate based on the charging information from CTF1 and CTF2;

7.  OCS sends RAR to CTF1 and notifies CTF1 for reauthorization;

8.  CTF1 acknowledges with a RAA;

9.  CTF1 sends CCR message with CC-Request-Type set to TERMINATION_REQUEST to OCS for Debit;

10. OCS debit based on the rate determined in step 6;

11. OCS returns CCA with CC-Request-Type set to TERMINATION_REQUEST to CTF1;

12. OCS returns CCA with CC-Request-Type set to INITIAL_REQUEST to CTF2;

13. CTF2 sends CCR with CC-Request-Type set to TERMINATION_REQUEST to OCS for Debit;
14. OCS deducts the amounts used from the account based on the rate;

15. OCS returns CCA message with CC-Request-Type set to TERMINATION_REQUEST to CTF2.

4.2.2 Session Based Online Charging Correlation
4.2.2.1 Session Establishment
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Figure 4: SCUR for Online Charging Correlation 

1. CTF1 receives a service request. The service request may be initiated either by the user or the other network element.
2. CTF1 sends CCR with CC-Request-Type set to INITIAL_REQUEST to OCS.
3. If following online charging correlation is expected, OCS creates charging context and determines virtual authorization for CTF1.
4. OCS returns CCA message with CC-Request-Type set to INITIAL_REQUEST which includes Virtual-Authorization AVP indicating CTF1 to forward service request to CTF2 and wait for following credit control.

5. When receiving session request, CTF2 sends CCR message with CC-Request-Type set to INITIAL_REQUEST to OCS.
6. OCS correlates the two charging sessions and determines the suitable rate based on the charging formation from CTF1 and CTF2. OCS performs credit control for CTF2.
7. OCS returns CCA to CTF2 with CC-Request-Type set to INITIAL_REQUEST.
8. OCS sends RAR to CTF1 notifying CTF1 for re-authorization.
9. CTF1 acknowledges RAA to OCS.
10. CTF1 sends CCR message with CC-Request-Type set to UPDATE_REQUEST to OCS for reauthorization.
11. OCS performs credit control for CTF1 based on the rate that determined in step 6.
12. OCS returns CCA message with CC-Request-Type set to UPDATE_REQUEST to CTF1 with new quota.
13. Session delivery starts and the reserved units are concurrently controlled.
14. During session delivery, in order to perform Debit Units and subsequent Reserve Units operations, the network element sends a CCR with CC-Request-Type AVP set to UPDATE_REQUEST, to report the units used and request additional units.

15. The OCS deducts the amount used from the account and determines the tariff again according to the new charging information.
16. OCS returns CCA with CC-Request-Type set to UPDATE_REQUEST including GSU to CTF1.
17. OCS sends RAR to CTF2 for re-authorization.
18. CTF2 acknowledges OCS with RAA.
19. CTF2 send CCR message with CC-Request-Type set to UPDATE_REQUEST to OCS.
20. OCS determines the quota based on the tariff determined in step 16.
21. OCS returns CCA with CC-Request-Type set to UPDATE_REQUEST including GSU to CTF2.
22. Session delivery continues and the reserved units are concurrently controlled.
23. The session is terminated at the network element.
24. When receiving session termination request, CTF1 sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.
          25. The OCS deducts the amount used from the account. Unused reserved units are released, if applicable.
26. The OCS acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP indicating TERMINATION_REQUEST.
27.  When receiving session termination request, CTF2 sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.
28. The OCS deducts the amount used from the account. Unused reserved units are released, if applicable.
29. The OCS acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP set to TERMINATION_REQUEST.
4.3 Online Charging Correlation Based On differentiation of Charging Role of Node
In an actual scenario, CTF (network element) may play an explicit function in the charging; only one of them will perform as the principle charging point for the credit control
4.3.1 Event Based Online Charging Correlation
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Figure 5: ECUR for Online Charging Correlation based on Charging-Role-of-Node
1.  CTF1 receives a service request. The service request may be initiated either by the user or the other network element.
2.  CTF1 sends CCR with CC-Request-Type set to INITIAL_REQUEST to OCS. This message includes the Charging-Role-of-Node AVP indicating the type of CTF1 in online charging correlation. In this flow, the value of Charging-Role-of-Node is ASSISTANT_CONTROL.
3.  If following online charging correlation is expected, OCS creates charging context and determines virtual authorization for CTF1 according to the value of Charging-Role-of-Node information. If the value of Charging-Role-of-Node AVP is MASTER_CONTROL, the OCS indicates CTF1 waiting for following credit control. If Charging-Role-of-Node is ASSISTANT_CONTROL, OCS indicates that there is no need for credit control and following report of charging information or there is no need for credit control but following reporting charging information is needed. In this flow, OCS indicates there is no need for credit control but following report of charging information is needed.
4.  OCS returns CCA message to CTF1 with CC-Request-Type set to INITIAL_REQUEST which includes Virtual-Authorization AVP to indicate that there is no need for credit control and late report of charging information.
5.   When receiving service request, CTF2 sends CCR with CC-Request-Type set to INITIAL_REQUEST to OCS. This message includes Charging-Role-of-Node AVP. In this flow, the value of Charging-Role-of-Node AVP is MASTER_CONTROL.
6.  OCS correlates the two charging sessions and determines the suitable rate based on the charging formation from CTF1 and CTF2. OCS performs credit control for CTF2.
7.  OCS returns CCA to CTF2 with CC-Request-Type set to INITIAL_REQUEST.
8.  Content/service delivery starts and the reserved units are concurrently controlled.
9.   When content/service delivery is completed, CTF2 sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.
10. The OCS deducts the amount used from the account. Unused reserved units are released, if applicable;
11. The OCS acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP indicating TERMINATION_REQUEST.
4.2.3.2 Session Based Online Charging Correlation
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Figure 6: SCUR for Online Charging Correlation based on Charging-Role-of-Node 

1.  The network element receives a session initiation. The session initiation may be done either by the user or the other network element.
2.  In order to perform Reserve Units operation for a number of units (monetary or non-monetary units), CTF1 sends a Credit-Control-Request (CCR) with CC-Request-Type AVP set to INITIAL_REQUEST to the OCS. This message includes Charging-Role-of-Node information indicating the type of CTF1 in online charging correlation. In this flow, the value of Charging-Role-of-Node AVP is ASSISTANT_CONTROL.
3.  If following online charging correlation is expected, OCS creates charging context and determines virtual authorization for CTF1 according to the value of Charging-Role-of-Node AVP. If the value of Charging-Role-of-Node AVP is MASTER_CONTROL, OCS indicates CTF1 to wait for following credit control. If the value of Charging-Role-of-Node AVP is ASSISTANT_CONTROL, OCS indicates CTF2 that there is no need for credit control and following report of charging information or there is no need for credit control but following reporting charging information is needed. In this flow, OCS indicates there is no need for credit control and following report of charging information. 
4. OCS returns CCA message to CTF1 with CC-Request-Type set to INITIAL_REQUEST which includes Virtual-Authorization AVP to indicate that there is no need for credit control but following report of charging information is needed.
 5.  When receiving session request, CTF2 sends a Credit-Control-Request (CCR) with CC-Request-Type AVP set to INITIAL_REQUEST to the OCS. This message includes Charging-Role-of-Node AVP indicating the type of CTF2 in online charging correlation. In this flow, the value of Charging-Role-of-Node AVP is MASTER_CONTROL.
6.  OCS correlates the two charging sessions and determines the suitable rate based on the charging formation from CTF1 and CTF2. OCS performs credit control for CTF2 according to Charging-Role-of-Node.
7.   OCS returns CCA to CTF2 with CC-Request-Type set to INITIAL_REQUEST.
8.  Content/service delivery starts and the reserved units are concurrently controlled.

9.   During session delivery, for some trigger conditions, CTF1 sends a CCR with CC-Request-Type AVP set to UPDATE_REQUEST, to report the units used.
10. OCS determines the rate based on the new charging information.

11. OCS returns a CCA to CTF1 with CC-Request-Type AVP set to UPDATE_REQUEST.

12. OCS sends RAR to CTF2 for re-authorization.
13. CTF2 acknowledges with RAA.

14. CTF2 sends a CCR with CC-Request-Type AVP set to UPDATE_REQUEST, to report the units used and request additional units. The Used-Service-Unit (USU) AVP is complemented in the CCR message to deduct units from both the user's account and the reserved units.

15. The OCS deducts the amount used from the account. If the credit balance is sufficient, the OCS reserves the corresponding amount from the users account based on the rate determined in step 10.

16. Once the deduction and reservation have been made, the OCS returns Credit-Control-Answer message with CC-Request-Type set to UPDATE_REQUEST to CTF2, in order to allow the content/service delivery to continue (new Granted-Service-Unit (GSU) AVP and possibly Cost-Information (CI) AVP indicating the cumulative cost of the service and Remaining-Balance AVP are included in the Credit‑Control-Answer message). 
17. Session delivery continues and the reserved units are concurrently controlled by CTF2.
18. The session is terminated at the network element.
19. When receiving session termination, CTF1 sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.
20. OCS stores the charging information reported by CTF1.

21. The OCS acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP indicating TERMINATION_REQUEST.
22. When receiving session termination, CTF2 sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.

23. The OCS deducts the amount used from the account. Unused reserved units are released, if applicable.

24. The OCS acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP indicating TERMINATION_REQUEST.

5      Conclusion
In order to address the above issues, a proactive solution is proposed as following:

1) OCS may be responsible for the assignment of online correlation id, and return it back to CTF
2) Virtual authorization of the CCR needs to be supported when correlated information is incomplete due to the delay of CCRs arriving from each CTFs.

3) Charging Role of Node need to be differentiated in order to support a actual implementation.
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