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1 Background
This paper presents a network management architecture to support SON use cases identified, such as those defined in reference [1].  The architecture is based on the current IRP architecture (see figure 1 of [2]) with extension (e.g. identification of more interfaces for standardization).
Specifically, this paper presents a template or methodology on how to document standardized SON capabilities.  
2 Context

The following class diagram identifies the interface reference points for the architecture under discussion.  All names, except Itf-X and Itf-Y, are currently defined by 3GPP SA5 IRP specifications.  3GPP should later define the proper name for Itf-X and Itf-Y
. 
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Figure 1: Class Diagram of entities involved in SON
The above context diagram does not indicate if the interfaces between the various entities are to be standardized.  The context diagram simply provides a ‘name’ for the entities (e.g. Domain Manager) and their interfaces (e.g. Itf-Y) for use later when we deal with SON capability in more detail.

The question whether 3GPP would standardize a particular interface such as Itf-P2P for a particular network management domains (e.g. alarm management) and for particular NE types (e.g. MSC) are to be answered for SON use case by case basis.

2.1 Issue related to Administrative domain identification

The above context diagram does not and cannot identify the various operators’ domains.  For example, this class diagram can model multiple NMs but the reader cannot tell which set of NMs are belonging to one operator.    
Whether the operator-A Domain Manager (DM) DM-A6 could or should interwork with operator-B DM-B5 depends on the following:

1. If the operator(s) involved agreed to do so and
2. If DMs involved have implemented the required protocols for use over Itf-P2P.

Therefore, we observe that:

3. 3GPP should proceed to standardize the protocols over Itf-P2P to support SON use case(s).

4. Whether any DM should or could use standardized protocols over Itf-P2P is not a subject of standardization.
5. However, should a claim be made, for example, that DM-A6 and DM-B5 are using standardized protocols over Itf-P2P, their messages exchanged should be in accordance to relevant standard specification. 

The above scenario is discussed with DM-A6 and DM-B5 belonging to different operators.  However, the same observation should be made with DM-A6 and DM-B5 belonging to the same operator.

2.2
Issue related to Single-vendor and Multi-vendor support identifications
The above context diagram only specifies that Network Elements (NEs) can communicate among themselves using itf-X. 
Whether NE-a and NE-b should or could use the standardized protocol over Itf-X depends on the following two points:
1. If the operator(s) involved agreed to do so and 

2. If NEs involved have implemented the required protocols for use over Itf-X.  

Therefore, we observe that:

3. 3GPP should proceed to standardize the protocols over Itf-x to support SON use case(s).

4. Whether any NE should or could use standardized protocols over Itf-x is not a subject of standardization.

5. However, should a claim be made, for example, that NE-A6 and NE-B5 are using standardized protocols over Itf-x, their messages exchanged should be in accordance to relevant standard specification. 

The above scenario is discussed with NE-A6 and NE-B5 belonging to different operators.  However, the same observation should be made with NE-A6 and NE-B5 belonging to the same operator.  

Similarly, same observation should be made with NE-A6 and NE-B5 produced by same or different vendors.

3 Underlying Principles
The ultimate goal of SON is that the human operator does not need to issue commands/controls to NEs to effect NEs’ state and configuration changes.  In SON, the operator defines general policies that processes within IRPAgents and NEs can use as guidance to control the NEs behavior, without operator further input.
However, at present, the technology supporting machine readable policy is not mature.  To complicate matter more, our SON requirements are for large, dynamic, multi-vendor and multi-operators networks operating in a cooperative and yet competitive business environments.  The policies of this environment are complex (e.g. unlike a policy, say deploy 200 routers).  We do not envision the invention and agreement on use of such machine readable policy for such complex business/operating environments anytime soon.

Therefore, we propose to standardize SON capabilities by doing the following two tasks.
3.1
Task 1

Continue to refine the use cases of [1].  In particular, we need to further clarify, for each use case, the business case (e.g. quantify the benefits; quantify the problems; identify possible side effects).  We need to map the use cases of [1] onto the eTOM
 process and to understand their relevance/impact in relation to NE lifecycle such as installation, maintenance, deployment etc.  We also need to clarify the type of data involved for the standard exchange between collaborating processes.  
3.2
Task 2 (the Template)
For each use case identified in [1], do: 
a)
Identify the closed control loop(s) in terms of the trigger (to begin the loop) and the termination point of the loop.
b) 
Identify the collaborating processes involved in the loop.
c) 
Describe the collaborating processes.
d) 
Describe the transactions (exchanged between collaborating processes).  For each transaction defined, we need to specify if it is: 
>> Standardized or vendor-specific or partially standardized, e.g. the data part is standardized but the data transport part is not;
>> Supported by transactional semantics (e.g. does it need a roll back mechanism, does it need a two way commit); 
>> Secured (and if so, what kind of security threat(s) the security mechanism is supposed to guard against);
>> supported for use between two PLMN

e) 
Identify the actors (who can start the trigger).  
g) 
For each identified collaborating process, describe its behavior such as a) the expected action when it receives an incoming transaction request and b) its trigger(s) to send out a transaction request.
h) 
There are two kinds of control loops.  Excluding the source trigger, one kind of control loop involves only NEs.  The “scenario A” mentioned in section 4 uses this kind of control loop.  Another kind of control loop involves NEs and DMs.  The “scenario B” mentioned in section 4 uses this kind of control loop.
i) 
By definition, SON has the capabilities in that once the trigger have started off the closed control loop, the collaborating processes will execute, e.g. invoke necessary transactions, without operator manual input or confirmation.  We think we need a modification of this definition.  In our control loop definition, we would identify the transaction(s) which require optional manual input.  In a standard compliant system, the realization (e.g. is it a system configuration parameter, is it a user-prompt appearing in the operator terminal) is vendor specific.  
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� The Itf-X and Itf-Y, like itf-N, are names of the interface, reference point or integration reference point.  They are not names of protocols such as RANAP or RNSAP.  Rather they are reference points such as Iur, S1, X2 or SA5 Bulk CM IRP IS.    


� Should it be Tom instead of eTOM since 32.101 says Tom.





