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1
Decision/action requested

Agree or disagree about inclusion into baseline text..
2
References

S5-070498 Draft Information Service for Advanced Alarming on Itf-N, Version 0.0.10[at SA5#52]

At SA5#52 the agreement was made to remove the operations getAlarmList_advanced, getLogRecords_advanced, exportLogRecords_advanced. This removal was not change marked.

3
Rationale

This document collects the material which was marked “for further study” in Version 0.0.10 of the IS (this material was removed in Version 0.0.11 – see S5-070911).

4
Detailed proposal

See next pages
6
Interface Definition

6.1
Class diagram

[image: image1]
Figure 6.1b: Class Diagram for AlarmIRPOperation_6 Interface

6.3.4
operation manageCorrelativeRule

Editor’s remark: Disagreement on inclusion of this rule. To be discussed. 

6.3.4.1
Definition
This operation allows an IRP manager to define that an alarm is considered not significant and should therefore not be reported by the IRP agent, if the alarm is categorized as a consequentialAlarm. 
Before an alarm is sent to IRP manager, the IRP agent checks whether the alarm matches one of the alarmPatterns of the correlativeRule. 
If a new alarm matches the alarmPattern of rootAlarm, it then will be regarded as a rootAlarm. 
If the alarm matchs one of the alarmPatterns of consequentialAlarm and the rootAlarm of the correlativeRule has already been raised, then the new alarm will be regarded as a consequentialAlarm and considered as insignificant and should not be sent by the IRP agent.
For a not reported alarm no notifyClearAlarm shall be sent. NotifyClearAlarms for alarms which were reported to the IRP manager before the activation of the correlativeRule shall not be suppressed.

6.3.4.2
Input parameters

	Parameter Name
	Qualifier
	Information type
	Comment

	managerReference
	M, F
	See 32.302
	See 32.302

	rootAlarm
	M
	AlarmPattern
	See note *)

	consequentialAlarms
	M
	LIST OF AlarmPattern
	Minimum list length: 1

	Filter
	M
	N/A
	Carries a filter constraint. It can e.g. comprise objectClass, objectInstance, alarmType, probableCause, perceivedSeverity, specificProblems.


Note*):

The AlarmPattern consists of a list of matchConditions and an assembleType. The assembleType can be AND or OR. 

One matchCondition represents a logical expression. It is composed of attributeName, operator and expectantValue. 
· The attributeName, the left value of the expression, is one attribute of the AlarmInformation. 
· The expectantValue, the right value of the expression, is a valid value of the corresponding datatype of the attributeName. 
If the matchCondition is a matchCondition of an AlarmPattern of a consequentialAlarm, the expectantValue can be a formula using the value of the same attribute (attributeName) of the correlated rootAlarm. This value is represented by “@”. 
· The operator of the expression can be any valid logical operator (=, <>, >, >=, <, <=). 

Examples for alarmPatterns:

rootAlarm=

[
   [
      [alarmRaisedTime, >=, 2006-04-21 15:30:00], 


-- matchCondition #1

      [alarmRaisedTime, <=, 2006-12-31 23:59:59], 


-- matchCondition #2

      [probableCause, =, Congestion]                                                    -- matchCondition #3
   ], AND                                                                                              -- assembleType
]

consequentialAlarms=

{

   [
      [
         [alarmRaisedTime, <=, @+00:30:00], 
         [probableCause, =, Call Setup Failure]
      ], 
      AND
   ]
}

In this example the following rule would be valid from 2006-04-21 15:30:00 until 2006-12-31 23:59:59: 

All CallSetUpFailure alarms raised within the first 30 minutes after a Congestion alarm would not be reported (it’s an example only!).
6.3.4.3
Output parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	advancedAlarmingRuleIdentifier
	M
	INTEGER
	Unique identification of an advanced alarming rule instance within IRP agent

	status
	M
	ENUM (Success, ConflictAtTimeWindowLengths, Failure)
	


6.4
AlarmIRPOperation_7 Interface (O)

Editor’s remark: Inclusion of this interface not yet agreed. To be discussed. 

6.4.1
getAlarmList_partition (M)

6.4.1.1
Definition

The IRPManager requests the IRPAgent to return the AlarmInformation in AlarmList in groups.  The input parameters iOCList, dNList and relation define the memberships (of the various groups). 

The IRPAgent assigns a tag value to each AlarmInformation so that AlarmInformation belonging to the same group will have an identical tag value.  The AlarmInformation and their associated tag values are returned.

The tag values themselves have no meaning beyond the fact that AlarmInformation having identical tag values are members of the same group.  The life cycle of tag values is on per operation basis.  For example, when IRPAgent uses tag value-x to identify a certain group in this invocation, this same or other IRPAgent may use tag value-x to identify the same or different group in another invocation.  There is a standard defined tag value for AlarmInformation that do not belong to group(s) whose membership is defined by the input parameters.  We call this group, the ‘residual’ group.

The parameter relation,iOCList and dNList are used to defined membership in the following way.

· The relation == ‘containment’:  The iOCList or dNList identifies multiple subtrees.  AlarmInformation of instances of one subtree belong to the one group.  Suppose dNList has MscFunction-A and HlrFunction-6.  All AlarmInformation of MscFunction-A and of its contained instances belong to one group.  AlarmInformation of HlrFunction-6 and of its contained instances belong to another group.  Other AlarmInformation belong to the ‘residiual’ group.

· The relation == ‘peer’:  The iOCList or dNList identifies multiple instances.  AlarmInformation of one identified instance and AlarmInformation of another linked (via Link) instance belong to the same group.  AlarmInformation not identified in this way belong to the ‘residual’ group.

· The relation == “containment + peer”: The iOCList or dNList identifies multiple subtrees.  AlarmInformation of instances of one subtree belong to the one group.  In addition, AlarmInformation of instance linked (via Link) to an instance of this subtree also belong to the same group.  AlarmInformation not identified in this way belong to the ‘residual’ group.

6.4.1.3       Input Parameters

	Name
	Qualifier
	Information Type
	Comment

	iOCList
	CM, note 1
	It carries a list of IOC names.
	It carries information that defines membership of a group of AlarmInformation.  See more information in the bullet list of Definition.

	dNList
	CM, note 2
	It carries a list of DNs.
	It carries information that defines membership of a group of AlarmInformation.  See more information in the bullet list of Definition.

	relation
	M
	ENUM of {containment, peer, containment and peer, vendorDefinedRelation-1, vendorDefinedRelation-2, vendorDefinedRelation-x …}
	It carries information that defines membership of a group of AlarmInformation.  See more information in the bullet list of Definition.


Note 1: The constraint for this CM is “dNlist is absent”.

Note 2: The constraint for this CM is “iOCList is absent”.

6.4.1.3       Output Parameters

	Name
	Qualifier
	Matching Information
	Comment

	taggedAlarmInformationList
	M

For the Qualifier of the parameters in each list entry see the 2nd table of 6.3.2.3 
	List of tagged AlarmInformation.
	--

	Status
	M
	ENUM (OperationSucceeded, OperationFailed)
	If allAlarmInformationReturned is true, status = OperationSucceeded.

If operation_failed is true, status = OperationFailed.


6.4.1.4
Pre-condition

There is no pre-condition.

6.3.2.5
Post-condition

taggedAlarmInformationReturned.
	Assertion Name
	Definition

	taggedAlarmInformationReturned
	All AlarmInformation in the AlarmList at the moment of this operation invocation are tagged based on input parameters and returned.

All AlarmInformation in AlarmList remains unchanged and not tagged, as the result of this operation. 


6.3.2.6
Exceptions

	Assertion Name
	Definition

	operation_failed
	Condition: At least one input parameter is invalid or the pre-condition is false or the post-condition is not true.
Returned Information: The output parameter status.
Exit state: Entry state.
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