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5.1.4
Generic User Profile (GUP)


5.1.4.1
General Ideas 


Because of 

· the several domains within the 3GPP mobile system core and access technologies (which lead to a wide distribution of data associated with the end-user)


· and new functions both in terminals and networks (which leads to an increase in data related to Users, Services and User Equipment), 

difficulties for Users, Subscribers, network Operators and Value added service providers to create, access and manage the user-related data located in different entities can be expected.


Thus 3GPP defines a Generic User Profile [x20] in order to provide a means to enable harmonised usage of the user-related information originating from different entities. It represents a collection of User-related data which influence individual user experiences services where a community of entities share this data. The 3GPP Generic User Profile can be stored in the home network environment and/or Value Added Service Provider equipment.


The 3GPP Generic User Profile will be accessed by different stakeholders: 

· Subscriber: The subscriber may hold subscriptions for one user (e.g. in the case the subscriber is identical with the user) or several users (e.g. in the case of a company - the subscriber – holding subscriptions for it’s employees – the users)


· User: The user may or may not be identical with the Subscriber.


· Value Added Service Provider


· Home Network Operator


· Roamed-to Network Operator


· Regulator


GUP will be managed either 

· by one (centralised) or 

· by different stakeholders (de-centralised) such as the 

· user, 

· subscriber, 

· value added service provider and 

· network operator by a standardised access mechanism. 

The 3GPP Generic User Profile allows data exchange between applications within a mobile operator’s network and between mobile operator’s network and value added service providers.


The 3GPP Generic User Profile may be also be used by different applications in a standardised way.


For each user, one User Profile exists, which may consist of several ‘components’ distributed in the home network and value added service provider’s environment. Within the home network, the components may be distributed in various network nodes. Only one master of the component exists, but one or more copies of the master component may exist. The home operator shall be able to copy master components, which are located outside the home network to the home network. Within the home network, functionality exists that is able to locate GUP components, thereby making applications unaware of the actual location of the components. The administration and management of the data associated with this functionality is under the control of the home network. Although GUP does not attempt to provide an actual classification of the data it may contain, one may consider categorisations such as:

· Authorised and subscribed services information: generally owned by the home operator and allow management and interrogation of subscription information and would typically consist of:


· authorised services that the subscriber may subscribe to 


· services the subscriber actually has subscribed to


· General user information: Data, owned by the user, which are not specific to individual services, but may be useful for any service. These would be data like 


· settings (e.g. name, postal address), preferences (e.g. language)


· Registered Service Profiles of the user, indicating the currently active Service Profile of the user.


· PLMN specific user information: Data, owned by the home operator, which are not specific to individual services, but may be useful for any service. These typically would be data like 


· addresses (e.g. MSISDNs, URLs) of the user.


· WAP parameters (e.g. standard WAP gateway)


· GPRS parameters (in UE and HSS)


· Preferred access technologies (The preferred access technology, second preferred access technology etc. e.g. UTRAN, GERAN, WLAN etc.)


· Privacy control data of the user: specific to individual services and which control privacy settings of that service. These could e.g. be 


· Privacy settings for standardised services like the Presence service or Push service.


· Privacy settings of non-standardised services.


· Service specific information of the user: Data, owned by the user or value added service provider, which are specific to individual services (standardised or non-standardised). These could e.g. be


· Service customisation data of the user.


· Service authentication- and authorisation data (for “single sign on”) like keys, certificates, passwords...


· Terminal related data: data, which relate in particular to the user’s terminals (ME and UICC). These could e.g. consist of 


· Terminal capabilities of the terminal currently in use (e.g. User Interface capabilities, communication capabilities, available services, service capabilities,…).


· Data for initial configuration and/or reset of the ME.


· Backup data for recovery of the ME configuration including service specific data.


· Charging and billing related data: consists of information necessary for the user related charging and billing. This data could e.g. consist of:

· The billing policy


The following data categories are not considered to be useful for the 3GPP Generic User Profile:


· Run Time Data.: Data that are created during the initiation of the session, call or application execution and if they are only available during the lifetime of such session, call or application execution then they are considered as Run Time data.


· Historic/Statistic Data.: User/system behaviour information (e.g. statistics on the usage preferred web pages; duration, number of calls, error rate).


The GUP reference architecture [11] as shown (see figure x) consists of:


· GUP Server: functional entity providing a single point of access to the Generic User Profile data of a particular subscriber. The reference architecture does not specify or limit the physical location of the GUP Server enabling flexibility in the implementations. The GUP Server shall be located in the home operator network of the targeted subscriber. The GUP Server may support two modes of operation:

· Proxy Mode


· Redirect Mode


· Repository Access Function (RAF): The Repository Access Function (RAF) realizes the harmonized access interface. It hides the implementation details of the data repositories from the GUP infrastructure. The RAF performs protocol and data transformation where needed.

· GUP Data Repositories: Each GUP Data Repository stores the primary master copy of one or several profile components. The RAF provides for the standardized access to the GUP Data Repository. The storage formats or the interface between the RAF and GUP Data Repository are not specified by GUP.

· Rg and Rp reference points: 

· Rg: This reference point shall allow applications to create, read, modify and delete any user profile data using the harmonized access interface. The GUP Server locates the data repositories responsible of the storage of the requested profile component(s) and in case of proxy mode carries out the requested operation on the data.


· Rp: This reference point shall allow the GUP Server or applications, excluding external applications (e.g. located in a third party application or in the UE), to create, read, modify and delete user profile data using the harmonized access interface. Rp is an intra-operator reference point.
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Applications: The applications that may apply GUP reference points Rg and Rp may be targeted for different purposes e.g. for value added services or subscription management. Both operator's own applications and third party applications are covered. The latter ones shall apply Rg reference point.

Figure x: GUP Architecture according to 3GPP [11]


The following is a short excerpt of the description of the information model for GUP [11]. A Generic User Profile consists of independent components. A GUP Component may contain (i.e. reference) other GUP components e.g. to enable reuse of data.

The GUP Component has a unique identity within the Generic User Profile. In addition to the component type the component identity contains either a subscriber identity or more generic identification depending on which kind of component is in question. A GUP Component can be retrieved through one RAF, and it may consist of a number of GUP Components, Data Element Groups and/or Data Elements.


A GUP Component contains zero or more Data Element Groups. The Data Element Group contains indivisible Data Elements and/or Data Element Groups. The nested Data Elements Groups allow deeper hierarchical structures. The Data Element Group in the lowest hierarchical level contains one or more Data Elements. The Data Element Groups inside a GUP Component may be of the same or different types.


Alternatively the GUP Component may contain zero or more Data Elements without the Data Element Groups. A GUP component shall have at least one Data Element Group or Data Element.


A Composite Datatype is used to define the structure of the whole GUP Component. The structure includes definition about what kind of Data Element Groups and/or which Data Elements belong to the defined GUP Component as well as the data types and valid values of the data.
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Figure x below illustrates the basic concepts of the GUP Information Model.

Figure x: GUP Information Model according to 3GPP [11]


[x38] shows, how a model can be specified. The essential contents of this specification describe the functionality, semantics and the WSDL/XML definitions of the interfaces. Additionally the special characteristics of the SOAP and http usage are defined. It is worth noting that part of the data is passed in the SOAP headers but the most GUP specific data is placed in the SOAP message body. 
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The protocol architecture of the Rg reference point is depicted in the following figure.


Figure x: GUP Rg reference point according to 3GPP [x38]
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The protocol architecture of the Rp reference point is depicted in the following figure.


Figure x: GUP Rp reference point according to 3GPP [x38]


· Application layer


· Application level interface specification. All the operations and data are described by XML elements and attributes in an XML Schema and WSDL.

· The standard XML Schema is defined by W3C in "XML Schema Part 1: Structures", Recommendation and "XML Schema Part 2: Datatypes," Recommendation.


· SOAP (Session layer)


· SOAP is an XML based messaging protocol that provides support for remote procedure calls by messaging. 

· A few specific header types are defined for GUP e.g. for message IDs and time stamps.


· HTTP (Transport layer)


· HTTP defines how messages are transmitted and formatted.

· TCP/IP (Network layer)


· TCP/IP handles network communications between network nodes. GUP does not define any special requirements for this layer.


5.1.5
Management Applications


5.1.5.1
Subscriber Management 


5.1.5.1.1
ITU-T

In [x50] ITU-T describes its management philosophy and lists the tasks for each of the management layers it defines. ITU-T does so by identifying functions and function sets.


In the Annex of [x50] some scenarios are described, which show, how the functions and function sets are related to each other. As one topic ITU-T deals with customer administration.


· Service activation: 

· Scenario 1: This scenario incorporates many activities of all FCAPS areas associated with service activation. As a result, ITU-T regards it more of a reference scenario than a view of an actual sequence of activities.


This flow is triggered by a customer request for service. While the scenario explicitly illustrates a request to activate new service, the flow is similar for making changes to existing service and discontinuing service. The request may be made by a person or via a machine-to-machine interface. 

· Scenario 2: ITU-T assumes that all equipment is in place and that activation will occur at the time of assignment (i.e. immediately). As with scenario 1, this flow is triggered by a customer request for service. While the scenario explicitly illustrates a request to activate new service, the flow is similar for making changes to existing service and discontinuing service. 

· Service change:


· Scenario 3: this scenario shows how a customer may make changes to the services under his control and how those changes may affect the network. A customer with network management capabilities initiates a request to activate existing capacity that has been designated for his use.

· Status of  service information:


· Scenario 4: A customer with network management capabilities initiates a request to see the status of their network. 


· Scenario 5: A similar flow could be initiated by Notification of state changes in NEs and would be used to provide automatic notification of network information to the customer. The NE would initiate the flow and the information about the state change would flow up

· Trouble report:

· Scenario 6: A customer reports a trouble to Trouble Administration. The service and underlying infrastructure is tested and reported, if appropriate to fault correction. This scenario is somewhat complex, with some branching of the flow. The scenario ends with clearing of the fault.

5.1.5.1.2 
3GPP

According to [6] SuM shall permit Service Providers and Operators to provision services for a specific customer service subscription.


Specific areas of attention are:


· Subscription information is distributed across in a number of locations.


· Service Providers and Operators have to be able to provision, control and monitor the subscription information.


· SuM has to link together features across multiple Operators' Operations Support Systems (OSSs).


· SuM will need to manage subscription information in e.g. the OSSs, HSS, UE, OSA, MMS and IMS subsystems.


· The common components between the GUP and the subscription profile.


Specific attention is drawn to the alignment with TMF. 3GPP’s SuM, in particular the configuration of resources, aligns with subset of the TOM model in the area of fulfillment.


Architecture: 


[7] defines the architecture for Subscription Management (SuM), which can be found in the following figure. 
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Figure x: SuM functional entities according to 3GPP [7]


In [7] 3GPP deals with the SuM - OSF functionality contained in the Core Network Basic Entities Domain and specifically with the one of the Common CN Domain. Subscription Profile Components are located in the NEs’ OSFs within the Common CN Domain or their NEs’ OSFs in the NE management systems as shown in figure x below.


[image: image8.png]OSF for Network Management and

Service Management

[L2Y

User Eqigmert
(=

OSF

Recese Nk
o

OSF Core Netwrk Bic Enties Domain

Tormmar
Ciitiman

w
Dermin

G
Bl

OSF
Cors netwark
s
spesficsrtties

NE
Managemment






Figure x: PLMN Telecom Management Domains according to 3GPP [7]


According to [7] access to the Subscription Profile Components are based on the IRP (Integration Reference Point) manager-agent concept.

An IRPAgent implements and supports this (SuM) IRP. The IRPAgent can reside in an Element Manager (EM) or a Network Element (NE).

An IRPManager using this SuM-IRP shall choose one of the two System Contexts defined.


According to [7] IRP security shall be achieved by controlling access to the network and management systems.


[7] suggests the reuse of GUP stage 3 for SuM IRP Solution Sets where possible. An interpretation of the relationship of Itf-N realisation (for SuM) to the GUP reference architecture.


[9] defines the Network Resources Model (NRM) for the SuM IRP. In detail the meaning of Mandatory and Optional IOC attributes and associations between IOCs is defined for the following Solution Sets to the IRP.


Solution Sets to the SuM IRP:


· The IRPManager shall support all Mandatory attributes/associations. The IRPManager shall be prepared to receive information related to Mandatory as well as Optional attributes/associations without failure; however the IRPManager does not have to support handling of the Optional attributes/associations. 


· The IRPAgent shall support all Mandatory attributes/associations. It may support Optional attributes/associations.
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[9] defines the Naming Hierarchy and relations between the modeled entities (see figure x for an example) as well as the inheritance (see figure x for an example), which are both copies from [9].


Figure x: SuM NRM Containment/Naming according to 3GPP [9]
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Figure x: SuM NRM Inheritance Hierarchy according to 3GPP [9]


5.1.5.1.3 
3GPP2


Subscription management in [28].treats the various topics related to subscription management in the functional parts they belong to.

Architecture


AAA functionality:


· Authentication Function: provides Authentication of terminal devices and subscribers.


· The Authorization Function: provides authorization of requests for services and/or bandwidth, etc. and has access to the Policy Repository, the Directory Services, Subscriber Profiles, and the Device Register.


· The Accounting Function: gathers data concerning the services, QoS, and multimedia resources requested and used by individual subscribers.


Data Base:


The DB is a network component that may support both the Multimedia and Legacy MS Domains. The information in the core network DBs may include but is not limited to 


· EIR, 


· Dynamic Subscriber Information, 


· Network Policy Rules and 


· Subscriber Profile data.


· The Legacy MS Domain Support:


The HLRe manages the subscriber profile for both


· voice services (e.g., Call Forwarding, Three Way Calling, Message Waiting Notification) and 


· data services (e.g., Priority). Subscriber profile information may be accessed from the HLRe or may be downloaded to a serving system as needed. 


The HLRe manages subscriber location and/or accessibility information. This includes updating the dynamic subscriber information database with current domain information (e.g., MSCe address) and with MS status information (e.g., SMS pending flag). The HLRe interacts with the location database to update or retrieve current location information.


The MRFC, in conjunction with the MRFP, provides a set of resources within the core network that are useful in supporting services to subscribers. The MRFC, in conjunction with the MRFP, provides multi-way conference bridges, announcement playback services, tone playback services, etc.


The MRFC controls allocation, de-allocation, and modification of the usage of resources of the MRFP.


Reference Point m4 is the management interface between OSF-EML / OSF-NML/OSS and 3GPP2 NAM Databases, such as Network Policy Rules and Subscriber Profile (applicable definitions provided by S.S0028-A).


The MS is a wireless terminal used by subscribers to access the Legacy MS Domain or the IP Multimedia Domain services over a radio interface. MSs include portable units (e.g., hand-held units), units installed in vehicles, and somewhat paradoxically, fixed location MSs. The MS is the interface equipment used to terminate the radio path at the subscriber. A MS is a ME with a programmed UIM.


The Legacy MS Domain provides support for existing MSs (e.g., analog, IS-95-A, IS-95-B, cdma2000) in an IP core network environment. This domain supports the features and capabilities provided in a legacy network in a manner transparent to the user. New features and capabilities supported by the IP core network may be made available to subscribers where they are supported by the MS capabilities.


Services supported on the SCP make use of information stored in the Databases component of the core network, including subscriber information, and may interact with service applications.


The Service Management System (SMS) provides overall service management functionality for the network. Service providers and third party application developers may use different versions of the SMS. The SMS interacts with the SCE and other entities to perform service provisioning, monitoring, testing, deployment, and subscriber data management functions.


5.1.5.1.4 
TISPAN

According to TISPAN [25] Subscription Management is a key feature that allows 


· service providers and operators to provision their TISPAN  NGN network entities with the data necessary for delivering services for a specific subscriber and


· subscribers to configure their services when they have this capabilities. 


Starting point of TISPAN’S Subscription Management is the 3GPP IRP concept (with slight modifications) and the 3GPP specifications on Subscription Management as mentioned in section 2. Moreover, TISPAN’s Subscription Management also aligns with subset of the eTOM fulfilment process. 


TISPAN sees Subscription Management as tool for the service providers to leverage their network resources to:


· Validate (register, authenticate, and authorise.) a request for service from a  user;


· Collect, store, update, and distribute the Service Profile information for the user;


· Select the trusted network resources to manage access, distribution, and control of the profile data information for the user; and


· Direct the network resources to promptly deliver the service requested to the user according to said profile information.


Subscription management fulfils the following essential TISPAN NGN requirements [25]:


· The "User equipment Diversity" allows the users to access their TISPAN NGN services by a variety of UEs. 


· The "Service Diversity" allows the users to access TISPAN NGN services provided by service providers or third party application server providers. 


· The "Access Diversity" allows the users to access their TISPAN NGN services over a wide variety of network access such as xDSL, WLAN, GPRS, etc. 


· Nomadism:  allows the users to access their TISPAN NGN services in multiple nomadism scenarios. 


At present [x25] contains the specification of the requirements for the following: 


· An end-to-end information model to cover all the mandatory/optional information related to subscription management that shall be provisioned on the NGN Network. 


· A subscription management functional architecture which hides the complexity of the different functional entities to be configured including the CPE and the AS.


Only Service Configuration and Activation aspects are addressed within this first release of [25]. 


In [25] Subscription Management is seen as the framework that offers service providers the means for efficient management of all the data related to a specific subscription. 


As depicted in figure x below, the SuM framework is responsible for handling only the data related to the service delivery of a specific subscription. Moreover, the data provisioned thanks to the subscription management framework can also be used in other mechanisms such as monitoring, billing, etc. 


Subscription Management framework, as shown in figure x, involves the following entities:


·  Service Provider : offers a set of services. 


· Subscriber: may subscribe to one ore more services. The service provide will have then to manage the corresponding subscription by provisioning the necessary data and giving the follwing rights to the subscriber: 


· To become a user by using the services. 


· Give rights to its users, who will be then linked (or associated) to this subscription. 
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Figure x: SuM Framework according to TISPAN [25]


The eTOM fulfilment process is composed of the following process: 


· Selling, Marketing fulfilment response and order handling 


· Service Configuration & Activation 


· Resource Provisiong 


· S/P Requsition Management 


According to [25] Susbcription Management must define the following: 


·  An end-to-end information model to cover all the mandatory/optional information related to subscription management that must be provisioned in the NGN Network. 


· A subscription management functional architecture which hides the complexity of the different functional entities to be configured including the CPE and the AS.


For the end-to-end information model, the objectives are to describe the concepts (data, attributes and relations) necessary for the provisioning of services for a specific subscriber. The provisioned data can be either static or dynamic, but only static data will be covered within[x25]. Static data are permanent or semi-permanent data. Typically static data are provisioned during the process of service and network resources configuration  and are non modifiable during a NGN session. Dynamic data are characterized by frequent changes. For example, the IP address allocated to an equipment in the access network is a dynamic data because it is allocated for a given lifetime.


Requirements on the information model:


Within this 1st release of the document, SuM shall handle the following information parts: 


· Information that need to be provisioned by Resource Provisoning Process on the NGN functional entities;


· Information exchanged between Service Configuration & Activation and Resource Provisioning process. 


Requirement 1: The SuM information model shall be flexible in way that adding new information can be achieved easily and without modifications to the existing information and relationships.  


Requirement 2: The SuM information model terminology shall be in line with all the IMS information model terminology, and SuM model relationships must be in line with IMS model relationships defined by 3GPP. 


Requirement 3: The SuM Information Model shall be connected to an existing “model infrastructure”.


· Examples of “model infrastructure” are:


· the TMF Shared Information/Data Model (SID), 


· the TISPAN Management Information Model (MIM), 


· UML etc.


· According to [25] the most promising candidate to connect the SuM Information model to is TISPAN WG8’s Management Information Model (MIM).


Requirement 4: The SuM Information Model shall model the ability to grant different configuration rights for service usage to different users.


Requirement 5: All key concepts and entities must be referred by a use case. 


Requirement 6: The 3GPP SuM NRM model (see above) should be re-used as much as possible.

Requirements on the functional architecture


Requirement 1: The purpose of the SuM Functional Architecture is the design of the NOSIs needed for management of a specific Subscriber, User, Service Profile and User Services.


Requirement 2: The SuM Functional Architecture shall deliver the necessary NOSIs for the Resource Provisoning and Service Activation processes. 


Requirement 3: The SuM functional architecture shall hide the complexity of the different functional entities to be configured including the CPE and the AS.


Requirements on TISPAN NGN functional entities


The master NGN functional entities where subscription data are stored are the following:


· UPSF,


· AS,


· CLF,


· NACF,


· PDBF,


· CPE.


Requirement 1: The SuM Framework shall allow the creation, read, update, and deletion of subscription data within the above entities.


Security Requirements:


General Requirement: The SuM solution shall comply with specific local, national, and regional security regulations; 


Requirement 1: Subscription data shall be safeguarded against unapproved disclosure or usage.


Requirement 2: Access to SuM data shall only be permitted in an authorised and secure manner.


Requirement 3: Secure mechanisms shall be available for the transfer of SuM data to, from or between authorised entities. The secure mechanisms to be applied shall be appropriate to the level of confidentiality of the data, the endpoints of the transfer and the routes that are available for the transfer of the data.


Requirement 4: Audit records should be maintained for all SuM transactions to facilitate resolution of security violations.


SuM Information Model Requirements:


According to [x25] the SuM information model aims to define all the data, attributes and relations necessary for the provisioning of services for a specific subscriber.  In order to design this information model, it is necessary to have a model that depicts all the actors  and relationships between them. Figure x shows TISPAN’s  SuM model.: 
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Figure x: SuM Entity – Relationship Model according to TISPAN [25]


The new actors introduced within the SuM model are the following:  


· Service Profile: The Service Profile represents the set of subscribed services associated to a user.  many service profiles may be associated to a user. This concept permit to establish a link between a user and a set of services he/she is using. 


· Access Network:  One subscription may be used across different network accesses


Within the SuM Model, one subscriber is linked to zero or several NGN subscription, where one NGN subscription is associated to one and only one subscriber. 


A NGN subscription can be associated to zero or more physical access networks (e.g. DSL, GPRS, etc), and the same physical access network may be used by several NGN subscription. 


Within one NGN subscription, a subscriber may give rights to zero or several users. One user is associated to at least one subscriber. One user is associated to at least one Subscription(s), and may be associated to several. 


To access its services, users are requested to provide their associated credentials. One user can have one or more credentials , while one credential is associated to only one user. 


A Service profile is a collection of service and user related data, and can be associated to one or more users. One user may be asociated to multiple service profiles.


The architecture comprises the definition of all the necessary management components and interfaces between (see also figure x below): 


· The CRM Order handling process and SM&O Service Configuration & Activation process.


· The SM&O Service Configuration & Activation process and RM&O Resource Provisioning process. 


· The RM&O Resource Provisioning process and TISPAN NGN Network functional entities including CPE and AS. 
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Figure x: SuM Architectural Model according to TISPAN [25]


In [26] a first high level definition of an information model is given, which will be further refined in upcoming version of the document:


Subscriber:


The subscriber concept used in this document is the same as the one defined in [2]. It is not handled (stored or modified) in the TISPAN NGN network nodes. The subscriber is not in the scope of [26], and is mentioned for clearness and consistency purposes of the model


User:


· A user is described by its characteristics/attributes, possibly including various identifiers.


· A user must be immutable and, therefore, independent of any information that may change during the lifecycle of the user. In particular, it must not depend on any service, any device, network access, credential, etc. 


· A user may be associated with zero or more devices, network accesses, credentials, contracts, etc. 


· In addition, the change of/in devices, network accesses, credentials, contracts, etc. must not lead to a change of identities. 


· A user is defined to be long lasting. Life cycle of a user identity is independent of several aspects:


· A user is not strictly bound to a particular contract subscription.


· A user is independent from any device. 


· A user is independent from any network access.


Credential:


A credential is a physical or data element that is used by user to establish a claimed identity. Typical credentials include user names/passwords, SIM cards or smart cards, network access numbers, biometrics, etc. 


Subscription:


The subscription describes the commercial relationship between the subscriber and the service provider. It identifies a subscriber to one or more services.


The subscription is identified by a unique subscription identifier, which is assigned by the information system and has no semantics with regard to the service execution. It must be inserted in the call detail records generated by the S-CSCF and Application Server.


The subscription identifier remains unchanged all along the service subscription.


Network Access:


The network access represents the physical entity that allows the user the attachment to the network: IP address allocation. It can be of different types: xDSL (where the typical access can be represented by a virtual circuit) or GPRS (where the typical access can be represented by a PDP context).


User Service Instance:


A user service instance is a commercial service provided (offer) to a customer by a service provider. It is personalized if it is configured by the user. A service from the products and service catalogue is associated with one or more user services.


Service Profile:


A Service Profile is possibly linked to a list of Services depending on the service subscription. This list may change in the following cases: 


· The associated subscription account has requested new services or resigned services.


· The service operator has decided to add new services (e.g. for marketing reasons)


· The service operator has decided to restrict some services for any reason


According to [26] these entities are correlated the following way:
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Figure x: SuM Information Model according to TISPAN [26]


5.1.5.1.5 
OMA


[32] identifies a set of capabilities within the IP Multimedia Subsystem (IMS) as defined by 3GPP and 3GPP2 that can be utilized by the OMA service enablers.  Thus [32] also describes, which common interfaces exist between the IMS architecture and the OMA service enabling architecture, so that OMA does not have to define a duplicated set of capabilities for OMA service enablers, rather these service enablers make use of the existing IMS architecture.


According to [32] subscriber data are stored on the HSS.


The Sh interface of provides the OMA service enabler with read and write operations of user data related to IMS. It also provides the functionality for subscription and notification of changes in the user data related to IMS. 

The work item General Service Subscription Management (GSSM):


The objective of this work item [x39] is to specify a general service subscription management function in OSE, which is expected to cover management of all services subscriptions within an operator/service provider’s domain.


According to [x39] the GSSM work item will address at least the following features related to service subscription management:


· Dynamic manipulation (add, update, remove, pause, resume) of service subscription;


· Service subscription provisioning, i.e. doing all the steps needed in order to fulfil a service subscription request from a subscriber);


· Service subscription checking for requests by a subscriber for a service application (or the reverse direction);


· Definition of the service subscription models.


Two use cases shall be analysed specifically:


Use case 1: Generating service subscription by request


· The subscriber should be able to change/update his/her service subscription at any time and these changes/updates should be taken into account as soon as they are performed.


· The subscriber requests an update of his/her service subscription;


· The GSSM updates the service subscription for the subscriber and returns a response;


· Further actions could be taken to handle the service subscription update, e.g. notifying Applications or other entities, if needed; Note that the response shown in the diagram below may not be needed because often the GSSM will no know how to react on it. 


Use case 2: Checking service subscription. 


Any other authorized enablers or entities should be able to check service subscription. Before processing a service request from a requestor (an application, a subscriber, or another enabler/entity), subscription related to this service could be checked. One of the most likely components to make use of this purpose is PEEM. This case corresponds to the PDP-PEP model defined by IETF, where PEEM/other enablers are the PEP, and GSSM is the PDP that delegates the service subscription evaluation.


· The requestor sends a service request to PEEM (or a target resource);


· The PEEM (or the target resource) asks the GSSM whether the service requests has a subscription;


· GSSM checks the service subscription and finds that the service subscription exists. The GSSM responds to PEEM (or the target resource) with positive answer.


· Processing of the service request can continue.


According to [x39] the following external fora may be affected by this work item:


· TMF (TBD)


· ETSI TISPAN (as they are investigating Subscription Management (SuM))


· 3GPP:


· HSS may be the storage of subscription information for some IMS services in operator’s networks; therefore the relationship of GSSM and HSS should be studied and clarified; other affections to 3GPP are TBD.


· 3GPP SA5 (as they are working on Subscription Management (SuM))


According to [x40], which specifies the requirements for GSSM, OMA supports the following general service subscription concept:

Service subscription describes the commercial relationship between the subscriber and operator/service provider. Service subscription is essential for operators and service providers, since at least the following actions would pertain to service subscription information:


· Authorization for a subscription: by checking if a subscriber is permitted to subscribe to a service;


· Subscription validation: by checking if a subscriber is subscribed to a service, operator/service provider can control if the subscriber is allowed to access a service (subscriber-initiated service), or if the service application is allowed to push a content to a subscriber (application-initiated service);


· Charging: service subscription is one of the major references for charging. 


Service subscription includes (among other pieces of information like service customization and other subscription parameters) the service availability for a subscriber (e.g., if the subscriber is subscribed to a WAP-based “mobile weather forecast” service).  


[x40] aims to specify an enabler which decouples access to service subscription from its actual representation and the location of the data by providing:


· A single point of access to service subscription functions across multiple instances of a service (e.g. multiple PoC servers)


· A unique interface to service subscription functions across multiple services (e.g. PoC, IM, etc.).


Up to now, the following use cases have been identified:

Service Subscription for Digital Newspaper Service


 ASK  \* MERGEFORMAT Short Description: 


A “digital newspaper service”, provided to mobile network users in Beijing, delivers news information including text, pictures, and short video clips to subscribers of the service via MMS. James is an office staff working in Beijing, and he would like to view some news for killing time when he is on the way to his office by subway. He finds the digital newspaper service complies with his requirement, and tries to subscribe to the service.


Actors


· James, a mobile user of local mobile operator (acts as the subscriber of the service).


· BeijingMobileInfo.com, a Content Provider which owns the digital newspaper service applications (act as the 3rd party Content Provider of the service) .


· Mobile operator offering GSSM and a service portal (acts as Service Provider).


Service Subscription Validation for Indie Music Bundle


 ASK  \* MERGEFORMAT Short Description



A Mobile Operator has recognized that independent record companies do not possess the subscription and charging infrastructure to offer music downloads to their fans as a competitive rate. To satisfy this need, the Mobile Operator has created an Indie Music Bundle service which allows fans of non-mainstream music to download content from 50 independent record companies for a single monthly fee based on a maximum number of track downloads per month. 


Todd is a big fan of progressive thrash metal music and is frustrated by the lack of this genre on the major music download sites. He wants better value for his download dollar than the price per track rate and more variety than that provided by a single record company. He decides the Indie Music Bundle meets his needs and subscribes to the service level offering 10 tracks per month for $4.99.


Actors


· Todd, a mobile user and customer of the Mobile Operator (acts as the subscriber of the service).


· Blue Dog Records: A content provider which owns the rights to the music tracks.


· Mobile Operators offering a subscriber self-care service portal and GSSM (acts as Service Provider).


Service Subscription for Groups


 ASK  \* MERGEFORMAT Short Description



A “digital newspaper service”, provided to mobile network users in Beijing, delivers news information including text, pictures, and short video clips to subscribers of the service via MMS. Alice and Bob are the office staffs working for the same corporation in Beijing. John is the manager of the corporation and he would like to provide his staffs the welfare of viewing some news for killing time when they are on the way to their office by subway. John registered a Group to include Alice and Bob. He subscribed the digital newspaper service for his group and every morning a multimedia message containing up-to-time news is sent to the devices of users in John’s group, namely to Alice and Bob. When they are on the subway they can open the messages and view the news.


Actors


· John, acts as the principal who initiates the subscription of the service.


· Alice and Bob, act as the group user of the service.


· BeijingMobileInfo.com, a Content Provider which owns the digital newspaper service applications. 


· Mobile operator acts as Service Provider.


Service Validation for a Group


 ASK  \* MERGEFORMAT Short Description


A “digital newspaper service”, provided to mobile network users in Beijing, delivers news information including text, pictures, and short video clips to subscribers of the service via MMS. Alice and Bob are the office staffs working for the same corporation in Beijing. John is the manager of the corporation and he would like to provide his staffs the welfare of viewing some news for killing time when they are on the way to their office by subway. John registered a Group to include Alice and Bob. He subscribed the digital newspaper service for his group and every morning a multimedia message containing up-to-time news is sent to the devices of users in John’s group, namely to Alice and Bob. When they are on the subway they can open the messages and view the news.


Actors


· Alice and Bob, act as the group user of the service.


· BeijingMobileInfo.com, a Content Provider which owns the digital newspaper service applications. 


· Mobile operator acts as Service Provider.


Charging Use Case


 ASK  \* MERGEFORMAT Short Description


This charging use case elaborates further what requirements exist when it comes to charging.


Actors


· Todd, a mobile user and customer of the Mobile Operator (acts as Subscriber of the service).


· Blue Dog Records: A content provider which owns the rights to the music tracks. 


· Mobile Operator offering a subscriber self-care service portal and GSSM (acts as Service Provider).


5.1.5.1.6 
TMF


The NGOSS as described in [x46] focuses on the specification of contracts. These represent a central concept, as they provide interfaces to NGOSS components. A component is a container of one of the two following types of contract:


· Contracts, which represent the value-added service of the component

· Contract used to manage the service itself

A component must support at least one contract; in the case of a customer care end-to-end application it will most probably support a larger amount of contracts.

For a more detailed introduction to TMF’s concepts see section 5.1.5.5.x below. This subsection deals with the definition of the notion “contract” within NGOSS [x41, x42].

Basically TMF uses UML as definition method for their NGOSS meta-model, with the addition of 

· New model elements:

· Contract:
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Figure x: NGOSS Contract Model [x41]


In TMF, the contract is the fundamental unit of interoperability for an NGOSS system. 

· Defines the specification of a service to be delivered

· Specifies information and code for the service of the bullet above


· Used to monitor, maintain and administer the respective service

· Has to ensure that external obligations (e.g. from SLAs) are honoured and define reactions in case of violations.

· Defines how a service is to be used (e.g. invoked)

· Defines pre- and post conditions


· Semantics for using the service


· Policies affecting the configuration


· Use and operation of the service 

The functionality specified by a contract is seen differently by the different constituencies:

· Business view: specifies the high-level goals and obligations that a resource and/or service must fulfil.

· System View: specifies the architectural requirements necessary to design the contract as defined by the business view.

· Implementation view: defines configuration, programming and other factors of the components, which provide the functionality defined by the contract.

· Deployment View: provides means for 

· Monitoring the costs

· Monitoring the performance


· Monitoring all other aspects delivered by a component

· Administering the contract to enable the contract’s activation and deactivation

· NGOSS Component: represents a standard way to package NGOSS functionality. It needs to 

· know about and 

· be able to use NGOSS contracts.

· NGOSS Shared Information: designed to be inherently shareable and reusable between NGOSS components. It needs to 


· know about and 
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be able to use NGOSS contracts.


· NGOSS Identifier: represents a standard way to uniquely identify an NGOSS element

Figure x: NGOSS Identifier [x41]


The figure only shows the two most important attributes of NGOSS Identifier

· tnaVersion: contains the specific version number of the NGOSS identifier

· authority: name of the authority, which defined the entity that this class identifies

· NGOSS Policy: represents a standardized way to control NGOSS components and processes

· NGOSS Interaction: represents the interaction of different managed elements and thus determines the behaviour of NGOSS systems

· Termination: used in the definition of NGOSS Contract operations.

· NGOSS Extensible Element:

· New information entities

· New data types

According to [x42] the basic NGOSS contract description is composed of five parts:

· General Contract Part:

· Header Part: identifies the contract in an unambiguous way

· Contract Name


· Contract Identifier


· Version


· Contract Defining Organization

· Descriptive Part: contains the goal of the contract and some search criteria

· Goal

· Description


· Comment


· Search Criteria

· Business View of the contract structure

· Functional Part: defines the capabilities provided by the contract

· Associated Business Process


· Associated Business Policies


· Business Capabilities


· Preconditions


· Result Status

· Post-Conditions resulting from correct operation

· Interaction Points

· Interaction Roles

· Security

· Context for the capabilities

· Non Functional Part: defines aspects, which pose boundary conditions for the operation of the capabilities defined in the contract

· Deployment related fields:

· Availability limitations


· Safety limitations


· Organization related fields


· Business environment

· Organizational limitations


· Market limitations


· Financial limitations


· Legal related fields

· Regulatory limitations

· Legal limitations


· Miscellaneous fields

· Stakeholders

· Assumptions


· Offering periods

· Management Part: defines the management capabilities necessary to administer and maintain the capabilities of the contract

· Management Activities

· Reponsible Management Roles

· Associated Management processes


· Associated Management policies


· Management Security Policies

· View Specific Model Part: contains the model types (UML and others) necessary to support the specific view of the contract requested

· System View of the contract structure


· Functional Part: defines the capabilities provided by the contract

· Associated System Processes


· Associated System Policies


· System Capabilities

· Input Entities


· Output Entities


· Pre-Conditions


· Termination


· Post-Conditions


· Post-Condition System Exceptions

· Vendor Extensions

· State machine ID


· Pre-Conditions

· Termination


· Post Conditions

· Interaction Type


· Security

· Context

· Non Functional Part: defines aspects, which pose boundary conditions for the operation of the capabilities defined in the contract

· Operational Cost

· Resource Cost


· Service Cost

· QoS Mapping


· Geographic Constraints

· Resource Constraints


· Operational Constraints

· Management Part: defines the management capabilities necessary to administer and maintain the capabilities of the contract


· Management capabilities


· Creation Policy ID


· Configuration Policy ID


· Modification Policy ID


· Installation Policy ID


· Deployment Policy ID


· Monitor Policy ID


· Removal Policy ID


· View Specific Model Part: contains the model types (UML and others) necessary to support the specific view of the contract requested


Fundamental to NGOSS based systems [x46] is also the concept of a Shared Information Datamodel (SID) [x47]. There, amongst other data, Service Level Agreements and Customer Details are defined.


The detailed model of a customer can be found in [x48]:


· Customer: Person or organization, which obtains products and services from the enterprise or receives free offers for services. This business entity has the following attributes:


· customerId: unique identifier (mandatory)

· customerStatus:  current condition of a customer - active, inactive, prospective (mandatory)

· customerRank: degree of importance relative to other customers (optional)

· CustomerCreditProfile: Outline of a customer’s credit worthiness


· creditProfileId: Identifier of the credit profile

· creditProfileDate: Date of establishment 

· validFor: The period for which the profile is valid


· CustomerCreditProfile:Reference: Source of reference to help determine the customer’s credit worthiness

· financialInstitutionName: Name of financial institution, which holds the referenced account

· financialInstitutionAccountNumber: financial institution account number, which identifies the customer account

· financialInstitutionAccountType: type of financial institution account

· financialInstitutionContactName: the name of an individual at the financial institution, who can verify the account

· financialInstitutionContactMedium: method, by which the contact can be reached

· CustomerAccount: arrangement that the customer has with an enterprise that provides products to the customer

· ID: unique identifier

· name: name of an account

· accountType: categorization of an account (individual, joint, ...)

· accountStatus. : condition of the account (due, paid, ...)

· CustomerAccountBillCycle: point in time, when a bill is produced for a customer account

· billCycle: the billibg cycle during which a bill fort he account is produced

· validFor: time period fro which the billing cycle is applicable

· CustomerAccountContact: an individual or organization used as contact point for a customer account and accessed via some contact medium

· contactType: identifies the relationship of the contact to the account

· validFor: time period for which the account is valid

· CustomerAccountRelationship: a significant relation between two customer accounts

· relationshipType: defines the type of relationship between two customer accounts

· validFor: time period for which the relationship is valid

· CustomerAccountTaxExemption: proof of freedom from taxes between two customer accounts

· issuingJurisdiction: name of the taxing juridiction for which taxes are exempt

· certificateNumber: identifier of the document, which shows proof of exemption from taxesfor the taxing jurisdiction

· validFor: time period for which the exemption is valid
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 Figure x: TMF SID Customer [x48]


Associated with the customer is the customer’s order. [x48] defines the following business entities:

· CustomerOrder: communication used to procure a product. There are different types of customer orders (AccessServiceRequests, LocalServiceRequests, DirectoryServiceRequests, ProductOrders)
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assignedPriority: the order’s assigned priorityafter review

· assignedResponsibilityRank: target response date after review

Figure x: TMF SID CustomerOrder [x48]


5.1.5.2
Statistics


5.1.5.2.1
ITU-T


In [x50] ITU-T describes its management philosophy and lists the tasks for each of the management layers it defines. ITU-T does so by identifying functions and function sets.

The following function sets from the performance management (PM) area deal with the end-user, who is called customer and subscriber interchangeably in [x50].

· Performance Quality Assurance: supports decision processes that establish, as the state-of-the-art expands and customer needs change, the quality measures that are appropriate to the area of (PM).

· Subscriber service quality criteria function set: This set provides a network management query feature for offering Performance Management information to a customer, such as grades of service options, performance monitoring thresholds, or the possible conditions under which rebates are awarded when service quality goals are not met.

· QOS performance assessment function set: This set provides access to the assessment summary of all combined QOS performance measures, by area, by type of customer, by type of service and by network components, that compares measured quality with the quality goals.

· Performance Monitoring: Performance Monitoring involves the continuous collection of data concerning the performance of specific network elements.


Performance monitoring is designed to measure the overall quality, using monitored parameters in order to detect such degradation. It may also be designed to detect characteristic patterns of impairment before signal quality has dropped below an acceptable level. 

· Performance monitoring policy function set: This set establishes Performance Monitoring policy such as the values of threshold settings and schedules for data collection for specific kinds of circuits. These settings are to be applied during activation of such circuits. Different policies are likely to be created for special service circuits of various kinds, for message circuits, and for facilities.

· Set PM trend analysis pattern: Manager directs the agent to assign designated values to a PM trend analysis pattern. A PM trend analysis pattern is a set of parameters of an algorithm that analyses raw PM data from a monitoring point and characterizes the data as (for example) increasing in severity over time or cyclic or associated with service customer activity.

· Performance Analysis: Performance data may require additional processing and analysis in order to evaluate the performance level of the entity.

· Customer service performance summary function set: This set supports the generation of reports on summaries of measurements for the purpose of evaluating the performance of a particular transport service or group of services. The customer can be provided access to the summary in order to verify that guaranteed service levels have been met, or to enable the customer to evaluate their own networks. 

· Customer traffic performance summary function set: This set provides access to a scheduled or exception report of offered traffic, usage and measures of congestion on a leased circuit, a group of leased circuits, a hunt group, or a leased physical or virtual network.

5.1.5.2.2
3GPP


Following [x51] any evaluation of 3G-system behaviour requires performance data collected and recorded by its NEs according to a schedule established by the EM. This aspect of the management environment is termed Performance Management.

The purpose of any Performance Management activity is to collect data, which can be used to verify the physical and logical configuration of the network and to locate potential problems as early as possible. The type of data to be collected is defined by the equivalent measurements. This subsection describes the requirements of 3G-telecom management to produce this data.

Data is required to be produced by the NEs to support the following areas of performance evaluation:


· traffic levels within the network, including the level of both 

· the user traffic and 

· the signalling traffic;

· The following traffic types are evaluated:

· traffic load on the radio interface (signalling and user traffic);


· usage of resources within the network nodes;


· user activation and use of supplementary services, etc.


· verification of the network configuration: Once a network plan, or changes to a network plan, have been implemented it is important to be able to evaluate the effectiveness of the plan or planned changes. Typically, the measurements required to support this activity indicate the traffic levels with particular relevance to the way the traffic uses the network.

· resource access measurements: For accurate evaluation of resource access, each measurement result would need to be produced for regular time intervals across the network, or for a comparable part of the network.

· Quality of Service: The user of a 3G system views the provided service from outside the network. That perception can be described in observed QoS terms. QoS can indicate the network performance expected to be experienced by the user. For further detail see ITU-T Recommendation E.880. Examples are delays during call set-up, packet throughput, etc.

· resource availability: The availability performance is dependent on the defined objectives, i.e. the availability performance activities carried out during the different phases of the life cycle of the system, and on the physical and administrative conditions. For further detail see ITU-T Recommendation E.880. Examples are the recording of begin and end times of service unavailability).


The production of the measurement data by the NEs also needs to be administered by the EM. Several phases of administration of performance measurements can be distinguished:


· management of the performance measurement collection process: The administration of measurement jobs by the EM comprises the following actions:


· Create/delete a measurement job.  


· Modifying a measurement job, i.e. changing the parameters (specifically the schedule) of a measurement job that has been previously created.


· Definition of measurement job scheduling. 


· Suspend/resume a measurement job


· Setting up the requirements for the reporting and routing of results to one or more OSs (EM and/or NM).  For the NM, this is limited to the control of the result file transfer.


· Retrieval of information related to measurement jobs, i.e. view the current measurement job definition.


· generation of performance measurement results: The measurement data can be collected in each NE of the network in a number of ways:


· cumulative incremental counters triggered by the occurrence of the measured event;


· status inspection (i.e. a mechanism for high frequency sampling of internal counters at pre-defined rates);


· gauges (i.e. high tide mark, low tide mark);


· discrete event registration, where data related to a particular event is captured.


· local storage of measurement results in the NE: It shall be possible for the NE to retain measurement data it has produced for deferred retrieval by the OS(s). This data will be retained at the NE under the control of the EM. The storage capacity and the duration for which the data will be retained at the NE will be Operator and implementation dependent.

· transfer of measurement results from the NE to an OS: The results of the measurement job can be forwarded to the EM in either of two standard ways:


· the scheduled result reports generated by the NE (notifications) can be sent to the EM as soon as they are available;


· the reports can be stored in the NE (files) and transferred to or retrieved by the EM when required.


It shall be possible for the EM to specify the details for its result retrieval as a part of the measurement administration. 

· storage, preparation and presentation of results to the operating personnel:

5.1.5.3
 Charging Management


The main requirements and high-level principles for charging have been listed in section 5.1.2.6.3 based on 3GPP TS 22.115 [x8].


Several logical charging functions are needed in the network together with the reference points that are used to transfer charging information between those functions.

It has already been stated in section 5 that the domains (e.g. PS), services (e.g. MMS) and subsystems (e.g. the IMS) affect the way in which the charging functions are embedded. However, as the functional requirements for charging are always the same, 3GPP defines a common approach for the definition of the logical charging functions, resulting in a logical charging architecture for all GSM and UMTS network domains, subsystems and services that are relevant for charging standardization (see figure 5.1.5.3.1 below).
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Figure 5.1.5.3.1: 3GPP Charging Management Architecture [x7]


The logical functions and the reference points indicated in figure 5.1.5.3.1 will be treated separately for online and offline charging in the next subsections.

5.1.5.3.1
Offline Charging


5.1.5.3.1.1
3GPP


According to [x7] charging information for network resource usage is collected concurrently with that resource usage. The charging information is then passed through a chain of logical charging functions (see below). Then CDR files are generated by the network and transferred to the network operator's Billing Domain for the purpose of subscriber billing and/or inter-operator accounting. The BD can comprise post-processing systems such as the operator's billing system or billing mediation device. 

Note: Offline charging is a mechanism which does not affect, in real-time, the service rendered.

The following figure 5.1.5.3.1.1.1 [x7] depicts 

· the logical charging functions as well as 

· the reference points between these functions and to the Billing Domain.
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Figure 5.1.5.3.1.1.1: 3GPP Offline Charging functions and reference points [x7]


· Charging Trigger Function (CTF): generates charging events based on the observation of network resource usage. The CTF is the focal point for collecting the information pertaining to chargeable events within the network element, assembling this information into matching charging events, and sending these charging events towards the Charging Data Function. The CTF is therefore a mandatory, integrated component in all network elements that provide offline charging functionality, as depicted in the figure above. It is made up of two functional blocks:


· Accounting Metrics Collection: It is required to provide metrics that identify the user and the user's consumption of network resources and/or services in real-time. The exact behaviour and functionality of this process e.g.:


· trigger conditions for collection of charging information,


· information elements to collect,


· which service events, signalling or user traffic to monitor,


· relationship to services / bearers / sessions,


depends on functions / services that the NE provides.


· Accounting Data Forwarding: This process 

· receives the collected accounting metrics, 

· determines the occurrence of chargeable events from a set of one or more of these metrics, 

· assembles charging events that match the detected chargeable events, and 

· forwards the charging events towards the Charging Data Function via the Rf reference point. 

The charging events provide information pertinent to the chargeable event, i.e. characterising the network resource usage together with an identification of the involved user(s).


· Charging Data Function (CDF): receives charging events from the Charging Trigger Function via the Rf reference point. It then uses the information contained in the charging events to construct CDRs. 


The results of the CDF tasks are charging data records (CDRs) with a well-defined content and format. The content and format of these CDRs are specified per domain / subsystem / service in the related middle tier charging specification (e.g. 3GPP TS 32.250 for the CS domain and 3GPP TS 32.251 for the PS domain, etc,).


· Charging Gateway Function (CGF): receives the CDRs produced by the CDF immediately via the Ga reference point. The CGF acts as a gateway between the 3GPP network and the Billing Domain. It uses the Bx reference point for the transfer of CDR files to the BD. The entity relationship between the CDF and the CGF is m:1, i.e. one or more CDFs may feed CDRs into a single CGF.


5.1.5.3.2
Online Charging


5.1.5.3.2.1
3GPP


According to [x7] charging information for network resource usage is collected concurrently with that resource usage in the same fashion as in offline charging. In contrast to offline charging however, authorization for the network resource usage must be obtained by the network prior to the actual resource usage to occur. This authorization is granted by the Online Charging System upon request from the network.


When receiving a network resource usage request, the network assembles the relevant charging information and generates a charging event towards the OCS in real-time. The OCS then returns an appropriate resource usage authorization. The resource usage authorization may be limited in its scope (e.g. volume of data or duration), therefore the authorization may have to be renewed from time to time as long as the user’s network resource usage persists.


Note:  Online charging is a mechanism where charging information can affect, in real-time, the service rendered and therefore a direct interaction of the charging mechanism with the control of network resource usage is required.

The following figure 5.1.5.3.1.1.2 [x7] depicts 

· the logical charging functions as well as 

· the reference points between these functions and to the Billing Domain.
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Figure 5.1.5.3.1.1.2: 3GPP Online Charging functions and reference points [x7]


· CTF: Online charging is a process where charging information is collected in the network element in the same fashion as in offline charging. This implies that, from the functional perspective, the CTF defined in the clause above also creates the charging events used for online charging. While the accounting metrics used in online charging are generally the same as in offline charging (i.e. the charging mechanism is transparent to the Accounting Metrics Collection), there are some important functional enhancements concerning the Accounting Data Forwarding are required in the CTF in order to support online charging (see [x7] for details).


· Online Charging System (OCS):

· The Online Charging Function (OCF): consists of two distinct modules 

· Session Based Charging Function (SBCF): responsible for online charging of network / user sessions, e.g. voice calls, GPRS PDP contexts or IMS sessions

· Event Based Charging Function (EBCF): performs event-based online charging (also referred to as “content charging”) in conjunction with any application server or service NE, including SIP application servers

· S-CSCF online charging / IMS Gateway Function: the S-CSCF does not trigger any online charging events and thus does not include the CTF online charging enhancements already mentioned. Instead, the ISC interface is employed by the S-CSCF online charging, implying that online charging is transparent to the S-CSCF and appears like any other service controlled by a SIP application server. Therefore, if support for Ro based online charging is required, a special CTF is needed in order to mediate between the Ro based SBCF and the SIP based service control. This role is taken by the IMS Gateway Function (IMS GWF), which translates between SIP service control towards the S-CSCF and Ro credit control on the OCS side.

· Rating Function (RF): determines the value of the network resource usage (described in the charging event received by the OCF from the network) on behalf of the OCF. To this end, the OCF furnishes the necessary information, obtained from the charging event, to the RF and receives in return the rating output (monetary or non-monetary units), via the Re reference point. The RF may handle a wide variety of rateable instances, such as:


· Rating of data volume (e.g. based on charging initiated by an access network entity, i.e. on the bearer level);


· Rating of session / connection time (e.g. based on charging initiated by a SIP application, i.e. on the subsystem level);


· Rating of service events (e.g. based on charging of web content or MMS, i.e. on the service level).


· Account Balance Management Function (ABMF): location of the subscriber’s account balance within the OCS.

5.1.5.4
Billing


5.1.5.3.2.1
3GPP


In offline charging (see [x7]) the internal functions of the BD are outside the scope of 3GPP standardization. The reference point for the charging information transfer from the network to the BD forms part of the 3GPP standards.

In online charging (see [x7]), the charging information is transferred from the network to the Online Charging System (OCS). The OCS, in turn, may have an offline charging reference point used to forward charging information to the BD. This BD is similar in scope and intent to the offline charging case.

5.1.5.5
System Management


5.1.5.5.1
ITU-T


In [x50] ITU-T describes its management philosophy and lists the tasks for each of the management layers it defines. ITU-T does so by identifying functions and function sets.


The following function sets from the fault management (FM) area deal with the end-user, who is called customer and subscriber interchangeably in [x50].


According to [x50] Fault Management enables the detection, isolation and correction of abnormal operation of the telecommunication network and its environment. It provides facilities for the performance of the maintenance phases from ITU-T M.20. The quality assurance measurements for Fault Management include component measurements for Reliability, Availability and Survivability (RAS).

· RAS Quality Assurance: RAS Quality Assurance establishes the reliability criteria, which guide the design policy for redundant equipment (a responsibility of Configuration Management), and the policies of the other function groups in this area

· Service outage reporting function set: This set provides access to a database of outage reports concerning an outage of services to multiple customers. The report may include the type of services affected, the number of customers affected, and the start and end times of the outage. Such reports include statistics concerning service outages by designated areas and over designated periods of time

· Fault Localization: Where the initial failure information is insufficient for fault localization, it has to be augmented with information obtained by additional failure localization routines. 

· Network fault localization function set: The process to determine faults starts with the information received by status management from the network (e.g. alarm report, user message from customer, real-time status report by N/W carriers, etc). Based on the fault information received, the trouble ticket is opened by ticket management and consolidated with the related trouble ticket.


Event management will analyse the fault report, and there are four opportunities for reaching the next status: diagnosed, help required, suspended or went away.


After successful diagnosis, the problem will be "repaired", and the trouble ticket may be closed. Otherwise, the problem may be reselected. Problems, which disappear or are suspended, or when their time expires, may be changed to an "expired" status. After the problem is determined, the problem message is sent to the customer, for instance, outage equipment.

· Fault Correction: Fault Correction transfers data concerning the repair of a fault and for the control of procedures that use redundant resources to replace equipment or facilities that have failed.

· Arrangement of repair with customer function set: This set supports contacting a customer to schedule dispatch to customer premises.

5.1.5.5.2 
3GPP

To be delivered

5.1.5.5.x 
TMF


To be delivered

5.2
Standardization documents containing subscriber/user information


This clause lists the standards, which deal with the end-user/subscriber information for the network functions introduced in clause 5.1.


Table 5.2.1: List of standardization documents containing subscriber/user information


		Standardization Body

		Number

		title



		3GPP

		TS 23.008 V7.2.0 (2006-06) 

		Organization of Subscriber Data



		

		TS 23.003 V7.0.0 (2006-06)

		Numbering, addressing and identification (Release 6)



		

		TS 23.097 V6.0.0 (2004-12)

		Multiple Subscriber Profile (MSP) (Phase 2) - Stage 2 (Release 5)



		

		TS 23.016 V6.1.0 (2004-03)

		Subscriber data management; Stage 2; (Release 6)



		

		TS 32.140 V6.3.0 (2004-12)

		Subscription Management (SuM) requirements (Release 6)



		

		TS 32.141 V6.1.0 (2004-03)

		Subscription Management (SuM) architecture (Release 6)



		

		TS 32.171 V6.1.0 (2004-12)

		Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): Requirements (Release 6)



		

		TS 32.172 V6.3.0 (2006-03 )

		Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): Information Service (IS) (Release 6)



		

		TS 32.175 V6.2.0 (2005-06)

		Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): eXtensible Markup Language (XML) definition (Release 6)



		

		3GPP TS 22.240 V6.5.0 (2005-01)

		Technical Specification Group Services and System Aspects; Service requirement for the 3GPP Generic User Profile (GUP); Stage 1 (Release 6)



		

		TS 23.240 V6.7.0 (2005-03)

		3GPP Generic User Profile (GUP); Architecture (Stage 2); (Release 6)



		

		TR 23.941 V6.0.0 (2004-12)

		3GPP Generic User Profile (GUP); Stage 2; Data Description Method (DDM) (Release 6)



		

		TS 33.102 V7.0.0 (2005-12)

		3G Security; Security architecture (Release 7)



		

		TS 43.020 V6.4.0 (2006-06)

		Security related network functions (Release 6)



		

		TS 23.060 V7 .1.0 (2006-06)

		General Packet Radio Service (GPRS); Service description; Stage 2 (Release 7)



		

		TS 23.271 V6.13.0 (2005-09)

		Functional stage 2 description of Location Services (LCS); (Release 6)



		

		TS 25.305

		Stage 2 functional specification of UE positioning in UTRAN



		

		TS 43.059

		Functional Stage 2 description of Location Services in GERAN



		

		TS 23.141 V6.9.0 (2005-12)

		Presence Service; Architecture and functional description (Release 6)



		

		TS 23.228 V7.4.0 (2006-06)

		Technical Specification Group Services and System Aspects; IP Multimedia Subsystem (IMS); Stage 2 (Release 7)



		

		TS 33.222 V7.1.0 (2006-03)

		Generic Authentication Architecture (GAA); Access to network network function functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS) (Release 7)



		

		TS 33.102 V7.0.0 (2005-12)

		Technical Specification Group Services and System Aspects; 3G Security; Security Architecture (Release 7)



		

		TS 32.240 V6.3.0 (2005-09)

		Technical Specification Group Services and System Aspects; Telecommunication management; Charging management; Charging architecture and principles (Release 6)



		

		TS 22.115 6.7.0 (2006-03)




		Technical Specification Group Services and System Aspects; Service aspects; Charging and billing (Release 7)



		

		TS 22.140 V6.7.0 (2005-03)

		Technical Specification Group Services and System Aspects; Multimedia Messaging Service (MMS); Stage 1 (Release 6)



		

		TS 23.140 V6.9.0 (2005-03)

		Technical Specification Group Terminals; Multimedia Messaging Service (MMS); Functional description; Stage 2 (Release 6)



		

		TS 22.242 V6.3.0 (2005-01)

		Technical Specification Group Services and System Aspects; Digital Rights Management (DRM); Stage 1 (Release 6)



		

		TS 22.146 V8.1.0 (2006-09)

		Technical Specification Group Services and System Aspects; Multimedia Broadcast/Multicast Service; Stage 1 (Release 8)



		

		TS 22.246 V8.1.0 (2006-09)

		Technical Specification Group Services and System Aspects; Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1 (Release 8)



		

		TS 23.228 V7.4.0 (2006-06)

		Technical Specification Group Services and System Aspects; IP Multimedia Subsystem (IMS); Stage 2 (Release 7)



		

		TR 23.979 V6.2.0 (2005-06)

		Technical Specification Group Services and System Aspects; 3GPP enablers for Open Mobile Alliance (OMA); Push-to-talk over Cellular (PoC) services; Stage 2 (Release 6)



		

		TR 25.zyx V0.0.1 Draft2(2006-0x)

		Technical Specification Group Radio Access Network, Improved support of gaming over HSDPA/EDCH (Release 7)



		

		TS 29.078 7.3.0 (2006-06)

		Technical Specification Group Core Network and Terminals; Customised Applications for Mobile network Enhanced Logic; (CAMEL) Phase 4; CAMEL Application Part (CAP) specification; (Release 7)



		ETSI/TISPAN

		Draft ETSI DTS 188 002 V0.0.1 (2006-01)

		Subscription Management Requirements



		

		Draft ETSI TS 188 XXX V0.0.1 (2006-02)

		NGN Management; Management Information Model Requirements



		

		WG8 interim meeting WG8TD08 Sophia Antipolis, 3 - 5 May 2006

		Remaining Comments



		

		ETS 300 374-1 (1994-09)

		Intelligent Network (IN); Intelligent Network Capability Set 1 (CS1); Core Intelligent Network Application Protocol (INAP); Part 1: Protocol specification



		

		EN 301 140-1 V1.3.4 (1999-06)

		Intelligent Network (IN); Intelligent Network Application Protocol (INAP); Capability Set 2 (CS2); Part 1: Protocol specification



		

		Final draft ETSI EN 301 931-1 V1.1.2 (2001-07)

		Intelligent Network (IN); Intelligent Network Capability Set 3 (CS3); Intelligent Network Application Protocol (INAP); Protocol specification; Part 1: Common aspects



		3GPP2

		S.R0037-0 v3.0 Version Date: August 21, 2003 Version 3.0

		IP Network Architecture Model for cdma2000 Spread Spectrum Systems



		

		X.S0027-001-0  Version 1.0 Date: September, 2004

		Presence Service: Architecture and Functional Description



		

		3GPP2 S.R0064-0, Version 1.0, Version Date: 30 October 2002

		Multimedia Messaging Services (MMS); Stage 1 Requirements



		OMA

		OMA-AD_IMS-V1_0-20040420-D Draft Version 1.0 – 20 Apr 2004 

		Utilization of IMS capabilities  Architecture



		

		OMA-TS-Presence_SIMPLE-V1_0-20060418-C Candidate Version 1.0 – 18 Apr 2006

		Presence SIMPLE Specification



		

		OMA-AD-Presence_SIMPLE-V1_0-20060110-C Candidate Version 1.0 – 10 Jan 2006

		Presence SIMPLE Architecture Document



		

		OMA-TS-MLP-V3_2-20051124-C Candidate Version 3.2 – 24 Nov 2005

		Mobile Location Protocol 3.2



		

		OMA-AD-MLS-V1_0-20050607-C Candidate Version 1.0 – 07 June 2005

		OMA Mobile Location Service Architecture



		

		OMA-TS-XDM_Core-V1_0-20060612-A Approved Version 1.0 – 12 Jun 2006

		XML Document Management (XDM) Specification



		

		OMA-TS-DM_StdObj-V1_2-20060602-C Candidate Version 1.2 – 02 Jun 2006

		OMA Device Management Standardized Objects



		

		OMA-SyncML-DMStdObj-V1_1_2-20031203-A Approved version 03-December-2003

		SyncML Device Management Standardized Objects, Version 1.1.2



		

		OMA-Security-CertProf-V1_1-20040615-C Candidate Version 1.1 – 15 Jun 2004

		Certificate and CRL Profiles



		

		OMA-TS-PoC_XDM-V1_0-20060609-A Approved Version 1.0 – 09 June 2006

		PoC XDM Specification



		

		OMA-RD-CPv12-V1_0-20050825-D, Draft Version 1.0 –25 Aug 2005

		Client Provisioning v1.2 Requirements



		

		OMA-RD-GPM-V1_0-20060824-D, Draft  Version 1.0 – 24 Aug 2006

		Global Permissions Management Requirements



		

		OMA-AD-GPM-V1_0-20060828-D, Draft Version 1.0 – 28 Aug 2006

		Global Permissions Management Architecture



		

		OMA-AD-Policy_Evaluation_Enforcement_Management-V1_0 - 2006625-D, Draft Version 1.0 – 25 Jun 2006

		Policy Evaluation, Enforcement and Management Architecture



		

		OMA-MMS-ARCH-V1_2-20050301-A, Approved Version 1.2 – 01 Mar 2005

		Multimedia Messaging Service, Architecture Overview



		

		OMA-MMS-ENC-V1_2-20050301-A, Approved Version 1.2 – 01 Mar 2005

		Multimedia Messaging Service Encapsulation Protocol



		

		OMA-AD-Charging-V1_0-20060825-D, Draft Version 1.0 – 25 Aug 2006

		Charging Architecture



		

		OMA-RD_Charging-V1_0-20041118-C, Candidate Version 1.0 – 18 Nov 2004

		Charging Requirements



		

		OMA-AD-DRM-V2_0-20060303-A, Approved Version 2.0 – 03 Mar 2006

		DRM Architecture



		

		OMA-AD-BCAST-V1_0-20060329-D, Draft Version 1.0 –29 March 2006

		Mobile Broadcast Services Architecture



		

		OMA-RD-DCD-V1_0-20060530-C, Candidate Version 1.0 – 30 May 2006

		Dynamic Content Delivery Requirements



		

		OMA-AD-DCD-V1_0-20061014-D, Draft Version 1.0 – 14 October 2006

		Dynamic Content Delivery Architecture



		

		OMA-AD-IMS-V1_0-20050809-A, Approved Version 1.0 – 9 Aug 2005

		Utilization of IMS capabilities Architecture



		

		OMA-AD-IMPS-V1_3-20051011-C, Candidate Version 1.3 – 11 Oct 2005

		IMPS Architecture



		

		OMA-AD_PoC-V1_0-20060609-A, Approved Version 1.0 – 09 Jun 2006

		Push to talk over Cellular (PoC) - Architecture



		

		OMA-AD-DS-V2_0-20061011-D, Draft Version 2.0 – 11 Oct 2006

		DS 2.0 Architecture



		

		OMA-AD-Game-Services-V1_0-20060307-C, Candidate Version 1.0 - 03 Mar 2006

		Game Services Architecture



		IETF

		RFC 2778 February 2000

		A Model for Presence and Instant Messaging



		

		RFC 2924 September 2000

		Accounting Attributes and Record Formats



		

		RFC 3588 September 2003

		Diameter Based Protocol



		

		RFC 3280 April 2002

		Internet X.509 Public Key Infrastructure



		

		RFC 2560 June 1999

		PKIX OCSP



		

		RFC 3060 February 2001

		Policy Core Information Model



		ITU-T

		ITU-T X.509 08/2005

		Information  technology  –  Open  systems  interconnection  – The  directory:  public-key  and  attribute  certificate  frameworks



		

		ITU-T Q.822 04/1994

		SPECIFICATIONS OF SIGNALLING  SYSTEM  No.7 – STAGE  1,  STAGE  2  AND  STAGE  3 DESCRIPTION  FOR  THE  Q3  INTERFACE  – PERFORMANCE  MANAGEMENT



		

		ITU-T Q.1211  03/1993

		GENERAL  RECOMMENDATIONS  ON  TELEPHONE
SWITCHING  AND  SIGNALLING – INTELLIGENT  NETWORK - INTRODUCTION  TO  INTELLIGENT  NETWORK
CAPABILITY  SET  1



		

		ITU-T Q.1231  09/1997

		Q Series  SWITCHING AND SIGNALLING – INTRODUCTION  TO  INTELLIGENT  NETWORK CAPABILITY  SET  2



		

		ITU-T Q.1221  12/1997

		Q Series  SWITCHING AND SIGNALLING – INTRODUCTION  TO  INTELLIGENT  NETWORK CAPABILITY  SET  3
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