3GPP TSG-SA5 (Telecom Management)
S5-061659
Meeting #50, Fairfax, VA, USA, 30 Oct - 3 Nov 2006
Source:
SA5 (zhu.weihong@zte.com.cn)

Title:
Discussion on the requirements of Advanced Alarmming
Document for:
Discussion
Agenda Item:
5.2.10
C WT053 Itf-N Advanced Alarming (OAM7-NIM)
	Agenda raw
	Topic

	1
	Opening of the meeting

	2
	Approval of the agenda and registration of new documents

	3
	IPR Declarations

	4
	Meetings and activities reports

	4.1
	Last SA5 meeting report

	4.2
	Last SA meeting report

	4.3
	Liaison rapporteurs reports

	4.4
	Inter-organizational communication reports

	4.4.1
	LS status overview

	4.5
	Other reports

	5
	Sub-Working Group reports

	 
	 

	5.1
	B Plenary

	5.1.1
	B Maintenance (Rel-6 & older: CH, CH-BC, IMS2-CH, LCS2-CH, MBMS-CH, MMS6-CH, PoC-CH, SCUDIF, WLAN-CH)

	5.1.2
	B Rel-7 small Enhancements (UID_320007, CH7)

	5.1.3
	B Charging aspects of FBI for PacketCable (UID_7032, FBI-PCBL-CH)

	5.1.4
	B Charging aspects of PCC (UID_7033, PCC-CH)

	5.1.5
	B Charging aspects of VCC (UID_7035, ServID-CH)

	5.1.6
	B Charging aspects of ServID (UID_35079, VCC-CH)

	5.1.7
	B Alternate Charged Party for IMS (UID_320008, CH7-IMS-ACP)

	5.1.8
	B Charging harmonization for NGN between 3GPP and ATIS-TMOC  (UID: tbd, FBI-TISP2-CH)

	5.1.9
	B Align 3GPP Charging with OMA PoC Enabler 2.0  (UID: tbd, CH7-PoC)

	 
	 

	5.2
	C Plenary

	5.2.1
	C Maintenance (Corrections)

	5.2.2
	C Rel-7 small Enhancements (OAM7)

	5.2.3
	C WT045 Study of IRP Usage Scenarios (OAM7-Study)

	5.2.4
	C WT047 Itf-N Performance Criteria (OAM7-NIM)

	5.2.5
	C WT048 Delta Synchronization (OAM7-NIM)

	5.2.6
	C WT049 SuM IRP SS (OAM7-NIM)

	5.2.7
	C WT050 IRP Security (OAM7-NIM)

	5.2.8
	C WT051 IRP Methodology (OAM7-NIM)

	5.2.9
	C WT052 Itf-N Partial Suspension (OAM7-NIM)

	5.2.10
	C WT053 Itf-N Advanced Alarming (OAM7-NIM)

	5.2.11
	C WT055 VSE Rules (OAM7-NIM)

	5.2.12
	C WT064 Backward and Forward Compatibility of IRP systems (OAM7-NIM)

	5.2.13
	C WT065 Study of Element Operations Systems Function (EOSF) definition (OAM7-Study)

	5.2.14
	C WT066 Study of SOAP/HTTP IRP Solution Sets (OAM7-Study)

	5.2.15
	C WT067 Study of Itf-N ICS template (OAM7-Study)

	5.2.16
	C WT070 IRP for Subscriber and Equipment Trace Management (OAM7-Trace)

	5.2.17
	C WT074 Study on SA5 MTOSI XML Harmonization (OAM7-Study)

	 
	 

	5.3
	D Plenary

	5.3.1
	D Maintenance (Corrections)

	5.3.2
	D Rel-7 small Enhancements (OAM7)

	5.3.3
	D WT044 NRM Enhancement for NGN (OAM7-NIM)

	5.3.4
	D WT046 CO-OP Study (OAM7-NIM)

	5.3.5
	D WT054 Legacy Equipment Management (OAM7-NIM)

	5.3.6
	D WT056 CS Bearer Transport NRM (OAM7-NIM)

	5.3.7
	D WT057 CS Measurements (OAM7-PM)

	5.3.8
	D WT058 UTRAN Measurements (OAM7-PM)

	5.3.9
	D WT059 TDD Measurements (OAM7-PM)

	5.3.10
	D WT060 ATM Measurements (OAM7-PM)

	5.3.11
	D WT061 IP Measurements (OAM7-PM)

	5.3.12
	D WT062 End-to-end Service Level tracing for IMS (OAM7-Trace)

	5.3.13
	D WT063 Trace record content for UTRAN TDD (OAM7-Trace)

	5.3.14
	D WT068 Study of IRP Information Model (OAM7-Study)

	5.3.15
	D WT069 Performance measurements definition for IMS (OAM7-PM)

	5.3.16
	D WT071 Repeater NRM Definition (OAM7-NIM)

	5.3.17
	D WT072 UTRAN radio channel power monitoring (OAM7-NIM)

	5.3.18
	D WT073 HSDPA performance measurements (OAM7-PM)

	5.3.19
	D WT320006 Study on Common Profile Storage framework (OAM7-Study)

	 
	 

	 
	 

	5.4
	Ad Hoc activities (if any)

	6
	Cross-SWG issues at SA5 level

	6.1
	Administrative issues at SA5 level

	6.2
	Technical issues at SA5 level

	6.3
	Other issues at SA5 level

	7
	Meeting Calendar

	8
	Any Other Business

	9
	Close of Meeting


1
Decision/action requested

Agree to add new requirement to the advancedAlarmingRule.
2
References

(Reference - in list form - should be made to previous SA5/3GPP/etc. documents.)

S5-050289 OAM-NIM WT WID Advanced Alarming on Itf-N
S5-060917 Requirements for Advanced Alarming V0.0.8
3
Rationale

The main purpose of advanced alarming  is to improve the efficiency of alarm, including reducing the number of alarms and reducing the time-to-repair, so the advanced alarming rules should not be only simple filters.
4 Detailed proposal
1. Requirements for Advanced Alarming on Itf-N
1.1. The IRPManager may send requests to the IRPAgent to a) categorize alarms and b) to act based on these categories, e.g. to discard. The IRPManager shall be enabled to revoke such requests from the IRPAgent.
1.2. If necessary, the advanced alarming rules can send notifications or new alarms to report useful information to the IRPManager.
1.3. The categorization as insignificant is done by the IRP manager by first defining and then applying one or several rules in the Information Service for advanced alarming. The choice of rule/s may depend on the type of alarm, the environment, the time of day, the type of network element, the alarm severity, the location and many more. No restriction is imposed in this regard.

1.4. The IRPManager shall be able to request from the IRPAgent the definition of an advanced alarming rule.

1.5. The IRPManager shall be able to request from the IRPAgent the deletion of a defined advanced alarming rule.

1.6. An IRP manager shall be able to request from the IRP agent that the advanced alarming rules shall be applied to one or several of the following:
+ alarm notifications to be sent to this IRP manager 
+ advanced alarming requests by this IRP manager to read the alarm list 
+ advanced alarming requests by this IRP manager to retrieve data from the alarm log 
+ advanced alarming requests by this IRP manager to export log records into a log file
Such requests only affect the requesting IRPManager. 
The application sequence of several defined rules (e.g. rules A and B) is done by first defining a rule (e.g. C) which determines the application sequence of these rules (e.g. first rule A, then rule B) and then applying this rule (C). 

1.7.  The IRPManager shall be able to request from the IRPAgent a list of the defined advanced alarming rules and the advanced alarming rules which are currently applied for this IRP Manager.


