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1
Decision/action requested

SA5 SWGB is invited to use the information presented in this document as a basis for discussion and decision about the ‘asserted identity privacy procedures’ impact on IMS charging.
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3
Detailed proposal

As indicated in TS24.229 [2] the UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with RFC 3323 [3], and the additional requirements contained within RFC 3325 [4]. Besides and according to TS24.173 [1], the AS providing the multimedia telephony service may also request privacy of the P-Asserted-Identity based on the user’s subscription options related to the supplementary services OIR(Originating Identification Restriction), OIP(Originating Identification Presentation), TIP (Terminating Identification Presentation) and TIR (Terminating Identification Restriction).
According to sections 5.4.3.2 and 5.4.3.3 in [2] and the signalling procedures described in [1], when asserted identity privacy is required, the originating/terminating S-CSCF or the ‘Multimedia Telephony’ AS may remove the P-Asserted-Identity header before forwarding the SIP request downstream to the P-CSCF or any other involved AS according to the applicable initial Filter Criteria. This behaviour shall imply that P-CSCFs or other ASs even in the same trusted domain as the S-CSCF may not have the asserted identity of the calling or called party and thus, the charging information generated by these nodes shall be incomplete. Moreover according to current IMS charging specification from Rel.6 onwards, the calling party address field is defined as ‘Om’, so this category should be changed.   
I) OIP/TIP (Originating/Terminating Identification Presentation)
As indicated in [1], for terminating/originating users not subscribed to OIP/TIP service respectively, their AS shall remove any P-Asserted-Identity and Privacy header fields included in the request before forwarding it. This would mean that P-CSCF or other involved ASs could not perform charging accurately since they receive IMS requests with no asserted identities. 

II) OIR/TIR (Originating/Terminating Identification Restriction)

If  Privacy header field is included and set to “id”, it is the S-CSCF that eliminates P-Asserted-Identity header fields, according to [1] and [2]. As a result,  charging in the P-CSCF or ASs could not be succesfully done either.  

4
Conclusion

In order to keep asserted identities within an IMS operator network or between trusted domains, 3GPP CT1 should be kindly asked to examine this issue and consider the posssibility that network asserted identities may only be removed  by nodes at the border of a trusted domain.

