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1
Decision/action requested

Add Support for Cell Traffic Trace to TS32.423 as indicated below.
2
References

TS32.421 v.7.1.0

TS32.422 v.7.0.0

TS32.423 v.7.2.0

S5-060966 CR to TS32.421 to add Cell Traffic Trace support.

3
Rationale

Cell Traffic Trace as proposed in the requirements in TS32.421 will require changes introductory text and Trace File Format in TS32.423 to support of this capability.

4
Detailed proposal

In order to support the Cell Traffic Trace capability, the following modifications to TS32.423 v.7.2.0 are proposed.
Include Cell Traffic Trace in Introduction
In the introduction section, restatement of usage of Cell Traffic Trace from TS32.421 should be included. The following modifciations to the Introduction are proposed:

	Changes to Introduction


Introduction

The present document is part of a TS-family covering the 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Telecommunication management, as identified below: 

TS 32.421:
"Subscriber and equipment trace; Trace concepts and requirements";

TS 32.422:
"Subscriber and equipment trace; Trace control and configuration management ";

TS 32.423:
"Subscriber and equipment trace; Trace data definition and management";

Subscriber and MS Trace provide very detailed information at call level on one or more specific mobile(s). Cell Traffic Trace provides information regarding all calls in a given area. This data is an additional source of information to Performance Measurements and allows going further in monitoring and optimisation operations. 

Contrary to Performance Measurements, which are a permanent source of information, Trace is activated on user demand for a limited period of time for specific analysis purpose 

Trace plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end to end  3G procedure validation.

The capability to log data on any interface at call level for a specific user (e.g. IMSI) or mobile type (e.g. IMEI or IMEISV) allows getting information which cannot be deduced from Performance Measurements such as perception of end-user QoS during his call (e.g. requested QoS vs. provided QoS), correlation between protocol messages and RF measurements, or interoperability with specific mobile vendors. 
Also, the capability to log data regarding all calls in a given cell or cells using Cell Traffic Trace allows getting information useful in checking radio coverage for optimization of algorithms/procedures using data that is not available in Performance Measurements.
Moreover, Performance Measurements provide values aggregated on an observation period, Subscriber and Equipment Trace give instantaneous values for a specific event (e.g. call, location update, etc.).

If Performance Measurements are mandatory for daily operations, future network planning and primary trouble shooting, Subscriber, MS Trace, and Cell Traffic trace are easy ways to go deeper into investigation and 3G network optimisation.

In order to produce this data, Subscriber and MS trace are carried out in the NEs, which comprise the network. Cell Traffic Trace is carried out in the RNCs and Node Bs of interest. The data can then be transferred to an external system (e.g. an Operations System (OS) in TMN terminology, for further evaluation).

	End of Changes to Introduction


UTRAN Trace Record

When Cell Traffic Trace in invoked, UTRAN trace records are created. No changes are needed to the current UTRAN trace record to support Cell Traffic Trace.
Trace Report File Format

The Trace Report File Format would need to be slightly modified to support Cell Traffic Trace since UE identifiers would not be supplied in a Cell Traffic Trace activation request. The XML element ue would now be optional for Cell Traffic Trace. Proposed changes to the parameter definitions, XML file format diagram and schema are as follows:
	Changes to Annex A


A.1
Parameter description and mapping table

The following table describes the XML trace file parameters.

Table : XML trace file parameters

	XML element / XML attribute specification
	Description

	traceCollecFile
	This is the top-level element. It identifies the file as a collection of trace data. This element includes:

-
a file header (element "fileHeader")

-
the collection of trace data items (elements "traceRecSession").

	fileHeader
	This is the trace file header element. This element includes:

-
a version indicator (attribute specification "fileFormatVersion")

-
the vendor name of the sending network node (attribute specification "vendorName")

-
the name of the sending network node (attribute specification "fileSender elementDn")

-
the type of the sending network node (attribute specification "fileSender elementType")

-
a time stamp (attribute specification "traceCollec beginTime").

	fileHeader fileFormatVersion
	This attribute specification identifies the file format version applied by the sender. The format version defined in the present document shall be the abridged number and version of this 3GPP document (see below).

The abridged number and version of a 3GPP document is constructed from its version specific full reference "3GPP […] (yyyy-mm)" by:

-
removing the leading "3GPP TS"

-
removing everything including and after the version third digit, representing editorial only changes, together with its preceding dot character

-
from the resulting string, removing leading and trailing white space, replacing every multi character white space by a single space character and changing the case of all characters to uppercase.

	fileHeader vendorName
	Optional attribute specification that has the following value part: vendor of the equipment that provided the trace file.

	fileSender elementDn
	Optional attribute specification that uniquely identifies the NE or EM that assembled this trace file, according to the definitions in 3GPP TS 32.300 [11].

	fileSender elementType
	Optional attribute specification that identifies type of the network node that generated the file, e.g. "RNC", "SGSN".

	traceCollec beginTime
	This attribute specification contains a timestamp that refers to the start of the first trace data that is stored in this file. It is a complete timestamp including day, time and delta UTC hour. E.g. "2001-09-11T09:30:47-05:00".

	traceRecSession
	Optional element that contains the traced data associated to a Trace Recording Session. It includes:

-
the DN prefix (attribute specification "dnPrefix")

-
the trace session identifier (attribute specification "traceSessionRef")

-
the trace recording session identifier (attribute specification "traceRecSessionRef")

-
the start time of the call or reception of messages associated with the Cell Traffic Trace (attribute specification "stime")

-
the ue identifier (element "ue")

-
the traced messages (elements "msg")

	traceRecSession dnPrefix
	Optional attribute specification that provides the DN prefix (see 3GPP TS 32.300 [11]).

	traceRecSession traceSessionRef
	Attribute specification that provides a unique trace session identifier as described in 3GPP TS 32.421 [2].

	traceRecSession traceRecSessionRef
	Attribute specification that provides a unique trace recording session identifier as described in 3GPP TS 32.421 [2] and 3GPP TS 32.422 [3].

	traceRecSession stime
	Optional attribute specification that provides the start time of the call.

	ue
	This optional element gives the ue identifier provided in trace activation messages. It includes:

-
the ue identifier type (attribute specification "idType")

-
the ue identifier value (attribute specification "idValue")

	ue idType
	Attribute specification that provides the ue identifier type (IMSI, IMEI (SV), or Private User Id).

	ue idValue
	Attribute specification that provides the ue identifier value.

	msg
	This element contains the information associated to a traced message. It includes:

-
the function name associated to the traced message (attribute specification "function")

-
the time difference with attribute specification "traceCollec beginTime" (attribute specification "changeTime")

-
a boolean value that indicates if the message is vendor specific (attribute specification "vendorSpecific")

-
the protocol message name (attribute specification "name")

-
the NE initiator of the protocol message (element "initiator")
-
the NE target of the protocol message (element "target")
-
the encoded protocol message (element "rawMsg")
-
the traced IEs, either simple (elements "ie") or complex (elements "ieGroup"), in any order

	msg function
	Attribute specification that provides the function name associated to the traced message (e.g. Iuu, Iu CS, Iub, Intra frequency measurement, Gb, …).

	msg changeTime
	Attribute specification that provides the time difference with attribute specification "traceCollec beginTime". It is expressed in number of seconds and milliseconds (nbsec.ms).

	msg vendorSpecific
	Attribute specification whose value part is a boolean value that indicates if the message is vendor specific (true) or not (false).

	msg name
	Attribute specification that provides the protocol message name.

	initiator
	Optional element that identifies the NE initiator of the protocol message. It includes:

-
the type of the network node that initiate the message (attribute specification "type")

-
the LDN of NE initiator of the protocol message (element's content). The element's content may be empty in case the initiator is the sender or the mobile

	initiator type
	Optional attribute specification that provides the type of the network node that initiate the message, e.g. "RNC", "SGSN".

	target
	Optional element that identifies the NE target of the protocol message. It includes:

-
the type of the network node that receive the message (attribute specification "type")

-
the LDN of NE target of the protocol message (element's content). The element's content may be empty in case the target is the sender or the mobile

	target type
	Optional attribute specification that provides the type of the network node that receive the message, e.g. "RNC", "SGSN".

	rawMsg
	Optional element that contains the encoded protocol message. It includes:

-
the protocol name associated to the event (attribute specification "protocol")

-
the protocol version (attribute specification "version")

-
the hexadecimal encoded form of the message (element's content)
This element is available only if the trace depth is maximum.

	rawMsg protocol
	Attribute specification that provides the protocol name associated to the event (e.g. "Ranap").

	rawMsg version
	Attribute specification that provides the protocol version.

	ieGroup
	Optional element that contains a complex traced IE, i.e. an IE that contains other traced IEs. It includes:

-
the IE group name (attribute specification "name")

-
the IE group value (attribute specification "value")

-
zero or more traced IEs, either simple (elements "ie") or complex (elements "ieGroup"), in any order
This element is available only if the trace depth is medium or minimum.

	ieGroup name
	Optional attribute specification that provides the IE group name (e.g. "RAB parameters").

	ieGroup value
	Optional attribute specification that provides the IE group value when it exists (e.g. "RAB identifier").

	ie
	Optional element that contains a simple traced IE, i.e. an IE decoded from the traced message. It includes:

-
the IE name (attribute specification "name")

-
the IE value (element's content)
This element is available only if the trace depth is medium or minimum.

	ie name
	Attribute specification that provides the IE name (e.g. "Minimum DL Power").


A.2
XML file format definition

For encoding of the information content, XML (see Extensible Markup Language (XML) 1.0, W3C Recommendation [5]) will be used. The XML schema contains the mark-up declarations that provide a grammar for the trace file format. The XML schema is defined below.

A.2.1
XML trace file diagram

The following figure describes the XML element structure of a trace XML file.


[image: image1]
Figure : XML trace file diagram

A.2.2
Trace data file XML schema

The following XML schema traceData.xsd is the schema for trace data XML files:

The following XML schema traceData.xsd is the schema for trace data XML files:

<?xml version="1.0" encoding="UTF-8"?>

<!--

  3GPP TS 32.423 Subscriber and Equipment Trace data definition and management

  Trace data file XML schema

  traceData.xsd

-->

<schema

  targetNamespace=

"http://www.3gpp.org/ftp/specs/archive/32_series/32.423#traceData"

  elementFormDefault="qualified"

  xmlns="http://www.w3.org/2001/XMLSchema"

  xmlns:td=

"http://www.3gpp.org/ftp/specs/archive/32_series/32.423#traceData"

>

  <!-- Trace data file root XML element -->

  
<element name="traceCollecFile">



<complexType>




<sequence>





<element name="fileHeader">






<complexType>







<sequence>








<element name="fileSender">









<complexType>










<attribute name="elementDn" type="string" use="optional"/>










<attribute name="elementType" type="string" use="optional"/>









</complexType>








</element>








<element name="traceCollec">









<complexType>










<attribute name="beginTime" type="dateTime" use="required"/>









</complexType>








</element>







</sequence>







<attribute name="fileFormatVersion" type="string" use="required"/>







<attribute name="vendorName" type="string" use="optional"/>






</complexType>





</element>





<element name="traceRecSession" minOccurs="0" maxOccurs="unbounded">






<complexType>







<sequence>








<element name="ue">









<complexType>










<attribute name="idType" type="string" use="optional" default="IMSI"/>










<attribute name="idValue" type="long" use="optional"/>









</complexType>








</element>








<element name="msg" maxOccurs="unbounded">









<complexType>










<sequence>











<element name="initiator" minOccurs="0">












<complexType>













<simpleContent>














<restrictionextension base="string"/>













</simpleContent>













<attribute name="type" type="NCName" use="optional"/>













</extension>













</simpleContent>












</complexType>











</element>











<element name="target" minOccurs="0">












<complexType>













<simpleContent>














<restrictionextension base="string"/>













</simpleContent>













<attribute name="type" type="NCName" use="optional"/>













</extension>













</simpleContent>












</complexType>











</element>











<element name="rawMsg" minOccurs="0">












<complexType>













<simpleContent>














<restrictionextension base="hexBinary"/>













</simpleContent>













<attribute name="protocol" type="string" use="required"/>













<attribute name="version" type="string" use="required"/>













</extension>













</simpleContent>












</complexType>











</element>











<choice minOccurs="0" maxOccurs="unbounded">












<element ref="td:ie"/>












<element ref="td:ieGroup"/>











</choice>










</sequence>










<attribute name="function" type="string" use="required"/>










<attribute name="name" type="string" use="required"/>










<attribute name="changeTime" type="float" use="required"/>










<attribute name="vendorSpecific" type="boolean" use="required"/>









</complexType>








</element>







</sequence>







<attribute name="dnPrefix" type="string" use="optional"/>







<attribute name="traceSessionRef" type="long" use="required"/>







<attribute name="traceRecSessionRef" type="long" use="required"/>







<attribute name="stime" type="dateTime" use="optional"/>






</complexType>





</element>




</sequence>



</complexType>


</element>


<!-- Additional supporting XML elements -->


<element name="ieGroup">



<complexType>




<choice minOccurs="0" maxOccurs="unbounded">





<element ref="td:ie"/>





<element ref="td:ieGroup"/>




</choice>




<attribute name="name" type="string" use="optional"/>




<attribute name="value" type="string" use="optional"/>



</complexType>


</element>


<element name="ie">



<complexType>




<simpleContent>





<restrictionextension base="string"/>




</simpleContent>




<attribute name="name" type="string" use="required"/>




</extension>




</simpleContent>



</complexType>


</element>

</schema>
	End of Changes to Annex A
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: The XML element has a value part
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Note: Refer to “Symbol”  paragraph for the symbols meaning
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