3GPP TSG-SA5 (Telecom Management)
S5-060544
Meeting #48, Kunming, CHINA, 3 - 7 Jul 2006
Source:
SA5 (wolfgang.haidegger@siemens.com)

Title:
CPSF Section 5
Document for:
Discussion
Agenda Item:
5.4.1
1
Decision/action requested

Discussion of Sect. 5 of TR32.808.
2
References

---
3
Rationale

Section 5 of TR32.808 is presented for discussion
4
Detailed proposal
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5
Basic Structure of the Common Profile Storage Framework (CPSF)

5.1
Logical View

 This subsection deals with the functions the CPSF has to support. Figure x depicts a typical three-tier architecture consisting of a


· Database subsystem, which is concerned with data management and resource management, an


· Application subsystem containing network applications (e.g. HSS, HLR, …) as well as enterprise applications (e.g. CRM, Marketing applications, …) and a


· Client subsystem providing e.g. a GUI.
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Figure x: Logical view of the Common Profile Storage Framework as a 3-tier architecture


5.1.1
Actual End-User Data Storage Framework


This subsection deals with the part of the framework, which takes care of the real data handling.


Resource Management:


· Data Storage Management: This function hides the storage complexity from the application


· Physical Device Management:   


Data Management:


· Data transformation and presentation: This function has two properties


· Maintenance of data independence


· Removal of the distinction between logical and physical data


· Concurrency Control: This function prevents clashes between user operations


· Backup and Restore: This function block provides backup and restore mechanisms and strategies


· Integrity Services: This function enforces referential integrity rules


· Additional functions not shown in the figure: 


· Database access languages and application programming interfaces


· Database communications interfaces


5.1.2
Adaptation Layer Functionality


This subsection deals with the building blocks of the Adaptation Layer introduced in section 4.


Note: The notion “Layer” is only logical. There are no well defined interfaces on the north and south. Instead the “Adaptation Layer” consists of a list of functions, which allow a complete decoupling of the Application Subsystem whenever this is necessary.


5.1.2.1
Adapting Entities


In accordance with the scenarios introduced in section 4 adapting entities shall be able to cover the following situations:


· More than one application uses the same data entity, each needing a different representation.


· The real data model is used to support the business processes of a provider and the application needs a specific “view” on its data.


· Support of legacy applications: Here two situations need to be distinguished:


· Mandatory: The legacy application uses the same standardized data modelling language and database access protocol, but its legacy data model does not fit into the general data modelling strategy. Then respective “views have to be provided for the application.


· Optional: The legacy application uses a different standardized data modelling language and database access protocol, which cannot be adapted to the current conditions. Then an according interface and an automatic conversion into the current model entities allows the legacy application to remain mainly unchanged


5.1.2.2
Access Control


Control of access to information: 


· prevention of unauthorized detection, 


· disclosure, or 


· modification of that information.


 At minimum the Basic Access Control Model [??] from ITU-T has to be supported, whose decisions entail actions on the following entities: 


· the entity of the data model being accessed - protected item; 
a protected item is an element of the data model to which access can be separately controlled 
Basic Access Control also provides the means to define collections of related items (e.g. attributes in an entry, all attribute values of a given attribute) in order to specify a common protection for them 


· the user requesting the operation - requestor;


· a particular right necessary to complete part of the operation -  permission;


· one or more operational attributes that collectively contain the security policy governing access to that item – ACIs (Access Control Items)


5.1.2.3
Real-Time Support


In section 4 the proponents of the Application Layer were introduced. Especially the applications listed under the network supporting services have stringent real-time constraints. Thus any Adaptation Layer has to guarantee their support.

5.2
Physical View


In this section two different possibilities of realization of the CPSF within the network are analyzed


5.2.1
Centralized Approach


5.2.2
Distributed Approach


5.3
Tooling


Part of the basis for the scalability of the CPSF is a tooling, which provides


· data migration support


· meta data manipulation and repository


· a tool management system and


· a report/documentation system
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