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6
CDR file format specification

This clause provides detail specifications for the CDR file format. These specifications apply to all domains, subsystems and services listed in clause 4. Alternatively, in the CS domain (i.e. for Bc), the file transfer mechanism specified in 3GPP TS 32.250 [10] may be used. Consequently, for Bc it is up to implementation choice to provide either the legacy interface, the interface specified in the present document, or both.

The file format specification in this clause is divided into the following categories:

· File format conventions;

· File naming and directory conventions;

· Detailed file transfer and session management procedures.

· Error handling

Only the basic file transfer mechanism is covered in the present document. Refer to 3GPP TSs 32.341 [500], 32.342 [501], 32.343 [502] and 32.344 [503] for the corresponding details when using the optional File Transfer IRP.

6.1
File format conventions

The file format shall apply the following conventions.

a) The CDR files contain a variable length file header immediately followed by a variable number (zero or more) of concatenated CDRs which are structured according to the CDR format specified in the middle tier charging TSs.

b) The syntax and encoding rules for the CDRs are specified in 3GPP TS 32.298 [51].

c) Each CDR is immediately preceded by a fixed length plain text header.

d) The file header fields and CDR header fields are in Network byte order .
e) The file header contains fields specified in subclause 6.1.1.

f) The CDR header contains fields specified in subclause 6.1.2.

g) File header fields that are not known at the time the file is opened are populated after all the CDRs are included and the file is ready to be closed.

The CDR file is named based on the naming convention specified in clause 6.2.

6.1.1
CDR file header format

The exact format of the CDR file header is given in figure 6.1.

	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1..4
	File length

	5..8
	Header length

	9
	High Release Identifier
	High Version Identifier

	10
	Low Release Identifier
	Low Version Identifier

	11..14
	File opening timestamp

	15..18
	Timestamp when last CDR was appended to file

	19..22
	Number of CDRs in file

	23..26
	File sequence number

	27
	File Closure Trigger Reason

	28..47
	IP Address of Node that generated file

	48
	Lost CDR indicator

	49..50
	Length of CDR routeing filter

	51..xy
	CDR routeing filter

	xy+1..xy+2
	Length of Private Extension

	xy+3..n
	Private Extension


Figure 6.1: Format of CDR File Header

The following subclauses specify the contents and encoding of the CDR file header fields. Unless otherwise specified in the subclauses below, all parameters are mandatory and shall always be included in a CDR file header.

6.1.1.1
File length

The “file length” parameter contains a binary value that identifies the total length of the CDR file in octets, including the file header and the total CDR payload length.

The value with all bits set to “1” is reserved for future extensions (e.g. for CDR files longer than that value) and shall therefore not be used.

6.1.1.2
Header length

The “header length” parameter contains a binary value that identifies the total length of the CDR file header in octets.

The value with all bits set to “1” is reserved for future extensions (e.g. for CDR file headers longer than that value) and shall therefore not be used.

6.1.1.3
High release / version identifier

This field is a copy of octet 3 of the CDR header.  It is copied from the CDR where the equation:

Release Identifier * 100 + Version Identifier

yields the highest result of all CDRs in the file.  The representation of Release Identifier and Version Identifier in this field is the same as in octet 3 of the CDR header.

6.1.1.4
Low release / version identifier

This field is a copy of octet 3 of the CDR header.  It is copied from the CDR where the equation:

Release Identifier * 100 + Version Identifier

yields the lowest result of all CDRs in the file.  The representation of Release Identifier and Version Identifier in this field is the same as in octet 3 of the CDR header.

6.1.1.5
File opening timestamp

These parameters indicate the time when the file was opened, according to the following binary format:
· The first four binary bits indicate the month (1 .. 12), according to the CGF’s local time zone;

· The next five binary bits contain the date (1 :: 31), according to the CGF’s local time zone;

· The next five binary bits contain the hour (0 .. 23), according to the CGF’s local time zone;

· The next six binary bits contain the minute (0 .. 59), according to the CGF’s local time zone;

· The next bit indicates the sign of the local time differential from UTC (bit set to “1” expresses “+” or bit set to “0” expresses “-“ time deviation), in case the time differential to UTC is 0 then the sign may be arbitrarily set to "+" or "-";

· The next five binary bits contain the hour (0 .. 23) deviation of the local time towards UTC, according to the CGF’s local time zone;

· The next six binary bits contain the minute (0 .. 59) deviation of the local time towards UTC, according to the CGF’s local time zone;

Note that the CDR file name contains detailed date and time information related to file closure (cf. clause 6.2)

6.1.1.6
Last CDR append timestamp

This parameter indicates the time when the last CDR was appended to the file in UTC format. In case of an empty file (i.e. no CDRs included), the value of the parameter corresponds to “0”.

6.1.1.7
Number of CDRs in file

This parameter contains a binary value that specifies the total number of CDRs that are included in the file.

The value with all bits set to “1” is reserved for future extensions (e.g. for CDR files containing more CDRs than represented by that value) and shall therefore not be used.

6.1.1.8
File sequence number

This parameter is a value in binary that contains a running number of the CDR file generated by the same CGF. The first file of a CGF is indicated by the value “0”. When the maximum number of file is reached (all bits set to “1”), the sequence shall be restarted with “0”.

6.1.1.9
File Closure Trigger Reason

The file closure reason provides a means to determine the reason that the file was closed by the CGF. It is encoded as a single octet as follows.

Normal closure reasons (Binary values 0 to 127):

0 = Normal closure (Undefined normal closure reason).

1 = File size limit reached (OA&M configured).

2 = File open-time limit reached (OA&M configured).

3 = Maximum number of CDRs in file reached (OA&M configured).

4 = File closed by manual intervention.

5 = CDR release, version or encoding change.

6 to 127 are reserved for future use.

Abnormal closure reasons (Decimal values 128 to 255):

128 = Abnormal file closure (Undefined error closure reason).

129 = File system error.

130 = File system storage exhausted.

131 = File integrity error.

132 to 255 are reserved for future use.

6.1.1.10
Node IP address

This parameter indicates the IP address of the CGF that generated the file. For both IPv4 and IPv6 CGF addresses, the parameter is encoded in IPv6 representation. <<<This needs more information. The field size is 160 bits. RFC 4291 says IPV6 uses 128 bits. I think  IPV4 is also 128 bits. What are the extra 32 bits (4 octets) used for?
6.1.1.11
Lost CDR indicator

This parameter indicates if and how many CDRs were lost during their processing in the CGF (cf. clause 5.1.1). The term “lost” implies that the CDR(s) could not be placed into the destination file due to irrecoverable errors.

Due to the possibility that the irrecoverable CDR errors may have impacted CDR parameters that are relevant for CDR routeing, it is possible that the CGF cannot determine for a particular file whether CDRs have been lost. Appropriate indication shall be given according to the following encoding of the “lost CDR indicator”.

· MSB bit “0”, all other bits “0”: no CDRs have been lost;

· MSB bit “0”, all other bits set to a value corresponding to decimal 1 to decimal 126: CGF has identified that a number of CDRs corresponding to the value of the lower 7 bits were lost, while it is unknown whether more CDRs were lost;

· MSB bit “0”, all other bits set to “1”: CGF has identified that 127 or more CDRs were lost, while it is unknown whether more CDRs were lost;

· MSB bit “1”, all other bits “0”: CDRs have been lost but CGF cannot determine the number of lost CDRs;

· MSB bit “1”, all other bits set to a value corresponding to decimal 1 to decimal 126: CGF has calculated the number of lost CDRs as indicated in the value of the lower 7 bits;

· MSB bit “1”, all other bits set to “1”: CGF has calculated the number of lost CDRs to be 127 or more.

6.1.1.12
Length of CDR routeing filter

This parameter contains a binary encoded integer value that specifies the length of the subsequent CDR routeing filter in octets. The value excludes the two octets of the “length” parameter itself.

The value of “65535” (all bits set to “1”) is reserved for future extensions (e.g. for CDR routeing filters longer than 65534 octets) and shall therefore not be used.

6.1.1.13
CDR routeing filter

This parameter indicates the filter that determined the routeing of CDRs into this file. Its encoding is vendor specific.

6.1.1.14
Length of private extension

This parameter contains a binary encoded integer value that specifies the length of the subsequent “private extension” field in octets. It is present only if a private extension field is included in the CDR file header. Its value excludes the two octets of the “length” parameter itself.

The value of “65535” (all bits set to “1”) is reserved for future extensions (e.g. for private extensions longer than 65534 octets) and shall therefore not be used.

6.1.1.15
Private extension

This optional field contains a vendor specific private extension to the CDR file header, if any. Its encoding, if present, is vendor specific.

6.1.2
CDR header format

The exact format of the CDR header is given in figure 6.2 below.

	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1..2
	CDR length

	3
	Release Identifier
	Version Identifier

	4
	Data Record Format
	TS number


Figure 6.2: Format of CDR Header

The following subclauses specify the contents and encoding of the CDR header fields.

6.1.2.1
CDR length

This two octet field contains a binary value that specifies the length of the subsequent CDR, excluding the 4 header octets. The value of “65535” (all bits set to “1”)in the CDR length field implies that it is reserved for future extensions and shall therefore not be used.

6.1.2.2
Release Identifier

This three bit field contains a binary value that identifies the 3GPP Release of the Technical Specification indicated in “TS number” (see 6.1.2.5 below). Its value is set / used according to the following rules:

· A “TS number” of 0 indicates a Rel-99 3GPP TS (TS 32.005 or TS 32.015), and  this parameter shall be ignored;

· A “TS number” of binary “1” indicates a Rel-4 3GPP TS (TS 32.205, TS 32.215 or TS 32.235);

· A “TS number” of binary “2” indicates a Rel-5 3GPP TS (TS 32.205, TS 32.215, TS 32.225 or TS 32.235) ;

· A “TS number” of binary “3” indicates 3GPP Rel-6 (TS 32.240, TS 32.260, TS 32.296, TS 32.297, ts 32.298, TS 32.299);
· Additional “TS numbers incremented by “1”, up through 7, indicate subsequent releases.
6.1.2.3
Version Identifier

This five bit field contains a binary value that identifies the version of the 3GPP Technical Specification up through 31, as indicated in “TS number” (see 6.1.2.5 below). Its value corresponds to the middle digit of the version number of that TS, as indicated on the TS cover sheet.

6.1.2.4
Data Record Format

This three bit field contains a binary value that identifies the CDR encoding according to the following table:

· “1” signifies the use of Basic Encoding Rules (BER);

· “2” signifies the use of unaligned basic Packed Encoding Rules (PER);

· “3” signifies the use of aligned basic Packed Encoding Rules (PER);

· “4” signifies the use of XML Encoding Rules (XER).

6.1.2.5
TS number

This five bit field contains a binary value that identifies the number of the TS CDR encoding according to the following table:

· “0” signifies Rel-99 TS 32.005

· “1” signifies Rel-99 TS 32.015

· “2” signifies Rel-4/5 TS 32.205

· “3” signifies Rel-4/5 TS 32.215

· “4” signifies Rel-5 TS 32.225

· “5” signifies Rel-4/5 TS 32.235

· “6” signifies Rel-6 TS 32.250

· “7” signifies Rel-6 TS 32.251

· “8” signifies Rel-6 TS 32.252

· “9” signifies Rel-6 TS 32.260

· “10” signifies Rel-6 TS 32.270

· “11” signifies Rel-6 TS 32.271

· “12” signifies Rel-6 TS 32.272

· “13” signifies Rel-6 TS 32.273

· “14-31” are for future use..
6.2
CDR file naming convention

The file naming convention ensures that CDR file names are unique among a large number of CGF nodes over an extended period of time (at least several months). In order to accomplish this requirement, the file name includes the following information:

<NodeID>_-_<RC>.<date>_-_<time>[.<PI>][.<FE>]

1)
NodeID. This is the name of the CGF that generated the file. When the CGF is integrated in another node (see 3GPP TS 32.240 [1]), then this parameter contains the NodeID of the node that the CGF is integrated in.

2)
The RC parameter is a running count, starting with the value of "1". Note that the delimiter preceding this field is made up of an underscore character (_), followed by a minus character (-), followed by another underscore character (-).

3)
The “date” field indicates in ASCII, the date when the CDR file was closed. It is of the form YYYYMMDD, where:

-
YYYY is the year in four-digit notation;

-
MM is the month in two digit notation (01 - 12);

-
DD is the day in two-digit notation (01 - 31).

Note that this field is preceded by a point (.) character as delimiter.

4)
The “time” field indicates in ASCII, the time when the CDR file was closed. It is of the form HHMMshhmm, where:

-
HH is the two-digit hour of the day (local time), based on 24-hour clock (00 - 23);

-
MM is the two digit minute of the hour (local time);

-
s is in ASCII, the sign of the local time differential from UTC (+ or -), in case the time differential to UTC is 0 then the sign may be arbitrarily set to "+" or "-";

-
hh is the two-digit number of hours of the local time differential from UTC (00-23);

-
mm is the two digit number of minutes of the local time differential from UTC (00-59).

Note that the delimiter preceding this field is made up of an underscore character (_), followed by a minus character (-), followed by another underscore character (-).

5)
Optional private information. The content of this field is implementation specific. This field, if present, is preceded by a point (.) character delimiter.

6)
Optional file extension. The content of this field is implementation specific. This field, if present, is preceded by a point (.) character delimiter.

Some examples describing file-naming convention (note that the quotation marks do not form part of the file name):

1)
file name:
“CGFNodeId_-_1234.20050401_-_2315+0200”, 
meaning:
file #1234 produced by CGF <CGFNodeId> on April 1, 2005 at 23:15 local time, with a time differential of +2 hours against UTC.

2)
file name:
“CGFNodeId_-_44.20051224_-_1700-1130.thankgoditschristmas.abc”,
meaning:
file #44 produced by CGF <CGFNodeId> on December 24, 2005 at 17:00 local time, with a time differential of –11:30 hours against UTC, private information “thankgoditschristmas” and extension “abc”.

3)
file name:
“CGFNodeId_-_44.20051224_-_1700-1130..abc”,
meaning:
same file as 2) above but this time without private extension. Note that there are two point characters (.) preceding the file extension due to the missing (=empty) private extension.

There shall be a configurable base directory on the CGF which contains one or more subdirectories that contain all CDR files that are ready for transfer to the BD. Further details of the directory structure on the CGF for the storage of CDR files are implementation specific.

6.3
Detailed FTP transfer and session management procedures

The detailed FTP transfer and session management procedures are out of scope of the current 3GPP release. However the following items should be considered in actual implementations.

· FTP client behaviour;

· FTP server role;

· File transfer triggers;

· Each of the above in relation to push and pull modes.

6.4
Error handling

The detailed error handling on the CGF is out of scope of the current 3GPP release. However the following items should be considered in actual implementations.

· Replacement of invalid CDR parameters;

· Handling of irrecoverable CDRs;

· System dependent failures (file system full, etc.);

· File transfer failure in relation to

· Pull mode;

· Push mode.
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