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1. Overall Description:

This liaison letter responds to S5-050516 COM4-LS039 on M.3016 Series Recommendations Approved.
In the incoming LS, 3GPP SA5 are requested to consider building 3GPP SA5’s security management spec by developing a profile based on M.3016.4 and keeping SG4 informed of our progress.
3GPP SA5 do refer to M.3016 when defining security service for IRPs series specifications (3GPP TS 32.37x). We import security threats and requirement definition of M.3016. For details, please refer to table 2, 3, and 4 in 3GPP TS 32.371.
As 3GPP SA5 define IRP technology dependent Solutions, 32.37x are supposed to contain technology dependent solution. Currently we are focusing on Security Services CORBA solution and File Integrity solution.
We are in the final stage of defining solutions to support the Security Services. We realize new M.3016.2/3 are technology independent.
3GPP SA5 will inform ITU-T SG4 when relevant draft specification 32.372 (Information Service), 32.373 (CORBA solution), and 32.375 (File Integrity solution) are ready for information. We will be able to complete the profile proforma tables when SA5 specifications are stable.
This liaison letter is for information. 
2. Actions:

SA5 provides this liaison for information.
3. Date of Next SA5 Meetings:
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	3GPPSA5#48 
	OR 
	3 - 7 Jul 2006    
	Kunming  
	CN  

	3GPPSA5#49 
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	28 Aug - 1 Sep 2006    
	Budapest  
	HU  


