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1 Output Documents

1.1 Documents for approval

None.
1.2 Documents for Information to SA

S5-066337 TS 32.441 Trace Management IRP: requirements
1.3 Documents to be withdrawn

None.
1.4 Any other action requested by the SWG or SA5

2 Progress status

Percentage of completion (Rel-7 WT70): 17% (previously 15%)

Summary of progress: The group has agreed to send the draft Trace management IRP requirements specification TS 32.441 for information to SA#32
Outstanding issues:

The following outstanding issues has been identified:

· Usage of Device Management Server for activating trace to the UE (DM server as IRPAgent and interface to the DM Server)

· The usage of Public User Identity as a possible object for the Service level tracing in IMS

· Security Issues, who can access to the Trace IRP interface and who can access to the Trace record content.

· Trace Session deactivation failure

· ability to specify the type of trace information to be retrieved, e.g. retrieve only end-user visible events

· Retrieval of trace records associated with one trace reference

3 Minutes

The WT70 session was held on 10th May 2006 Wednesday second half of Q4
	Tdoc
	Title/Discussion/Conclusion
	Source 

	S5-066334
	Draft TS 32.441v020 Trace IRP requirements

Discussion:

· VF: we need to consider the case also that an IRPMAnager shall send the Trace session activation to the EM of UE and to the EM of HSS at the same time.

· We need to mention that we need the ability to send race session activation to the DM Server as well. 

· We may need a separate operation for the DM server. This needs to be studied further.

· Siemens: why do we need a notification if the deactivation is failed?

· If the Trace deactivation is failed, than it is good that the IRPManager knows that.

· Generally the operations in the Itf-N is defined as asyncrounous service, so this is not needed.

· The sentence is deleted. 

· Ericsson: why do we need the capability to interrogate the parameters of a Trace Session? Does it mean that the Manager asks what parameters it has sent some time ago?

· It is needed for thos cases, when the trace was activated from the EM side, than the Manager with this method can get the configuration of the trace session.

· Vodafone: Also this kind of operation could be helpful to get information from the UE whether any management object has been downloaded or not fro trace purposes.

· DM enabler defines that a management object shoud be downloaded to the UE. We need to use this capability for Service level tracing als.
· Ericsson: why do we need to include the public user identity? In rel-6 trace work we have agreed that we will use the Private user Identity

· Vodafone: The public ID is needed, because the customer care does not know the private ID and if the customer care would like to activate a trace for a specific user, the only information it knows is the public user id. On the other hand in IMS the identities are quite messy also, and it is better to have the ability to activate a trace session based on public id. 

· Public user ID usage needs further study. 

· We need to consider further what kind of requirements can come from service level tracing especially considering the UE.

· Vodafone: how we are going to correlate the trace records generated in the UE and in the network for a specific service? 

· This can be done by using the trace reference. The trace reference shall be unique. It may be required that the trace reference is transferred between the UE and the network for consistency purposes. 

· Lucent: what kind of procedure we have for the case if the trace deactivation is failed. 

· This is a good question and the group has not discussed so far this situation. This needs to be solved, because if the trace deactivation is failed, than it may result some unnecessary load to the network elements. 

· Lucent proposed some editorial changes to the Annex of the specification. 

· Due to lack of time the group has not discussed the following questions:

· Retrieve trace records associated with one trace reference. (If there are multiple trace records at an NE then there needs to be that ability to retrieve just one of them)

· ((Can we have the ability to specify the type of trace information to be retrieved, e.g. retrieve only end-user visible events?)
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