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1
Decision/action requested

Agree to follwo through on previous state management decisions
2
References

[1]

S5-050520 LS from ITU-T 

[2]

S5-050534 SA5 response to to 05050 to ITU-T

[3]

CR in  S5-062051

[4]

CR in  S5-062052 

[5]

CR  in  S5-062053 

3
Rationale

SA5 is delivering technical specifications which, according to the guidance received in [1]  is technically incorrect.

SA5 provided a response in tdoc S5-050534 [2]  and provides an impression that SA5 will amend the specs in light of the ITU-T clarification LS.

This was agreed in CRC.

Lucent provided a CRs[2], [3],[4]  to correct the definitions in release 6, which at  the last meeting were rejected by one company.

Incorrect usage  of any work from another standards body is bad, and continued, delivberatee misuse after receipt of guidance is inexcusable.

SA5 is making any NE development which follows the ITU-T specifications for state management incompatible with the network management interface.

Lucent feels that SA5 should follow through on the ITU-T feedback received in SA5 #44 in tdoc S5-050520 particularly as in CR-C from meeting #44 there was agreement to do this.

In the interests of harmonization it does not seem sensible for SA5 to deliberately maintain changes which are different to the ITU-Ts recommendation.

If the proposal is not carried forwards, Lucent would like SA5 tosend an LS to TISPAN WG-8, and ITU-T SG4 indicating the decision to align with the ITU-T recommendations has been rescinded due to a companies objections 
4 Detailed proposal

The Issue is related to the alarmStatus attribute in the state management IRP TSs 32.67x.

There has, for a long time,  been a duplication of the attribute name "alarmStatus" which we have discovered is used in 2 different contexts where each context has different semantics.

One context is for alarm reporting , the other context is for state reporting and management.

4.1
Alarm Management context

In the alarm reporting  context the values defined in M.3100 are appropriate and the values are used to provide an aggregate or consolidated alarm statues of an entity.

The rationale for this being that an entity  may have a number of integrated sub systems each of which can raise alarms.
 The summary alarmStatus represents the single highest alarm severity present in the aggregated entity.

4.2
State Management Context

Within a state reporting context the alarmStatus is as defined in X.731 and provides a set value i.e. one or more values corresponding to an entities state. Hence the State reporting values are very different from the alarm reporting values.

X.731 is copied below.

X.731 clause 8.1.2.1
Alarm status attributeXE "Alarm status attribute"
The alarm status attribute is set-valued and read-write. It can have zero or more of the following values, not all of which are applicable to every class of managed object. 

When the value of this attribute is empty set, this implies that none of the status conditions described below are present. 

–
under repair: The resource is currently being repaired. When under repair value is present, the operational state is either disabled or enabled.

–
critical: One or more critical alarms indicating a fault have been detected in the resource, and have not been cleared. The operational state of the managed object can be disabled or enabled.

–
major: One or more major alarms indicating a fault have been detected in the resource, and have not yet been cleared. The operational state of the managed object can be disabled or enabled.

–
minor: One or more minor alarms indicating a fault have been detected in the resource, and have not yet been cleared. The operational state of the managed object can be disabled or enabled.

–
alarm outstanding: One or more alarms have been detected in the resource. The condition may or may not be disabling. If the operational state is enabled, additional attributes, particular to the managed object class, may indicate the nature and cause of the condition and the services that are affected.

The presence of the above alarm state conditions do not suppress the generation of future fault related notifications.

Proposal

Since the amendments to the alarmStatus attribute were introduced in SA5 #38 bis in S5-048571 by an informal  vote.
which was due to Lucent being the only company objecting to the introduction of the amendments.

It is proposed that a similar informal vote is taken regarding the CRs rejected at SA5 #45 and a decision taken based on a majority vote.

Lucent's view is that it is not acceptable to proliferate standards which are wrong particularly where advice has been requested, obtained.

This will also introduce interworking ambiguities with potential costly re work for implementers who correctly use the ITU-T specifications, possibly using different interface models, which will confuse the mapping of date on the EML-NE interfaces to the EML-NML interface mapping especially when the NE implementations use the correct interpretation of the ITU-T specifications .

SA5 should investigate if the alarm reporting context usage of alarmStatus should be added to NRMs. This though has a significant impact on existing developments.

If  SA5 decides not to correct the definitions, in alignment with the ITU-T recommendations we should advise the ITU-T, and the NGN work in TIPSAN 8, and SG4 of the 3GPP decision to incorrectly use the M.3100 attribute values for state management purposes. 

