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Change in Clause 1

1
Scope

The present document describes the requirements for the management of Trace and the reporting of Trace data (including FDD mode and TDD mode) across UMTS networks as it refers to subscriber tracing (tracing of IMSI or Private ID) and MS tracing (tracing of IMEI or IMEISV). It defines the administration of Trace Session activation/deactivation by the Element Manager (EM) or the network itself via signalling, the generation of Trace results in the Network Elements (NEs) and the transfer of these results to one or more Operations Systems, i.e. EM(s) and/or Network Manager(s) (NM(s)).

The basic Subscriber and MS Trace concept that the present document is built upon is described in clause 4. The high level requirements for Trace data, Trace Session activation/deactivation and Trace reporting are defined in clause 5. Clause 5 also contains an overview of use cases for Trace (the use cases are described in Annex A). Trace control and configuration management are described in 3GPP TS 32.422 [2], and Trace data definition and management are described in 3GPP TS 32.423 [3].

In this release, the present document does not cover any Trace capability limitations within a NE (e.g. maximum number of simultaneous traced mobiles for a given NE) or any functionality related to these limitations (e.g. NE aborting a Trace Session due to resource limitations).

The objectives of UMTS Trace specifications are:

-
to provide the descriptions for a standard set of Trace data;

-
to produce a common description of the management technique for Trace administration and result reporting; and

-
to define a method for Trace results reporting across the management interfaces.

The following is beyond the scope of the present document, and therefore the present document does not describe:

-
tracing non-Subscriber or non-MS related events within a network element;

-
tracing of all possible parties in a multi-party call (although multiple calls related to the IMSI specified in the Trace control and configuration parameters are Traceable);


-
tracing within an MS (the scope of Trace is only within the network).

The definition of Trace data is intended to result in comparability of Trace data produced in a multi-vendor wireless UMTS network, for those Trace control and configuration parameters that can be standardised across all vendors' implementations.

Vendor specific extensions to the Trace control and configuration parameters and Trace data are discussed in 3GPP TS 32.422 [2] and 3GPP TS 32.423 [3].
End of Change in Clause 1

Change in Clause 5.3
5.3
Requirements for Trace activation

5.3.1
Requirements for Trace Session activation

The high level requirements for Trace Session activation, common to both Management activation and Signalling based activation), are as follows:

-
In the case of a subscriber Trace, the Trace Session will be activated for a certain subscriber whose identification (IMSI in UTRAN/CS/PS) shall be known in the NEs where subscriber Trace is needed.

-
In the case of an MS Trace, the Trace Session will be activated for a certain MS whose identification (IMEI or IMEISV) shall be known in the NEs where MS Trace is needed.
-
In the case of a multiple MS Trace, Trace Sessions will be activated for a MS’s who are active in the NEs where MS Trace is needed.
-
Trace Session activation shall be possible for both home subscribers and visiting subscribers.

-
There are two methods for Trace Session activation: Management activation and Signalling activation.

-
For an established call/session within a Network Element, it is optional for the Network Element to start a Trace Recording Session for the associated Subscriber or MS upon receipt of the Trace activation request from the EM.

-
A globally unique ID shall be generated for each Trace Session to identify the Trace Session. This is called the Trace Reference.

-
Trace Session may be activated from the EM simultaneously to multiple NEs with the same Trace Reference (i.e. same Trace Session).

-
The Trace Scope and Depth shall be specified within the control and configuration parameters during Trace Session activation.

-
There can be cases in a NE when it receives multiple Trace Session activations for the same connection (e.g. simultaneous CS/PS connections). In these cases the starting time of the Trace Session Activation and the starting time of the first Trace Recording Session is the same using signalling based activation. For these cases there are two different cases for the Trace Session activation in a Network Element when it receives another Trace Session activation to the same subscriber or MS:

-
If the Trace Reference is equal to an existing one, a new Trace Session shall not be started;

-
If the Trace Reference is not equal to an existing one, a new Trace Session may be started.

-
The EM shall always provide the trace control and configuration parameters to the appropriate NEs at the time of Trace Session activation.

The high-level requirements for Trace Session activation, specific to Management activation, are as follows:

-
In case of subscriber Trace, the Trace Session will be activated for a certain subscriber whose identification (IMSI in UTRAN/CS/PS or Private ID in IMS) shall be known in the NEs where subscriber Trace is needed.

5.3.2
Requirements for starting a Trace Recording Session

The high level requirements for starting a Trace Recording Session, common to both Management activation and Signalling based activation), are as follows:

-
It is optional for the NE to start a Trace Recording Session if there are insufficient resources available within the NE.

-
The Trace Recording Session Reference shall be unique within a Trace Session.

-
The Trace Recording Session should be started after appropriate start trigger events are detected.

The high level requirements for starting a Trace Recording Session, specific to Management activation, are as follows:

-
Each NE shall generate its own Trace Recording Session Reference (i.e., independent Trace Recording Sessions).

-
Each NE shall start the Trace Recording Session based upon the Trace control and configuration parameters received by the NE in the Trace Session activation.

-
In the case of a single MS trace, the correlation of Trace data will be done with a Trace Reference and IMSI / IMEI / IMEISV / Private ID.

-
The Trace Recording Session can start only when the IMSI (in the case of a subscriber trace), the IMEI / IMEISV (in the case of a single MS trace) or Private ID (in the case of IMS) is made available in the NE. In order to trace the early phases of the call the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or Private ID (in case of IMS) shall be made available to the NE as soon as practically possible. E.g. the IMSI and IMEI / IMEISV shall be made available to both Serving RNC and Drift RNC.
-
In the case of a multiple MS trace, the Trace Recording Session shall start upon the Trace control and configuration parameters being received by the NEs in the Trace Session activation.
End of Change in Clause 5.3

Change in Clause Annex A.4

A.4
Use case #4: checking radio coverage

A.4.1
Description

This use case aims at checking the radio coverage on a particular network area.

This study can be started by an initiative from operator for testing radio coverage on a particular geographical area following network extension for instance (e.g. new site installation).

The operator can perform a drive test on the new site area, and check that radio coverage is correct or may collect trace data on all of the MSs active in the area of interest.

A.4.2
Example of required data to cover use case #4

The DL radio coverage can be checked using the values of CPICH Ec/No and RSCP measured by the mobile on the cells in the active set and the monitored set. These measurements are sent to the RNC trough the RRC message MEASUREMENT REPORT.

The UTRAN Trace record intra frequency measurement contains the required information.

The UTRAN Trace record inter frequency, and inter RAT measurements can also be used to check radio coverage with other frequencies or systems.

After a network extension, the operator can check that Ec/No and RSCP levels on the new site area are the expected ones, and there is no coverage hole.

The following Trace parameters are required to cover use case #4:

-
The type of NE to Trace is RNC.

-
In the case of a Trace on a single subscriber or MS, the he identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.

-
The Trace data to retrieve shall contain the messages with all IEs that are relevant for radio coverage.

End of Change in Clause A.4

Change in Clause A.5 

A.5
Use case #5: testing a new feature

A.5.1
Description

This use case aims at testing the implementation of a new feature in the network before its general deployment. The functionality can be either a standard feature or a vendor/operator specific feature.

This study is started by an initiative from the operator.

The operator can perform a drive test on the area where the feature is introduced, and check its good behaviour as well as its benefits, in term of quality or capacity. He can also rely on subscribers' Trace data when they use the feature to be tested.

A.5.2
Example of required data to cover use case #5

Depending on the feature, the list of NEs to Trace, as well as the level of details can be different.

For a feature concerning Core and UTRAN networks, for instance hard handover, SRNS relocation, or new UMTS bearer service, the operator needs to activate Trace on several NEs.

Then, the operator can be interested in:

-
Only the protocol messages generated by the feature; or

-
The impact of the new feature introduction on the network, for instance, the radio coverage, the capacity, the quality, or the behaviour of the existing algorithms.

In this last case, the operator needs more detailed data, for instance messages with all (Maximum Level) or part of the IEs (Minimum Level).

The following Trace parameters are required to cover use case #5:

-
The types of NEs to Trace are NEs that can be traced related to the feature.

-
In the case of a Trace on a single subscriber or MS, the identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.

-
The Trace data to retrieve can be either only the protocol messages (Maximum Level) or the messages with all or part of the IEs (Minimum Level).

End of Change in Clause A.5
Change in Clause A.6 

A.6
Use case #6: fine-tuning and optimisation of algorithms/procedures

A.6.1
Description

Subscriber and MS Trace is part of the optimisation process. Trace data are used to get feedback on the network quality and capacity after optimisation operations like parameter fine-tuning, or new network design. Each intervention to improve the network behaviour can be confirmed both by measurement data and Trace data.

This study is started following an initiative from the operator.

The operator can perform a drive test on the area where the optimisation has been performed, and check its good behaviour as well as its impact on the network. He can also rely on subscribers' Trace data when they use the feature to be optimised.

A.6.2
Example of required data to cover use case #6

Depending on the optimisation operation, the list of NEs to Trace, as well as the level of details can be different. But generally, fine-tuning activities like scrambling code plan, handover and relocation algorithms, or call admission algorithm optimisation concern a very specific part of the network.

To cover this use case, the operator is usually searching for the highest level of details, on specific NEs.

The following Trace parameters are required to cover use case #6:

-
The types of NEs to Trace are any NE that can be traced related to the feature to optimise.

-
In the case of a Trace on a single subscriber or MS, the he identification of the subscriber in a Trace is IMSI. The identification of the MS in a Trace is IMEI or IMEISV.

-
The Trace data to retrieve are the messages in encoded format with all (Maximum Level) or part of the IEs (Minimum Level).

End of Change in Clause A.6

End of Document
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