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Change in clause 2

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging Architecture and Principles".

[2]-[49]
Void.

[50]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”

[51]-[199]
Void.

[200]
3GPP TS 23.207: "End to end quality of service concept and architecture".

[201]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[202]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3."

[203]
3GPP TS 29.207: "Policy control over Go interface".

[204]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".

[205]
3GPP TS 29.210: "Charging rule provisioning over Gx interface".
[206]
3GPP TS 29.230: "3GPP specific codes and identifiers".

[207]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[208]
3GPP TS 23.140: " Multimedia Messaging Service (MMS); Functional description; Stage 2".

[209]
OMA "Multimedia Messaging Service; Encapsulation Protocol"

[210]
OMNA WSP Content Type Codes database. 
http://www.openmobilealliance.org/tech/omna/omna-wsp-content-type.htm

[211]
3GPP 29.234: “3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 3”
[212]-[400]
Void.
[401]
IETF RFC 3588: "Diameter Base Protocol".

[402]
IETF RFC 4006: "Diameter Credit Control Application" 

[403]
IETF Draft, "Carrying Location Objects in RADIUS", draft-ietf-geopriv-radius-lo-04.txt, work in progress.. 

[404]
IETF RFC 3455 , "Private Extensions to the Session Initiation Protocol (SIP) for the 3rd Generation Partnership Projects (3GPP)".

[405]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[406]
IETF Internet-Draft, "SDP: Session Description Protocol".
http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-new-24.txt
NOTE:
The above reference will need to be updated to reference the assigned RFC number, once the draft achieves RFC status within the IETF.
End of change in Clause 2

Change in Clause 7.1

7.1
Diameter AVPs

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter  Protocol  is specified in clause 6.2 for offline charging and in clause 6.4 for online charging. The information is summarized in the  table 7.1 with the  accounting AVPs and in table 7.2 with credit control AVPs listed in alphabetical order. Detailed specification of these AVPs is available in this specification.

The 3GPP Charging Application uses the value 10415 (3GPP) as Vendor-Id.
Those Diameter AVPs that are used  are marked "Yes" in the following tables. Those Diameter AVPs that are not used  are marked "-" in the following tables. This implies that their content can (M) or  (Oc) be used by the CDF for offline and for the OCF for online charging purposes.

Table 7.1: Use Of IETF Diameter AVPs 

	AVP Name
	AVP 

Code
	Used in
	Value 

Type
	AVP Flag rules

	
	
	ACR
	ACA
	CCR
	CCA
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Accounting-Realtime-Required
	483
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Accounting-Record-Number
	485
	M
	M
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Accounting-Record-Type
	480
	M
	M
	-
	-
	Enumerated
	M
	P
	-
	V
	Y

	Accounting-Sub-Session-Id
	287
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	Acct-Application-Id
	259
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	N

	Acct-Interim-Interval
	85
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Acct-Multi-Session-Id
	50
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Acct-Session-Id
	44
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Auth-Application-Id
	258
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	N

	AVP
	*
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	CC-Correlation-Id
	411
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	CC-Input-Octets
	412
	-
	-
	OC
	OC
	Unsigned64
	-
	P,M
	-
	V
	Y

	CC-Money
	413
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	CC-Output-Octets 
	414
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Request-Number
	415
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Request-Type
	416
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	CC-Service-Specific-Units
	417
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Session-Failover
	418
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	CC-Sub-Session-Id
	419
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	CC-Time
	420
	-
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Total-Octets
	421
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Unit-Type
	454
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Check-Balance-Result
	422
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Cost-Information
	423
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Cost-Unit
	424
	-
	-
	-
	-
	UTF8String
	-
	-
	-
	-
	-

	Credit-Control
	426
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Credit-Control-Failure-Handling
	427
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Currency-Code
	425
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Destination-Host
	293
	-
	-
	OC
	-
	DiamIdent
	M
	P
	-
	V
	N

	Destination-Realm
	283
	M
	-
	M
	-
	DiamIdent
	M
	P
	-
	V
	N

	Direct-Debiting-Failure-Handling
	428
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Error-Message
	281
	-
	-
	-
	-
	UTF8String
	-
	-
	-
	-
	-

	Error-Reporting-Host
	294
	-
	-
	-
	-
	DiamIdent
	-
	-
	-
	-
	-

	Event-Timestamp
	55
	OC
	OC
	-
	-
	Time
	M
	P
	-
	V
	N

	Exponent
	429
	-
	-
	-
	-
	Integer32
	-
	-
	-
	-
	-

	Failed-AVP
	279
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	N

	Filter-Id
	11
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Final-Unit-Action
	449
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Final-Unit-Indication
	430
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Granted-Service-Unit
	431
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	G-S-U-Pool-Identifier
	453
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	G-S-U-Pool-Reference
	457
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Location-Type [403]
	IANA
	OC
	-
	OC
	-
	
	
	
	
	
	

	Location-Information [403]
	IANA
	OC
	-
	OC
	-
	
	
	
	
	
	

	Multiple-Services-Credit-Control
	456
	-
	-
	OM
	OM
	Grouped
	M
	P
	-
	V
	Y

	Multiple-Services-Indicator
	455
	-
	-
	OM
	OM
	Enumerated
	M
	P
	-
	V
	Y

	Operator-Name [403]
	IANA
	OC
	-
	OC
	-
	
	
	
	
	
	

	Origin-Host
	264
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-Realm
	296
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-State-Id
	278
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	N

	Proxy-Info
	284
	-
	-
	OC
	OC
	Grouped
	M
	-
	-
	P,V
	N

	Proxy-Host
	280
	-
	-
	M
	M
	DiamIdent
	M
	-
	-
	P,V
	N

	Proxy-State
	33
	-
	-
	M
	M
	OctetString
	M
	-
	-
	P,V
	N

	Rating-Group 
	432
	-
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Redirect-Address-Type
	433
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	Redirect-Host
	292
	-
	-
	-
	OC
	DiamURI
	M
	P
	-
	V
	N

	Redirect-Host-Usage
	261
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	N

	Redirect-Max-Cache-Time
	262
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	N

	Redirect-Server
	434
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Redirect-Server-Address
	435
	-
	-
	-
	M
	UTF8String
	M
	P
	-
	V
	Y

	Requested-Action
	436
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Requested-Service-Unit
	437
	-
	-
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	Restriction-Filter-Rule
	438
	-
	-
	-
	OC
	IPFilterRule
	M
	P
	-
	V
	Y

	Result-Code
	268
	-
	M
	-
	M
	Unsigned32
	M
	P
	-
	V
	N

	Route-Record
	282
	-
	-
	OC
	OC
	DiamIdent
	M
	-
	-
	P,V
	N

	Service-Context-Id
	461
	-
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Service-Identifier
	439
	-
	-
	-
	-
	UTF8String
	-
	-
	-
	-
	-

	Service-Parameter-Info
	440
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Service-Parameter-Type
	441
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Service-Parameter-Value
	442
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Session-Id
	263
	M
	M
	M
	M
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id
	443
	-
	-
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	Subscription-Id-Data
	444
	-
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id-Type
	450
	-
	-
	M
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Change-Usage
	452
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Time-Change
	451
	-
	
	-
	OC
	Time
	M
	P
	-
	V
	Y

	Unit-Value
	445
	-
	
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Used-Service-Unit
	446
	-
	
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	User-Equipment-Info
	458
	-
	
	OC
	-
	Grouped
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Type
	459
	-
	
	M
	-
	Enumerated
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Value
	460
	-
	
	M
	-
	OctetString
	-
	P,M
	-
	V
	Y

	User-Name
	1
	OC
	OC
	-
	-
	UTF8String
	M
	P
	-
	V
	Y

	Value-Digits
	447
	-
	-
	-
	-
	Integer64
	-
	-
	-
	-
	-

	Validity-Time
	448
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Vendor-Id
	266
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Vendor-Specific-Application-Id
	260
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-


NOTE:
Result-Code AVP is defined in Diameter Base Protocol [401]. However, new values are used in offline and online charging applications. These additional values are defined below.

Change in Clause 7.1

Change in Clause 7.2

7.2
3GPP specific AVPs 

For the purpose of offline charging additional AVPs are used in ACR / ACA and for online charging additional AVPs are used in CCR / CCA. All 3GPP specific AVPs mentioned are relevant for both offline and online charging unless specifically excluded. The information is summarized in the following table along with the AVP flag rules.

Detailed descriptions of AVPs that are used specifically for 3GPP charging are provided in the subclauses below the table. However, for AVPs that are just borrowed from other applications only the reference (e.g. IETF RFC 4006 [402]), is provided in the following table and the detailed description is not repeated.

Table 7.2: 3GPP specific AVPs

	AVP Name
	AVP 

Code
	Used in
	Value 

Type
	AVP Flag rules

	
	
	ACR
	ACA
	CCR
	CCA
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Application-provided-called-party-address
	837
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Application-Server
	836
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Application-Server-Information
	850
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Authorized-QoS
	849
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Bearer-Service
	854
	X
	-
	-
	-
	OctetString
	V,M
	P
	
	
	N

	Called-Party-Address
	832
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Calling-Party-Address
	831
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Cause-Code
	861
	X
	
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Content-Disposition
	828
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Content-Length
	827
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Content-Type
	826
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Event
	825
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Event-Type
	823
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Expires
	888
	X
	-
	-
	-
	Unsigned32
	V,M
	P
	
	
	N

	GGSN-Address
	847
	X
	-
	-
	-
	Address
	V,M
	P
	
	
	N

	GPRS-Charging-Id
	846
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	IMS-Charging-Identifier
	841
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	IMS-Information
	876
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	Incoming-Trunk-Group-Id
	852
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Inter-Operator-Identifier
	838
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	LCS-Information
	878
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	Mandatory-Capability [204]
	604
	X
	-
	-
	-
	Unsigned32
	
	
	
	
	

	Media-Initiator-Flag
	882
	X
	-
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Message-Body
	889
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	MBMS-Information
	880
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	MMS-Information
	877
	-
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	Node-Functionality
	862
	X
	-.
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Number-Of-Participants
	885
	X
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	Optional-Capability [204]
	605
	X
	-
	-
	-
	Unsigned32
	
	
	
	
	

	Originating-IOI
	839
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Originator
	864
	X
	-
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	Outgoing-Trunk-Group-Id
	853
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Participants-Involved
	887
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	PDG-Address
	895
	X
	-
	X
	-
	Address
	V,M
	P
	
	
	N

	PDG-Charging-Id 
	896
	X
	-
	X
	-
	Unsigned32
	V,M
	P
	
	
	N

	PoC-Controlling-Address
	TBD
	X
	
	X
	
	UTF8String
	V,M
	P
	
	
	N

	PoC-Group-Name
	TBD
	X
	
	X
	
	UTF8String
	V,M
	P
	
	
	N

	PoC-Information
	879
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	PoC-Server-Role
	883
	X
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	PoC-Session-Type
	884
	X
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	PS-Append-Free-Format-Data
	867
	X
	-
	-
	X
	Enumerated
	V,M
	P
	
	
	N

	PS-Free-Format-Data
	866
	X
	-
	-
	X
	OctetString
	V,M
	P
	
	
	N

	PS-Furnish-Charging-Information
	865
	X
	-
	-
	X
	Grouped
	V,M
	P
	
	
	N

	PS-Information
	874
	X
	-
	X
	X
	Grouped
	V,M
	P
	
	
	N

	Quota-Consumption-Time
	881
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	Quota-Holding-Time
	871
	-
	-
	-
	X
	Unsigned32
	V,M
	P
	
	
	N

	Reporting-Reason
	872
	-
	-
	X
	-
	Enumerated
	V,M
	P
	
	
	N

	Role-of-Node
	829
	X
	-
	-
	-
	Enumerated
	V,M
	P
	
	
	N

	SDP-Media-Component
	843
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	SDP-Media-Description
	845
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SDP-Media-Name
	844
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SDP-Session-Description
	842
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Served-Party-IP-Address
	848
	X
	-
	-
	-
	Address
	V,M
	P
	
	
	N

	Server-Capabilities [204]
	603
	X
	-
	-
	-
	Grouped
	
	
	
	
	N

	Service-Id
	855
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Service-Information
	873
	X
	-
	X
	X
	Grouped
	V,M
	P
	
	
	N

	Service-Specific-Data
	863
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SIP-Method
	824
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SIP-Request-Timestamp
	834
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	SIP-Response-Timestamp
	835
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Talk-Burst-Exchange
	860
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Terminating-IOI
	840
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Time-Quota-Threshold
	868
	-
	-
	-
	X
	Unsigned64
	V,M
	P
	
	
	N

	Time-Stamps
	833
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	Trigger-Type
	870
	-
	-
	X 
	X
	Enumerated
	V,M
	P
	
	
	N

	Trunk-Group-Id
	851
	X
	-
	-
	-
	Grouped
	V,M
	P
	
	
	N

	User-Data [204]
	606
	X
	-
	-
	-
	OctetString
	V,M
	P
	
	
	N

	User Session Id
	830
	X
	-
	-
	-
	UTF8String
	V,M
	P
	
	
	N

	Volume-Quota-Threshold
	869
	-
	-
	-
	X
	Unsigned64
	V,M
	P
	
	
	N

	WAG-Address
	890
	X
	-
	X
	-
	Address
	V,M
	P
	
	
	N

	WAG-PLMN-Id
	891
	X
	-
	X
	-
	OctetString
	V,M
	P
	
	
	N

	WLAN-Information
	875
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	WLAN-Radio-Container
	892
	X
	-
	X
	-
	Grouped
	V,M
	P
	
	
	N

	WLAN-Session-Id
	886
	X
	-
	X
	-
	UTF8String
	V,M
	P
	
	
	N

	WLAN-Technology
	893
	X
	-
	X
	-
	Unsigned32
	V,M
	P
	
	
	N

	WLAN-UE-Local-IPAddress
	894
	X
	-
	X
	-
	Address
	V,M
	P
	
	
	N


...
7.2.62
PDG-Address AVP

The PDG-Address AVP (AVP code 895) is of type Address and contains the PDG IP address.

7.2.63
PDG-Charging-Id AVP

The PDG-Charging-Id AVP (AVP code 896) is of type Unsigned32 and contains the charging identifier generated by the PDG for the tunnel. Charging identifier is generated at tunnel establishment and transferred to 3GPP AAA Server. 

Different PDGs allocate the charging identifier independently of each other and may allocate the same numbers. PDG-Charging-Id together with PDG-Address constitutes a unique identifier for the tunnel.

Coding of this AVP is same as 3GPP-Charging-Id coding described in 3GPP TS 29.061 [207].

7.2.64
PoC-Controlling-Address AVP

The PoC-Controlling-Address AVP (AVP code xxx) is of type UTF8String and identifies the PoC server performing the controlling function for the associated PoC session. 

7.2.65
PoC-Group-Name

The PoC-Group-Name AVP (AVP code xxx) is of type UTF8String and identifies a pre-arranged group. Included if the session is a pre-arranged group session

7.2.66
PoC-Information AVP

The PoC-Information AVP (AVP code 879) is of type Grouped. Its purpose is to allow the transmission of additional PoC service specific information elements. 

It has the following ABNF grammar:

PoC-Information :: = 
< AVP Header: 879>

[ PoC-Server-Role ]
[ PoC-Session-Type ]
[ Number-Of-Participants ]
[ Participants-Involved ]
[ Talk-Burst-Exchange ] 
[ PoC-Controlling-Address ] 
[ PoC-Group-Name ]

7.2.67
PoC-Server-Role AVP

The PoC Server Role AVP (AVP code 883) is of type Enumerated and specifies the role of the PoC server.

The identifier can be one of the following:

0 Participating PoC Server

1 Controlling PoC Server

7.2.68
PoC-Session-Type AVP

The PoC Session Type AVP (AVP code 884) is of type Enumerated and specifies the type of the PoC session.

The identifier can be one of the following, refer Appendix C.5.1 in OMA-CP-POC []:

0 1 to 1 PoC session

1 chat PoC group session

2 pre-arranged PoC group session

3 ad-hoc PoC group session

7.2.69
Priority AVP

The Priority AVP (AVP code xxx) is of type Enumerated and the priority (importance) of the message if specified by the originator MMS User Agent.

The values are:

0
Low
1
Normal
2
High
7.2.70
PS-Append-Free-Format-Data AVP 

The PS-Append-Free-Format-Data AVP (AVP code 867) is of type enumerated and indicates if the information sent in the PS-Free-Format-Data AVP must be appended to the PS-free-format-data stored for the online-session.

The following values are defined:

0
‘Append’: If this AVP is present and indicates ‘Append’, the GGSN shall append the received PS free format data to the PS free format data stored for the online charging session.

1
‘Overwrite’: If this AVP is absent or in value ‘Overwrite’, the GGSN shall overwrite all PS free format data already stored for the online charging session. 

The GGSN shall ignore this AVP if no PS free format data is stored for the online charging session.

7.2.71
PS-Free-Format-Data AVP 

The PS-Free-Format-Data AVP (AVP code 866) is of type OctectString and holds online charging session specific data.

7.2.72
PS-Furnish-Charging-Information AVP

The PS-Furnish-Charging-Information AVP (AVP code 865) is of type Grouped. Its purpose is to add online charging session specific information, received via the Ro reference point, onto the Rf reference point in order to facilitate its inclusion in CDRs. This information element may be received in a CCA message via the Ro reference point. In situations where online and offline charging are active in parallel, the information element is transparently copied into an ACR to be sent on the Rf reference point. 

It has the following ABNF grammar:

PS-Furnish-Charging-Information :: = 
< AVP Header: 865>

{ GPRS-Charging-Id }
{ PS-Free-Format-Data }
[ PS-Append-Free-Format-Data ]
7.2.73
PS-Information AVP

The PS-Information AVP (AVP code 874) is of type Grouped. Its purpose is to allow the transmission of additional PS service specific information elements. 

It has the following ABNF grammar:

PS-Information :: = 
< AVP Header: 874>

[ IMSI]
[ MSISDN ]
[Charging-Id ]
[ PDP Type ]
[ PDP-Address ]
[ GPRS-Negotiated-QoS-Profile ]
[ SGSN-Address ]
[ GGSN-Address ]
[ CG-Address ]
[ IMSI-MCC-MNC ]
[ GGSN- MCC-MNC ]
[ NSAPI ]
[ APN-Info ]
[ Session-Stop-Indicator ]
[ Selection-Mode ]
[ Charging-Characteristics ]
[ SGSN-PLMN-Id ]
[ MS-TimeZone ]
[ CAMEL-Charging-Info ]
[ Charging-Rule-Base-Name ] 
[ Calling-Party-Address ]
[ IMS-Charging-Identifier ]
[ User-Location-Info ]
[ Radio-Access-Technology ]
[ PS-Furnish-Charging-Information ]

7.2.74
Read-Reply-Report-Requested AVP

The Read-Reply-Report-Requested AVP (AVP code xxx) is of type Enumerated and indicates whether a read reply report has been requested by the originator MMS User Agent or not.
The values for whether a report was requested are:

0
No

1
Yes

7.2.75
Recipient-Address AVP

The Recipient-Address AVP (AVP code xxx) is of type Grouped. Its purpose is to identify the recipient of a MM.

It has the following ABNF grammar:

Recipient-Address :: = 
< AVP Header: xxx >

[ Address-Type ]

[ Address-Data ]

[ Address-Domain ]

[ Addressee-Type ]

7.2.76
Reply-Applic-ID AVP

The Reply-Applic-ID AVP (AVP code xxx) is of type UTF8String and holds the identifier of a “reply path”, i.e. the identifier of the application to which delivery reports, read-reply reports and reply-MMs are addressed.
7.2.77
Quota-Consumption-Time AVP

The Quota-Consumption-Time AVP (AVP code 881) is of type Unsigned32 and contains an idle traffic threshold time in seconds. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Time AVP (i.e. when the granted quota is a time quota).

7.2.78
Quota-Holding-Time AVP

The Quota-Holding-Time AVP (AVP code 871) is of type Unsigned32 and contains the quota holding time in seconds.  The client shall start the quota holding timer when quota consumption ceases.  This is always when traffic ceases, i.e. the timer is re-started at the end of each packet. The Credit Control Client shall deem a quota to have expired when no traffic associated with the quota is observed for the value indicated by this AVP. The timer is stopped on sending a CCR and re-initialised on receiving a CCA with the previous used value or a new value of Quota-Holding-Time if received.

This optional AVP may only occur in a CCA command.  It is contained in the Multiple-Services-Credit-Control AVP.  It applies equally to the granted time quota and to the granted volume quota.

A Quota-Holding-Time value of zero indicates that this mechanism shall not be used. If the Quota-Holding-Time AVP is not present, then a locally configurable default value in the client shall be used.

7.2.79
Reporting-Reason AVP

The Reporting-Reason AVP (AVP code 872) is of type Enumerated and specifies the reason for usage reporting for one or more types of quota for a particular category.  It can occur directly in the Multiple-Services-Credit-Control AVP, or in the Used-Service-Units AVP within a Credit Control Request command reporting credit usage. It shall not be used at command level. It shall always and shall only be sent when usage is being reported.

The following values are defined for the Reporting-Reason AVP:

THRESHOLD

(0)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the Used-Service-Units AVP where it appears is that the threshold has been reached.

QHT

(1)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that the quota holding time specified in a previous CCA command has been hit (i.e. the quota has been unused for that period of time).

FINAL

(2)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that a normal PDP context termination has happened.
QUOTA_EXHAUSTED

(3)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the Used-Service-Units AVP where it appears is that the quota has been exhausted.

VALIDITY_TIME

(4)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that the credit authorization lifetime provided in the Validity-Time AVP has expired.
OTHER_QUOTA_TYPE

(5)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the Used-Service-Units AVP where it appears is that, for a multi-dimensional quota, one reached a trigger condition and the other quota is being reported.
RATING_CONDITION_CHANGE

(6)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that a change has happened in some of the rating conditions that were previously armed (through the Trigger-Type AVP, e.g. QoS, Radio Access Technology,…). The specific condition that has changed is indicated in an associated Trigger-Type AVP.
FORCED_REAUTHORISATION

(7)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that it is there has been a Server initiated re-authorisation procedure, i.e. receipt of RAR command

POOL_EXHAUSTED

(8)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the User-Service-Units AVP where it appears is that granted units are still available in the pool but are not sufficient for a rating group using the pool. 

The values QHT, FINAL, VALIDITY_TIME, FORCED_REAUTHORISATION, RATING_CONDITION_CHANGE apply for all quota types and are used directly in the Multiple-Services-Credit-Control AVP, whereas the values THRESHOLD, QUOTA_EXHAUSTED and OTHER_QUOTA_TYPE apply to one particular quota type and shall occur only in the Used-Service-Units AVP. The value POOL_EXHAUSTED apply to all quota types using the credit pool and occurs in the Used-Service-Units AVP. It may optionally occur in the Multiple-Services-Credit-Control AVP if all quota types use the same pool. 

When the value RATING_CONDITION_CHANGE is used, the Trigger-Type AVP shall also be included to indicate the specific event which caused the re-authorisation request.

7.2.80
Role-of-node AVP

The Role-Of-Node AVP (AVP code 829) is of type Enumerated and specifies the role of the AS/CSCF.

The identifier can be one of the following:


ORIGINATING_ROLE
0


The AS/CSCF is applying an originating role, serving the calling subscriber.


TERMINATING_ROLE
1


The AS/CSCF is applying a terminating role, serving the called subscriber.


PROXY ROLE

2


The AS is applying a proxy role.


B2BUA_ROLE
3


The AS is applying a B2BUA role.

7.2.81
SDP-Media-Component AVP

The SDP- Media-Component AVP (AVP code 843) is of type Grouped and contains information about media used for a IMS session.

It has the following ABNF grammar:


<SDP-Media-Component>::
=
<AVP Header: 843 >

[ SDP-Media-Name ]
*[ SDP-Media-Description ]
[ Media-Initiator-Flag]
[ Authorized-QoS ]
[ GPRS-Charging-Id ]

7.2.82
SDP-Media-Description AVP

The SDP-Media-Description AVP (AVP code 845) is of type UTF8String and holds the content of an "attribute-line" (i=, c=, b=, k=, a=, etc.) related to a media component, as described in [406]. The attributes are specifying the media described in the SDP-Media-Name AVP.

7.2.83
SDP-Media-Name AVP

The SDP-Media-Name AVP (AVP code 844) is of type UTF8String and holds the content of a "m=" line in the SDP data.

7.2.84
SDP-Session-Description AVP

The SDP-Session-Description AVP (AVP code 842) is of type UTF8String and holds the content of an "attribute-line" (i=, c=, b=, k=, a=, etc.) related to a session, as described in [406].

7.2.85
Served-Party-IP-Address AVP

The Served-Party-IP-Address AVP (AVP code 848) is of type Address and holds the IP address of either the calling or called party, depending on whether the P-CSCF is in touch with the calling or the called party. This AVP is only provided by the P-CSCF.

7.2.86
Service-ID AVP

The Service-ID AVP (AVP code 855) is of type UTF8String and identifies the service the MRFC is hosting. For conferences the conference ID is used as the value of this parameter.

7.2.87
Service-Information AVP

The Service-Information AVP (AVP code 873) is of type Grouped. Its purpose is to allow the transmission of additional 3GPP service specific information elements which are not described in this document.

It has the following ABNF grammar:

Service-Information :: = 
< AVP Header: 873>


[PS-Information]

[WLAN-Information]

[IMS-Information]

[MMS-Information]

[LCS-Information]

[PoC-Information]


[MBMS-Information]

The format and the contents of the fields inside the Service-Information AVP are specified in the middle-tier documents which are applicable for the specific service. Note that the formats of the fields are service-specific, i.e. the format will be different for the various services.

Further fields may be included in the Service-Information AVP when new services are introduced. 

7.2.88
Service-Specific-Data AVP

The Service-Specific-Data AVP (AVP Code 863) is of type UTF8String and holds service specific data if and as provided by an Application Server.

7.2.89
SIP-Method AVP

The SIP-Method AVP (AVP code 824) is of type UTF8String and holds the name of the SIP Method (INVITE, UPDATE etc.) causing an accounting request to be sent to the CDF.

7.2.90
SIP-Request-Timestamp AVP

The SIP-Request-Timestamp AVP (AVP code 834) is of type UTF8String and holds the time in UTC format of the initial SIP request (e.g. Invite).

7.2.91
SIP-Response-Timestamp AVP

The SIP-Response-Timestamp AVP (AVP code 835) is of type UTF8String and holds the time in UTC format of the response to the initial SIP request (e.g. 200 OK).

7.2.92
Submission-Time AVP

The Submission-Time AVP (AVP code xxx) is of type Time and indicates the time at which the MM was submitted or forwarded as specified in the corresponding MM1 message.

7.2.93
Talk-Burst-Exchange AVP

The Talk-Burst-Exchange AVP (AVP code 860) is of type Grouped and holds the talk burst related charging data.
It has the following ABNF grammar:


<Talk-Burst-Exchange>::
=
< AVP Header: 860 >

[ Number-Of-Talk-Bursts ]
[ Talk-Burst-Volume ]
[ Talk Bursts-Time ]
[ Number-Of-Received-Talk-Bursts]
[ Received-Talk-Burst-Volume ]
[ Received-Talk-Burst-Time ]

7.2.94
Terminating-IOI AVP

The Terminating-IOI AVP (AVP code 840) is of type UTF8String (alphanumeric string) and holds the Inter Operator Identifier (IOI) for the originating network as generated by the IMS network element which takes responsibility for populating this parameter [404] in a SIP response [202].

The Terminating IOI contains the following values:

· Type 1 IOI: IOI of the home network where the S-CSCF is located.

· Type 2 IOI:

· IOI of the home network of the terminating end user where the S-CSCF is located in case a session is initiated toward the IMS. In case of redirection by the S-CSCF, Terminating-IOI AVP indicates the terminating party's network operator to which the session is redirected.

· IOI of the terminating network where the MGCF is located in case a session is initiated from the IMS toward the PSTN.

· Type 3 IOI: 

· IOI of the service provider network (originating side or terminating side) where the AS (proxy, terminating UA or redirect server or B2BUA) is located when receiving a SIP request [202].

· IOI of the home network operator contacted by an AS when an AS (originating UA or B2BUA) initiates a SIP request [202].

For further details on the Type 1, Type 2 and Type 3 IOIs, please refer to 3GPP TS 32.240 [1].

7.2.95
Time-Quota-Threshold AVP

The Time-Quota-Threshold AVP (AVP code 868) is of type Unsigned64 and contains a threshold value in seconds. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Time AVP (i.e. when the granted quota is a time quota).

If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is progress, until the time at which the original quota would have been consumed.

7.2.96
Time-Stamps AVP

The Time-Stamps AVP (AVP code 833) is of type Grouped and holds the time of the initial SIP request and the time of the response to the initial SIP Request.

It has the following ABNF grammar:


<Time-Stamps>::

=

< AVP Header: 833 >

[SIP-Request-Timestamp]
[SIP-Response-Timestamp]

7.2.97
TMGI AVP

The TMGI AVP (AVP code xxx) is of type tbd.

7.2.98
Token-Text AVP

The Token-Text AVP (AVP code xxx) is of type UTF8String and contains extension information for the Message-Class AVP. 

7.2.99
Trigger-Type AVP

The Trigger-Type AVP (AVP code 870) is of type Enumerated and indicates a single re-authorisation event type. 

When included in the Credit Control Answer command, the Trigger-Type AVP indicates the events that shall cause the credit control client to re-authorise the associated quota. The client shall not re-authorise the quota when events which are not included in the Trigger AVP occur.

When included in the Credit Control Request command indicates the specific event which caused the re-authorisation request of the Reporting-Reason with value RATING_CONDITION_CHANGE associated.
It has the following values:

CHANGE_IN_SGSN_IP_ADDRESS (1)

· This value is used to indicate that a change in the SGSN IP address shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_QOS (2)

· This value is used to indicate that a change in the end user  negotiated QoS shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 1:
This should not be used in conjunction with enumerated values 10 to 23.

CHANGE_IN_LOCATION (3)

· This value is used to indicate that a change in the end user location shall cause the credit control client to ask for a re-authorisation of the associated quota.

NOTE 2:
This should not be used in conjunction with enumerated values 30 to 34.

CHANGE_IN_RAT (4)

· This value is used to indicate that a change in the radio access technology shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRAFFIC_CLASS (10)

· This value is used to indicate that a change in the end user negotiated traffic class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_RELIABILITY_CLASS (11)

· This value is used to indicate that a change in the end user negotiated reliability class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_DELAY_CLASS (12)

· This value is used to indicate that a change in the end user negotiated delay class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_PEAK_THROUGHPUT (13)

· This value is used to indicate that a change in the end user negotiated peak throughput shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_PRECEDENCE_CLASS (14)

· This value is used to indicate that a change in the end user negotiated precedence class shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MEAN_THROUGHPUT (15)

· This value is used to indicate that a change in the end user negotiated mean throughput shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MAXIMUM_BIT_RATE_FOR_UPLINK (16)

· This value is used to indicate that a change in the end user negotiated uplink maximum bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_MAXIMUM_BIT_RATE_FOR_DOWNLINK (17)

· This value is used to indicate that a change in the end user negotiated downlink maximum bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_RESIDUAL_BER (18)

· This value is used to indicate that a change in the end user negotiated residual BER shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_SDU_ERROR_RATIO (19)

· This value is used to indicate that a change in the end user negotiated SDU error ratio shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRANSFER_DELAY (20)

· This value is used to indicate that a change in the end user negotiated transfer delay shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_TRAFFIC_HANDLING_PRIORITY (21)

· This value is used to indicate that a change in the end user negotiated traffic handling priority shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_GUARANTEED_BIT_RATE_FOR_UPLINK (22)

· This value is used to indicate that a change in the end user negotiated uplink guaranteed bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINQOS_GUARANTEED_BIT_RATE_FOR_DOWNLINK (23)

· This value is used to indicate that a change in the end user negotiated downlink guaranteed bit rate shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_MCC (30)

· This value is used to indicate that a change in the MCC of the serving network shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_MNC (31)

· This value is used to indicate that a change in the MNC of the serving network shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_RAC (32)

· This value is used to indicate that a change in the RAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_LAC (33)

· This value is used to indicate that a change in the LAC where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGEINLOCATION_CellId (34)

· This value is used to indicate that a change in the Cell Identity where the end user is located shall cause the credit control client to ask for a re-authorisation of the associated quota.

7.2.100
Trunk-Group-ID AVP

The Trunk-Group-ID AVP (AVP code 851) is of type Grouped and identifies the incoming and outgoing PSTN legs.

It has the following ABNF grammar:


<Trunk-Group-ID>::

=

<AVP Header: 851>










[ Incoming-Trunk-Group-ID ]








[ Outgoing-Trunk-Group-ID ]

7.2.101
Type-Number AVP

The Type-Number AVP (AVP code xxx) is of type Enumerated and identifies the well-known media types. The values are taken from OMNA WSP Content Type Codes database [210] 

7.2.102
User-Session-ID AVP

The User-Session-Id AVP (AVP code 830) is of type UTF8String and holds the session identifier. For a SIP session the Session-ID contains the SIP Call ID, as defined in [405].

7.2.103
Volume-Quota-Threshold AVP

The Volume-Quota-Threshold AVP (AVP code 869) is of type Unsigned64 and contains a threshold value in octets. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Total-Octets, CC-Input-Octets or CC-Output-Octets AVP (i.e. when the granted quota is a volume quota).

If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is progress, up to the volume indicated in the original quota.

7.2.104
WAG-Address AVP

The WAG-Address AVP (AVP code 890) is of type Address and contains the WAG IP address.

7.2.105
WAG-PLMN-Id AVP

The WAG-PLMN-Id AVP (AVP code 891) is of type OctetString and contains the WAG PLMN id (MCC and MNC).

Coding of this AVP is same as 3GPP-SGSN-MCC-MNC coding described in 3GPP TS 29.061 [207].

7.2.106
WLAN-Information AVP

The WLAN-Information AVP (AVP code 875) is of type Grouped. Its purpose is to allow the transmission of additional WLAN service specific information elements.  The format and the contents of the fields inside the WLAN-Information AVP is specified in TS 32.252 [22].

It has the following ABNF grammar:

WLAN-Information :: = 
< AVP Header: 875>

[ WLAN-Session-Id ]
[ PDG-Address ]
[ PDG-Charging-Id ]
[ WAG-Address ]
[ WAG-PLMN-Id ]
[ WLAN-Radio-Container ]
[ WLAN-UE-Local-IPAddress ]


7.2.107
WLAN-Radio-Container AVP

The WLAN-Radio-Container AVP (AVP code 892) is of type Grouped. The WLAN-Radio-Container AVP has the following format:

WLAN-Radio-Container :: = 
< AVP Header: 892>



[ Operator-Name ]



[ Location-Type ]



[ Location-Information ]



[ WLAN-Technology ]

The Operator-Name, Location-Type and Location-Information AVPs are defined in TS 29.234 [211].

7.2.108
WLAN-Session-Id AVP

The WLAN-Session-Id AVP (AVP code 886) is of type Unsigned32 and contains the charging id generated by the AAA Server for the session. 

Coding of this AVP is same as 3GPP-Charging-Id coding described in TS 29.061 [207].

Editors Note: It is not yet added to TS 29.234 that AAA Server shall deliver WLAN-Session-Id to PDG. This is required for correlating 3GPP IP Access charging data to Direct IP Access charging data to avoid double billing.

7.2.109
WLAN-Technology AVP

The WLAN-Technology AVP (AVP code 893) is of type Unsigned32. Actual content of this AVP is tbd.

7.2.110
WLAN-UE-Local-IPAddress AVP

The WLAN-UE-Local-IPAddress AVP (AVP code 894) is of type Address and contains the UE’s local IP address.

End of Change in Clause 7.2
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