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Change in clause 6.8 to 6.11
6.8.1
notifyNewAlarm (M)
6.8.1.1
Definition

A new AlarmInformation has been added in the AlarmList. The subscribed IRPManager instances are notified of this fact if the added AlarmInformation satisfies the current filter constraint of their subscription. 

There are two tables for Input Parameters. If alarmType parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm", the first table (see clause 6.8.1.2) shall be applicable for this notifyNewAlarm. If alarmType parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation" or "Time Domain Violation", the second table (see clause 6.8.1.2a) shall be applicable.

6.8.1.2
Input Parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	Notification header - see [5].  It shall carry the MonitoredEntity class name.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	Notification header - see [5].  It shall carry the DN of the MonitoredEntity.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	Notification header - see [5].  

	eventTime
	M,Y
	AlarmInformation.alarmRaisedTime
	Notification header - see [5].  

	systemDN
	C,Y
	--
	Notification header - see [5].  

	notificationType
	M,Y
	"notifyNewAlarm". 
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure defined by this table is applicable if this parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

	vendorSpecificAlarmType
	O,Y
	AlarmInfomation.vendorSpecificAlarmType
	

	specificProblem
	O,N
	AlarmInformation.specificProblem
	

	correlatedNotifications
	O,N
	
	The set of CorrelatedNotification related to this AlarmInformation.

	backedUpStatus
	O,N
	AlarmInformation.backedUpStatus
	

	backUpObject
	O,N
	MonitoredEntity.objectInstance 
	It carries the DN of the back up object. The object is identified by relation-BackUpObject-AlarmInformation of the new AlarmInformation.

	trendIndication
	O,N
	AlarmInformation.trendIndication
	

	thresholdInfo
	O,N
	AlarmInformation.thresholdInfo
	

	stateChangeDefinition
	O,N
	AlarmInformation.stateChange 
	

	monitoredAttributes
	O,N
	AlarmInformation.monitoredAttributes
	

	proposedRepairActions
	O,N
	AlarmInformaton.proposedRepairActions
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	alarmId
	M,N
	AlarmInformation.alarmId
	


6.8.1.2a
Input Parameters for notification related to security alarm

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	See Table 6.8.1.2.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 

	See Table 6.8.1.2.

	notificationId
	M,N
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	AlarmInformation.alarmRaisedTime
	See Table 6.8.1.2.

	systemDN
	C,Y
	-- 
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyNewAlarm". 
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure of this table is applicable if this parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation", "Time Domain Violation".

	vendorSpecificlAlarmType
	O,Y
	Alarminformation.vendorSpecificAlarmType
	

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	serviceUser
	M,N
	AlarmInformation.serviceUser
	This may contain no information if the identify of the service-user (requesting the service) is not known.

	serviceProvider
	M,N
	AlarmInformation.serviceProvider
	This shall always identify the service-provider receiving a service request, from serviceUser, that provokes the security alarm. 

	securityAlarmDetector
	M,N
	AlarmInformation.securityAlarmDetector
	This may contain no information if the detector of the security alarm is the serviceProvider.

	alarmId
	M,N
	AlarmInformation.alarmId
	


6.8.1.3
Triggering Event

6.8.1.3.1
From-state

noMatchedAlarm.
	Assertion Name
	Definition

	noMatchedAlarm
	AlarmList does not contain an AlarmInformation that has the following properties:

Its matching-criteria-attributes values are identical to that of the newly generated network alarm and it is involved in relation-AlarmObject-AlarmInformation with the same MonitoredEntity as the one identified by the newly generated network alarm.


6.8.1.3.2
To-state

newAlarmInAlarmList.
	Assertion Name
	Definition

	newAlarmInAlarmList
	AlarmList contains an AlarmInformation holding information conveyed by the newly generated network alarm. This AlarmInformation is involved in relation-AlarmObject-AlarmInformation with the same MonitoredEntity as the one identified by the newly generated network alarm. 

The following attributes of the AlarmInformation shall be populated with information in the newly generated alarm.

alarmId, notificationId, alarmRaisedTime, eventType, probableCause, perceivedSeverity.

The following attributes of the same AlarmInformation shall be populated with information in the newly generated alarm if the information is present (in the newly generated alarm) and if the attribute is supported:

specificProblem, backedUpStatus, trendIndication, thresholdInfo, stateChangedDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation.


6.8.2
notifyAckStateChanged (M)

6.8.2.1
Definition

The subscribed IRPManager instances are notified regarding changes in alarm Acknowledgement State. The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription. 

The notification shall contain all parameters that are filterable and are present in the original (related) notifyNewAlarm notification.

The IRPManager and the EM can acknowledge and unacknowledge alarms as defined by 3GPP TS 32.111-1 [9]. Specifically, the AlarmIRP itself can acknowledge alarms.

The capability that IRPAgent itself acknowledges alarms is optional.  The trigger, of such capability, is vendor defined. For example, it runs once a day, once every 4 hours, or always. The algorithm for determining which cleared alarm should be acknowledged is vendor specific. For example: acknowledge alarm records that have been cleared more than 24 hours or acknowledge alarm records whose highest perceived severity level has been MINOR. When acknowledged, the alarm ackState changes and the AlarmIRP shall emit the corresponding notifyAckStateChanged.

6.8.2.2
Input Parameters
	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	See Table 6.8.1.2.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	See Table 6.8.1.2.

	notificationId
	M,N
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	AlarmInformation.ackTime
	See Table 6.8.1.2.

	systemDN
	C,Y
	--
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyAckStateChanged"
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceived Severity
	M,Y
	AlarmInformation.perceivedSeverity
	

	alarmType
	M,Y
	AlarmInformation.eventType
	

	alarmId
	M,N
	AlarmInformation.alarmId
	

	ackState
	M,N
	AlarmInformation.ackState
	

	ackUserId
	M,N
	AlarmInformation.ackUserId
	If this AlarmInformation has been acknowledged by a human operator, than this parameter contains the operator identifier. If it has been acknowledged by a System (EM or NM), than this parameter contains the identifier of the System.

	ackSystemId
	O,N
	AlarmInformation.ackSystemId
	This parameter always contains the identifier of the System (EM or NM) where the acknowledgement request was originated.


6.8.2.3
Triggering Event

6.8.2.3.1
From-state

ackedByIRPManager OR ackedByIRPAgent AND alarmInformationExists.
	Assertion Name
	Definition

	ackedByIRPManager
	Reception of a acknowledgeAlarms operation and a subsequent operation success return. 

	ackedByIRPAgent
	Reception of a local (non-standard) acknowlegeAlarms equivalent operation and a subsequent operation success return.

	alarmInformationExists
	The AlarmInformation exists in AlarmList.


6.8.2.3.2
To-state

alarmAckStateHasChanged.
	Assertion Name
	Definition

	alarmAckStateHasChanged
	The AlarmInformation.ackState of the AlarmInformation identified by from-state assertion alarmInformationExists have been updated. Specifically, the following attributes of the subject AlarmInformation are updated:

-- notificationId, ackTime, ackUserId, ackState, ackSystemId.


6.8.3
notifyClearedAlarm (M)

6.8.3.1
Definition

IRPAgent notifies the subscribed IRPManager of alarm clearing if the subject AlarmInformation satisfies the optional filter constraint expressed in the subscribe operation. 

The notification shall contain all parameters that are filterable and are present in the original (related) notifyNewAlarm notification.

6.8.3.2
Input Parameters
	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	See Table 6.8.1.2.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	See Table 6.8.1.2.

	notificationId
	M,Y
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	AlarmInformation.alarmClearedTime
	See Table 6.8.1.2.

	systemDN
	C,Y
	-- 
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyClearedAlarm"
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	Its value shall indicate Cleared.

	alarmType
	M,Y
	AlarmInformation.eventType
	

	correlated Notifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	It contains references to other AlarmInformation instances whose perceivedSeverity levels are Cleared as well. In this way, perceivedSeverity level of multiple AlarmInformation instances can be Cleared by one notification.

	clearUserId
	O,N
	AlarmInformation.clearUserId
	It is present if the AlarmInformation is cleared by the IRPManager using clearAlarms. 

	clearSystemId
	O,N
	AlarmInformation.clearSystemId
	It is present if clearUserId is present and if AlarmInformation.clearSystemId contains information.

	alarmId
	M,N
	AlarmInformation.alarmId
	


6.8.3.3
Triggering Event

6.8.3.3.1
From-state

alarmMatchedAndCleared OR clearedByIRPManager.

	Assertion Name
	Definition

	alarmMatchedAndCleared
	The matching-criteria-attributes of the newly generated network alarm have values that are identical (matched) with ones in one AlarmInformation in AlarmList and the perceivedSeverity of the matched AlarmInformation is not Cleared

AND

The perceivedSeverity of the newly generated network alarm is cleared.

	clearedByIRPManager
	Reception of a valid clearAlarms operation that identifies the subject AlarmInformation instances. This triggering event shall occur regardless of the perceivedSeverity state of the identified AlarmInformation instances.


6.8.3.3.2
To-state

alarmInformationCleared_1 OR alarmInformationCleared_2.

	Assertion Name
	Definition

	alarmInformationCleared_1


	Case if From-state is alarmMatchedAndCleared:

The following attributes of the subject AlarmInformation are updated:

notificationId, perceivedSeverity (updated to Cleared), alarmClearedTime.

	alarmInformationCleared_2
	Case if From-state is clearedByIRPManager:

The following attributes of the subject AlarmInformation are updated:

notificationId, perceivedSeverity (updated to Cleared), alarmClearedTime, alarmClearedUserId, alarmClearedSystemId.


6.8.4
notifyAlarmListRebuilt (M)

6.8.4.1
Definition

The IRPAgent or its related AlarmIRP maintains an AlarmList. They can lose confidence in the integrity of its AlarmList. Under this condition, IRPAgent or its related AlarmIRP or the related AlarmList shall invoke notifyAlarmListRebuilt notification after the AlarmList has been rebuilt. 

The IRPAgent can also invoke notifyAlarmListRebuilt notification indicating that part of the AlarmList has been rebuilt. In this case, the notification carries the managed object (MO) instance indicating that the AlarmList only have been rebuilt for alarms concerning this MO and its subordinate MOs. Furthermore, this notification indicates that there is no rebuilt going on for superior MOs of this MO.

6.8.4.2
Input Parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	It carries the class of the instance identified in systemDN parameter or alternatively, the MonitoredEntity.objectClass.
	Notification header - see [5].  
If it carries the class of the instance identified in systemDN, then all AlarmInformation instances in the AlarmList may have been rebuilt.

If it carries the object class of another MO, then all AlarmInformation instances of the MO identified by the parameter objectInstance and its subordinate MOs may have been rebuilt. The AlarmInformation instances not related to the subject MO and its subordinate MOs are not subject to rebuilt.

	objectInstance
	M,Y
	It carries the class of the instance identified in systemDN parameter or alternatively, the MonitoredEntity.objectInstance.
	Notification header - see [5].  
If objectClass carries the class of the instance identified in systemDN, then this parameter carries the DN of that instance whose AlarmList has been rebuilt.
If objectClass carries the object class of another MO, then this parameter carries the DN of the MO instance indicating that the AlarmList only have been rebuilt for alarms concerning that MO and its subordinate MOs.

	notificationId
	M,N
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	--
	Notification header - see [5].  It carries the time when the AlarmList is rebuilt.

	systemDN
	C,Y
	-- 
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyAlarmListRebuilt".
	

	Reason
	M,N
	"Agent-NE communication error", "Agent restarts", "indeterminate". Other values can be added.
	It carries the reason why the IRPAgent has rebuilt the AlarmList. This may carry different reasons than that carried by the immediate previous notifyPotentialFaultyAlarmList.

	alarmListAlignmentRequirement
	O(note),N
	ENUM (alignmentRequired, alignmentNotRequired)
	It carries an enumeration of "alignmentRequired" and "alignmentNotRequired".

IRPAgent uses alignmentRequired to indicate that IRPAgent current AL is not identical to the one that could have been built using (a) IRPAgent AL information at the time it emits the immediate previous notifyPotentialFaultyAlarmList() and (b) the notifications (carrying alarm information) emitted after the previously identified notification and before the subject notification.

Otherwise, the IRPAgent uses alignmentNotRequired.

When this parameter is absent, it implies alignmentRequired.


NOTE:
If IRPAgent supports notifyPotentialFaultyAlarmList() notification, it shall support this parameter. If IRPAgent does not support notifyPotentialFaultyAlarmList() notification, it shall not support this parameter. 

6.8.4.3
Triggering Event

6.8.4.3.1
From-state

alarmListRebuilt_0 OR alarmListRebuilt_1.
	Assertion Name
	Definition

	alarmListRebuilt_0
	IRPAgent has cold-started, initialized, re-initialized or rebooted and it has initiated procedure to rebuild its AlarmList.

	alarmListRebuilt_1
	IRPAgent loses confidence in part or whole of its AlarmList. IRPAgent has initiated procedure to repair its AlarmList.


6.8.4.3.2
To-state

alarmListRebuilt_2.
	Assertion Name
	Definition

	alarmListRebuilt_2
	IRPAgent rebuilt the whole or part of AlarmList. 


6.9
Interface AlarmIRPNotification_2

6.9.1
notifyChangedAlarm (O)

6.9.1.1
Definition

The subscribed IRPManager instances are notified regarding changes in AlarmInformation in AlarmList. This notification is only triggered by a change in perceivedSeverity attribute value (except to the value "Cleared"). The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription.

The notification shall contain all parameters that are filterable and are present in the original (related) notifyNewAlarm notification.

6.9.1.2
Input Parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	See Table 6.8.1.2.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	See Table 6.8.1.2.

	notificationId
	M,N
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	See Table 6.8.1.2.

	systemDN
	C,Y
	-- 
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyChangedAlarm"
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	alarmType
	M,Y
	AlarmInformation.eventType
	

	alarmed
	M,N
	AlarmInformation.alarmId
	


6.9.1.3
Triggering Event

6.9.1.3.1
From-state

alarmMatched AND alarmNotCleared AND alarmChanged.

	Assertion Name
	Definition

	alarmMatched
	The matching-criteria-attributes of the newly generated network alarm has values that are identical (matches) with ones in one AlarmInformation in AlarmList. 

	alarmNotCleared
	The perceivedSeverity of the newly generated network alarm is not Cleared.

	alarmChanged
	The perceivedSeverity of the newly generated network alarm and of the matched AlarmInformation are different. 


6.9.1.3.2
To-state

informationUpdate.
	Assertion Name
	Definition

	informationUpdate
	· The AlarmInformation identified in alarmMatched in from-state has been updated according to the following rules: perceivedSeverity is updated;

· notificationId is updated;

· alarmChangedTime is updated;

· ackTime, ackUserId and ackSystemId are updated to contain no information;

· ackState is updated to "unacknowledged";


6.10
Interface AlarmIRPNotification_3

6.10.1
notifyComments (O)

6.10.1.1
Definition

The subscribed IRPManager instances are notified regarding to the addition of a Comment instance to an AlarmInformation instance in the AlarmList. The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription.

The notification shall contain all parameters that are filterable and are present in the original (related) notifyNewAlarm notification.

The IRPManager and the IRPAgent can add comments to instances of AlarmInformation as described in 3GPP TS 32.111-1 [9].

IRPAgent shall support this notification if it supports the operation setComment.

6.10.1.2
Input Parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	See Table 6.8.1.2.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	See Table 6.8.1.2.

	notificationId
	M,N
	--
	See Table 6.8.1.2.

	eventTime
	M,Y
	Comment.commentTime
	Notification header - see [5].  It carries the time when the last Comment is added.

	systemDN
	C,Y
	--
	Notification header - see [5].  

	notificationType
	M,Y
	"notifyComments"
	

	alarmType
	M,Y
	AlarmInformation.eventType
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceived Severity
	M,Y
	AlarmInformation.perceivedSeverity
	

	comments
	M,N
	The set of Comment instances involved in a relationship with this AlarmInformation.
	

	alarmId
	M,N
	AlarmInformation.alarmId
	


6.10.1.3
Triggering Events

6.10.1.3.1
From-state

commentedByIRPManager OR commentedByIRPAgent AND alarmInformationExists.
	Assertion Name
	Definition

	commentedByIRPManager
	Reception of a setComment operation and a subsequent operation success return. 

	commentedByIRPAgent
	Reception of a local (non-standard) setComment equivalent operation and a subsequent operation success return.

	alarmInformationExists
	The AlarmInformation is in AlarmList.


6.10.1.3.2
To-state

commentInserted.

	Assertion Name
	Definition

	commentInserted
	One Comment has been created and it is involved in a relationship with the AlarmInformation identified by from-state assertion alarmInformationExists. The following attributes of the newly created Comment instance shall be populated:

commentTime, commentText, commentUserId and commentSystemId.


6.11
Interface AlarmIRPNotification_4

6.11.1
notifyPotentialFaultyAlarmList (O)

6.11.1.1
Definition

The IRPAgent or its related AlarmIRP maintains an AlarmList. They can lose confidence in the integrity of its AlarmList. Under this condition, IRPAgent or its related AlarmIRP or the related AlarmList shall invoke notifyPotentialFaultyAlarmList. They then can begin to rebuild the faulty AlarmList, if found necessary. After the successful rebuilt or the discovery that rebuilt is not necessary, they shall invoke notifyAlarmListRebuilt notification.

This notification can identify a set of AlarmInformation that is potentially faulty or unreliable. This identification is done in the following way. If the MOI of an AlarmInformation is the same or is a subordinate to the MOI carried in the notification, then the AlarmInformation may be faulty or unreliable.

This notification can identify all the AlarmInformation instances of the AlarmList that are potentially faulty or unreliable. In this case, the notification shall carry a MOI identifying the IRPAgent. 
The IRPManager behaviour, on reception of this notifyPotentialFaultyAlarmList notification, is not specified. The IRPManager behaviour is considered not essential for the specification of the interface itself. However, the following are recommended actions the IRPManager should take, in case it receives this notification.

1)
The IRPManager should not perform any task requiring the integrity of the AlarmInformation identified as faulty or unreliable by the subject notification.

2)
The IRPManager should not invoke operations that require integrity of the AlarmList such as getAlarmList., acknolwedgeAlarms operations.

6.11.1.2
Input Parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	It carries the class of the instance identified in systemDN parameter or alternatively, the 
MonitoredEntity.objectClass.
	Notification header - see [5].  
If it carries the class of the instance identified in systemDN, then all AlarmInformation instances in the AlarmList may not be reliable.  
If it carries the object class of another MO, then all AlarmInformation instances of the MO identified by the parameter objectInstance and its subordinate MOs may not be reliable. The AlarmInformation instances not related to the subject MO and its subordinate MOs are reliable. 

	objectInstance
	M,Y
	It carries the class of the instance identified in systemDN parameter or alternatively, the MonitoredEntity.objectInstance 
	Notification header - see [5].  
If objectClass carries the class of the instance identified in systemDN, then this parameter carries the DN of that instance.
If objectClass carries the object class of another MO, then this parameter carries the DN of the MO instance.

	notificationId
	M,N
	--
	Notification header - see [5].  

	eventTime
	M,Y
	--
	Notification header - see [5].  It carries the time when the objectInstance has lost confidence of its AlarmList content.

	systemDN
	C,Y
	--
	See Table 6.8.1.2.

	notificationType
	M,Y
	"notifyPotentialFaultyAlarmList".
	

	reason
	M,N
	"Agent-NE communication error", "Agent restarts", "indeterminate". Other values can be added.
	It carries the reason why the IRPAgent has to rebuild its AlarmList. 


6.11.1.3
Triggering Event

6.11.1.3.1
From-state

faultyAlarmListDetected.

	Assertion Name
	Definition

	faultyAlarmListDetected
	IRPAgent detects faults in part or whole of its AlarmList. 


6.11.1.3.2
To-state

faultyAlarmList

	Assertion Name
	Definition

	faultyAlarmList
	IRPAgent initiates the AlarmList rebuild process. 
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	Addition of a missing constraint in acknowledgeAlarm operation
	F
	3.1.1
	3.2.0

	Dec 2000
	SA_10
	SP-000520
	0003
	--
	Incorrect modifiable attributes
	F
	3.2.0
	3.3.0

	Dec 2000
	SA_10
	SP-000520
	0004
	--
	Add acknowledgement information to getAlarmList result
	F
	3.2.0
	3.3.0

	Dec 2000
	SA_10
	SP-000520
	0005
	--
	Identification of valid Event Types and Extended Event Types within Notifications
	F
	3.2.0
	3.3.0

	Dec 2000
	SA_10
	SP-000520
	0006
	--
	A cleared Alarm shall be given perceived severity "Cleared" and nothing else
	F
	3.2.0
	3.3.0

	Dec 2000
	SA_10
	SP-000520
	0007
	--
	Inconsistent behaviour for cleared not yet acknowledged alarms
	F
	3.2.0
	3.3.0

	Jun 2001
	SA_12
	SP-010282
	0008
	--
	Alarm IRP: IS Rel4 - Addition of feature
	B
	3.3.1
	4.0.0

	Sep 2001
	SA_13
	SP-010474
	0009
	--
	Definition of thresholdInfo in Alarm IRP: IS
	F
	4.0.0
	4.1.0

	Dec 2001
	SA_14
	SP-010639
	0010
	--
	Correction of notifyChangedAlarm example #2
	F
	4.1.0
	4.2.0

	Dec 2001
	SA_14
	SP-010639
	0011
	--
	Update of notificationId missing in To-state of notifyClearedAlarm
	F
	4.1.0
	4.2.0

	Mar 2002
	SA_15
	SP-020028
	0012
	--
	Addition of "perceivedSeverity" as parameter to "acknowledgeAlarms operation" (IS)
	F
	4.2.0
	4.3.0

	Mar 2002
	SA_15
	SP-020039
	0013
	--
	Addition of parameter in Alarm List Rebuilt notification
	F
	4.2.0
	4.3.0

	Mar 2002
	SA_15
	SP-020039
	0014
	--
	Addition of new notification notifyPotentialFaultyAlarmList
	F
	4.2.0
	4.3.0

	Mar 2002
	SA_15
	SP-020039
	0015
	--
	Additional trigger event for notifyAlarmListRebuilt
	F
	4.2.0
	4.3.0

	Mar 2002
	SA_15
	--
	--
	--
	Automatic upgrade to Rel-5 (no Rel-5 CR)
	--
	4.3.0
	5.0.0

	Sep 2002
	SA_17
	SP-020477
	0017
	--
	Add clearAlarms() operation for Alarm IRP:IS
	B
	5.0.0
	5.1.0

	Sep 2002
	SA_17
	SP-020478
	0018
	--
	Add security alarms support in Alarm IRP: IS
	B
	5.0.0
	5.1.0

	Dec 2002
	SA_18
	SP-020751
	0020
	--
	Add additionalInformation parameter in notification in Alarm IRP: IS
	A
	5.1.0
	5.2.0

	Mar 2003
	SA_19
	SP-030062
	0022
	--
	Add Missing ITU-T M.3100 Probable Causes
	A
	5.2.0
	5.3.0

	Mar 2003
	SA_19
	SP-030063
	0024
	--
	Corrections regarding Alarm Acknowledgement and Alarm Comments - alignment with 32.111-1
	A
	5.2.0
	5.3.0

	Mar 2003
	SA_19
	SP-030138
	0025
	--
	Add Missing security event types and probable causes
	F
	5.2.0
	5.3.0

	Jun 2003
	SA_20
	SP-030275
	0026
	1
	Correction of imported references table for managedGenericIRP
	F
	5.3.0
	5.4.0

	Dec 2003
	SA_22
	SP-030629
	0027
	--
	Align operation getAlarmList with the notification notifyAlarmListRebuilt
	B
	5.4.0
	6.0.0

	Dec 2003
	SA_22
	SP-030628
	0028
	--
	Remove references to GSM 12.11
	F
	5.4.0
	6.0.0

	Jan 2004
	--
	--
	--
	--
	Editorial: Annex B "... probable causes for 3G and 3G ..." should read "... probable causes for 2G and 3G ..."
	--
	6.0.0
	6.0.1

	Mar 2004
	SA_23
	SP-040120
	0029
	--
	Addition of a method to abort an ongoing alarm alignment process in the asynchronous mode of the operation getAlarmList
	B
	6.0.1
	6.1.0

	Sep 2004
	SA_25
	SP-040560
	0031
	--
	Add more definition of MonitoredEntity IOC to clarify the scope of it and rule for alarm mapping
	B
	6.1.0
	6.2.0

	Dec 2004
	SA_26
	SP-040790
	0032
	--
	Add Generic System Context – Align with 32.150
	F
	6.2.0
	6.3.0

	Dec 2004
	SA_26
	SP-040791
	0034
	--
	Correct the time carried by the eventTime parameter of notifyComments
	A
	6.2.0
	6.3.0

	Dec 2004
	SA_26
	SP-040791
	0035
	--
	Remove redundant ackTime parameter in notifyAckStateChanged
	C
	6.2.0
	6.3.0

	Dec 2004
	SA_26
	SP-040791
	0036
	--
	Correct description of thresholdInformation – Align with 32.401
	F
	6.2.0
	6.3.0

	Dec 2004
	SA_26
	SP-040791
	0037
	--
	Correction of probable cause for alarms.
	F
	6.2.0
	6.3.0

	Mar 2005
	SA_27
	SP-050021
	0041
	--
	Inclusion of additional event types for duplicate probable causes
	A
	6.3.0
	6.4.0

	Mar 2005
	SA_27
	SP-050021
	0042
	--
	Add vendorSpecificAlarmType attribute in alarm information table and notifyNewAlarm
	C
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050450
	0044
	--
	Inconsistency in security related alarmtype values
	A
	6.4.0
	6.5.0

	Sep 2005
	SA_29
	SP-050461
	0045
	--
	Make explicit IRPAgent can acknowledge alarms
	F
	6.4.0
	6.5.0

	Dec 2005
	SA_30
	SP-050694
	0047
	--
	Correction to getAlarmList
	A
	6.5.0
	6.6.0
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