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Change in Clause 3.3
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACA
ACcounting Answer

ACR
ACcounting Request

AS
Application Server
ASA
Abort Session Answer

ASR
Abort Session Request
AVP
Attribute Value Pair

CCA
Credit Control Answer

CCR
Credit Control Request

CDF
Charging Data Function

CDR
Charging Data Record

CI
Cost-Information
DPA
Disconnect Peer Answer

DPR
Disconnect Peer Request
ECUR
Event Charging with Unit Reservation

FUI
Final-Unit-Indication

GSU
Granted-Service-Unit

IEC
Immediate Event Charging

IMS
IP Multimedia Subsystem

OCS
Online Charging System

SDP
Session Description Protocol

Change in Clause 6.4.1.1

6.4.1.1
General

The corresponding Diameter credit control application messages for the Debit / Reserve Unit Request operation is Credit Control Request (CCR) and for the Debit / Reserve Unit Response operation is Credit Control Answer (CCA) as specified in IETF RFC 4006 [402].

The Diameter Credit Control Application (DCCA) specifies an approach based on a series of "interrogations":

· Initial interrogation.

· Zero, one or more interim interrogations.

· Final interrogation.

In addition to a series of interrogations, also a one time event (interrogation) can be used e.g. in the case when service execution is always successful.

All of these interrogations use Credit-Control-Request and Credit-Control-Answer messages. The Credit-Control-Request for the "interim interrogation" and "final interrogation" reports the actual number of "units" that were used, from what was previously reserved. This determines the actual amount debited from the subscriber's account.

Table 6.4.1.1 describes the use of Diameter messages for online charging.

Table 6.4.1.1 : Online Charging Messages Reference Table

	Command-Name
	Source
	Destination
	Abbreviation

	Credit-Control-Request
	CTF
	OCS
	CCR

	Credit-Control-Answer
	OCS
	CTF
	CCA

	Re-Auth-Request
	OCS
	CTF
	RAR

	Re-Auth-Answer
	CTF
	OCS
	RAA

	Capabilities-Exchange-Request
	CTF
	OCS
	CER

	Capabilities Exchange Answer
	OCS
	CTF
	CEA

	Device-Watchdog-Request
	CTF/OCS
	OCS/CTF
	DWR

	Device-Watchdog-Answer
	OCS/CTF
	CTF/OCS
	DWA

	Disconnect-Peer-Request
	OCS/CTF
	CTF/OCS
	DPR

	Disconnect-Peer-Anwser
	CTF/OCS
	OCS/CTF
	DPA

	Abort-Session-Request
	OCS
	CTF
	ASR

	Abort-Session-Answer
	CTF
	OCS
	ASA


CER/CEA and DWR/DWA are mandatory Diameter capabilities for capabilities exchange and transport failure detection.

New Clauses 6.4.10 & 6.4.11

6.4.9
Device-Watchdog-Answer Message

The Device-Watchdog-Answer message structure is described in [401].
6.4.10
Disconnect-Peer-Request Message

The Disconnect-Peer-Request message structure is described in [401].

6.4.11
Disconnect-Peer-Answer Message

The Disconnect-Peer-Answer message structure is described in [401].

6.4.12
Abort-Session-Request Message

The Abort-Session-Request message structure is described in [401].

6.4.13
Abort-Session -Answer Message

The Abort-Session-Answer message structure is described in [401].

New Clause 6.5.5

6.5.4
Quota consumption time

The server may optionally indicate to the client that the quota consumption must be stopped after a period equal to the Quota Consumption Time in which no packets are received or at session termination, whichever is sooner. This is indicated by including the Quota-Consumption-Time AVP in the CCA. The idle period equal to the Quota Consumption Time is included in the reported usage. The quota is consumed normally during gaps in traffic of duration less than or equal to the Quota-Consumption-Time. Quota consumption resumes on receipt of a further packet belonging to the service data flow.

If packets are allowed to flow during a Credit Control Request (Update)/Credit Control Answer exchange, and the Quota-Consumption-Time AVP value in the provided quota is the same as in the previously provided quota, then the Quota-Consumption-Time runs normally through this procedure. For example, if 5 seconds of a 10 second QCT timer have passed when a CCR(U) is triggered, and the CCA(U) returns 2 seconds later, then the QCT timer will expire 3 seconds after the receipt of the CCA and the remaining unaccounted 5 seconds of usage will be recorded against the new quota even though no packets were transmitted with the new quota.

In the case of a new quota with the Quota-Consumption-Time AVP, or when packets are blocked during the CCR(U)/CCA procedure then the Quota-Consumption-Time stops running (if it was running) and quota consumption begins again when the next service data flow packet matching the Charging Rule is received. 

If a Quota-Consumption-Time AVP value of zero is provided, or if no Quota-Consumption-Time AVP is present in the CCA, the quota is consumed continuously from the point at which it is granted.

6.5.5
Service Termination

The OCF may determine that a service requires termination. The OCF may perform this termination synchronously if it has a CCR pending processing by returning CCA with Result-Code AVP with value DIAMETER-AUTHORIZATION-REJECTED. If the OCF does not have a pending request (asynchronous), the OCF may trigger an ASR to terminate the Diameter session related to the service. On reception of an ASR, the CTF shall close the associated Credit-Control session by sending a CCR [TERMINATE]. The behaviour of the CTF, in relation to the user session, on reception of an ASR is detailed in the middle-tier TS. As an alternative to the ASR, the OCF may trigger a RAR to which the CTF behaves as described in RFC 4006 [402] and the OCF shall return a CCA with Result-Code AVP with value DIAMETER-AUTHORIZATION-REJECTED for the resulting CCR.
Change in Clause 7.1.5
7.1.5
Result-Code AVP

This subclause defines new Result-Code AVP (AVP code 298) values that must be supported by all Diameter implementations that conform to the present document. The Result-Code AVP operates as describes in RFC 3588 [401] and IETF RFC 4006 [402].

The following result code descriptions are examples of the possible uses for the code: 

Transient Failures (4xxx):

DIAMETER_END_USER_SERVICE_DENIED 
4010

The OCF denies the service request due to service restrictions (e.g. terminate rating group) or limitations related to the end-user, for example the end-user's account could not cover the requested service. 

DIAMETER_CREDIT_CONTROL_NOT_APPLICABLE
4011

The OCF determines that the service can be granted to the end user but no further credit control
needed for the service (e.g. service is free of charge or the PDP context is treated for offline charging). DIAMETER_CREDIT_LIMIT_REACHED
4012

The OCF denies the service request since the end- user's account could not cover the requested service. If the CCR contained used-service-units they are deducted, if possible.

Permanent Failures (5xxx):

DIAMETER_AUTHORIZATION_REJECTED
5003

The OCF denies the service request in order to terminate the service for which credit is requested. For example this error code is used to inform PDP Context has to be terminated in the CCR message or to inform blacklist the rating group in the Multiple-Service-Credit-Control AVP.

DIAMETER_USER_UNKNOWN 
5030

The specified end user could not be found in the OCF.

DIAMETER_RATING_FAILED

5031

This error code is used to inform the CTF that the OCF cannot rate the service request due to insufficient rating input, incorrect AVP combination or due to an AVP or an AVP value that is not recognized or supported in the rating. For Flow Based Charging this error code is used if the Rating group is not recognized. The Failed-AVP AVP MUST be included and contain a copy of the entire AVP(s) that could not be processed successfully or an example of the missing AVP complete with the Vendor-Id if applicable. The value field of the missing AVP should be of correct minimum length and contain zeroes.

End of Change
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