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Change in Clause 5.3.1.2


5.3.1.2
Attribute

	Attribute name
	Support Qualifier

	alarmId
	M

	notificationId (note 1)
	M

	alarmRaisedTime
	M

	alarmClearedTime
	M

	alarmChangedTime
	O

	eventType
	M

	
	

	probableCause
	M

	perceivedSeverity
	M

	specificProblem
	O

	backedUpStatus
	O

	trendIndication
	O

	thresholdInfo
	O

	stateChangedDefinition
	O

	monitoredAttributes
	O

	proposedRepairActions
	O

	additionalText
	O

	additionalInformation
	O (see note 4)

	ackTime
	M

	ackUserId
	M

	ackSystemId
	O

	ackState
	M

	clearUserId
	M (see note 2)

	clearSystemId
	O (see note 2)

	serviceUser
	O (see note 3)

	serviceProvider
	O (see note 3)

	securityAlarmDetector
	O (see note 3)

	NOTE 1:
This attribute may be "retired/removed" in Release 5 when Log IRP is introduced. Its removal implies that information carried in this attribute is no longer made accessible to IRPManager via the getAlarmList().

NOTE 2:
These attributes and qualifiers are applicable only if the IRPAgent supports clearAlarms() (they are absent if clearAlarms() is not supported).

NOTE 3:
These attributes must be supported if the IRPAgent emits notifyNewAlarm that carries security alarm information.
NOTE 4:- This attribute shall be populated when the following condition is met:- 
· If the alarm has a different value of perceived severity and / or alarm type when it is delivered to the EM's alarm interface compared to its value when it is delivered to the Itf-N.


End of Change in 5.3.1.2

5.3.1.3
State diagram

Alarms have states. The alarm state information is captured in AlarmInformation in AlarmList.

The solid circle icon represents the Start State. The double circle icon represents the End State. In this state, the alarm is Cleared and acknowledged. The AlarmInformation shall not be accessible via the IRP and is removed from the AlarmList.

Note the state diagram uses " X / Y ^ Z " to label the arc that indicates state transition. The meanings of X, Y and Z are: 

-
X identifies the triggering event

-
Y identifies the action of IRPAgent because of the triggering event

-
Z is the notification to be emitted by IRPAgent because of the triggering event

Note that acknowledgeAlarm^notifyAckStateChanged and the unacknowledgeAlarm^notifyAckStateChange refer to cases when the request of the IRPManager is successful for the AlarmInformation concerned. They do not refer to the cases when the request is a failure since in the failure cases, no state transition would occur.

Note that, to reduce cluttering to the diagram, the setComment^notifyComment is not included in the figure. One transition should be applied from unack&unclear to itself. Similarly, another transition should be applied from ack&unclear to itself. Another one is from unack&clear to itself.

Note that "PS" used in the state diagram stands for "perceived severity". 
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Figure: 

5.3.2
AlarmList

5.3.2.1
Definition

IRPAgent maintains an AlarmList. It contains all currently active alarms (i.e. AlarmInformation whose perceivedSeverity is not Cleared) and alarms that are Cleared but not yet acknowledged. 

5.3.2.2
Attribute

There is no additional attribute defined for this IOC besides those inherited.

5.3.3
AlarmIRP

5.3.3.1
Definition

AlarmIRP is the representation of the alarm management capabilities specified by the present document. This IOC inherits from ManagedGenericIRP IOC specified in 3GPP TS 32.312 [14].

5.3.4
Comment
5.3.4.1
Definition

Comment contains commentary and associated information such as the time when the commentary is made. 
5.3.4.2
Attribute

	Attribute Name
	Support Qualifier

	commentTime
	M

	commentText
	M

	commentUserId
	M

	commentSystemId
	O


5.3.5
CorrelatedNotification

5.3.5.1
Definition

It identifies one MonitoredEntity. For that MonitoredEntity identified, a set of notification identifiers is also identified. One or more CorrelatedNotification instances can be related to an AlarmInformation. In this case, the information of the AlarmInformation is said to be correlated to information carried in the notifications identified by the CorrelatedNotification instances. See further definition of correlated notification in ITU-T Recommendation X.733 [2], clause 8.1.2.9.

The meaning of correlation is dependent on the type of notification itself. See the comment column of the correlatedNotification input parameter for each type of notification, such as notifyNewAlarm.

Notification carries AlarmInformation. The AlarmInformation instances referred to by the correlatedNotification may or may not exist in the AlarmList. For example, the AlarmInformation carried by the identified notification may have been acknowledged and Cleared and therefore, no longer exist in the AlarmList.
5.3.5.2
Attribute

	Attribute Name
	Support Qualifier

	source
	M

	notificationIdSet
	M


5.3.6
MonitoredEntity

5.3.6.1
Definition

It encapsulates a subset of information of an IOC that can emit alarms. The types of IOCs that can emit alarms are:

a) All NRM IRP IOCs whose notification tables include alarm notifications. 

b) VSE subclass of 3GPP defined IOCs and VSE defined IOCs in case alarm is caused by these IOCs. 

NOTE:
The use of VsDataContainer for emitting alarm is for further study.

The objectClass and objectInstance of the notification carrying alarms shall identify the suitable and precise object to help IRPManager get as detailed as possible alarm source information and locate alarms accurately. 

It can also encapsulate a subset of information of an IOC that serves as the back up object. 
5.3.6.2
Attribute

There is no attribute for this IOC.

5.4
Information relationships definition

5.4.1
relation-AlarmIRP-AlarmList (M)

5.4.1.1
Definition

This represents the relationship between AlarmIRP and AlarmList. 

5.4.1.2
Role

	Name
	Definition

	identifyAlarmIRP
	It represents the capability to obtain the identities of one or more AlarmIRP.

	identifyAlarmList
	It represents the capability to obtain the identify of one AlarmList.


5.4.1.3
Constraint

There is no constraint for this relationship. 
5.4.2
relation-AlarmList-AlarmInformation (M)

5.4.2.1
Definition

This represents the relationship between AlarmList and AlarmInformation.
5.4.2.2
Role

	Name
	Definition

	theAlarmInformation
	It represents the AlarmInformation.

	identifyAlarmInformation
	It represents a capability to obtain the information contained in AlarmInformation.


5.4.2.3
Constraint

	Name
	Definition

	inv_ hasAlarmInformation1
	No AlarmInformation playing the role of theAlarmInformation shall have its perceivedSeverity = "cleared" and its ackState = "acknowledged".

	inv_ hasAlarmInformation2
	The alarmId of all AlarmInformation instances playing the role of theAlarmInformation are distinct.


5.4.3
relation-AlarmInformation-Comment (M)

5.4.3.1
Definition

This represents the relationship between AlarmInformation and Comment.
5.4.3.2
Role

	Name
	Definition

	theAlarmInformation
	It represents the AlarmInformation.

	identifyComment
	It represents a capability to obtain the information contained in Comment.


5.4.3.3
Constraint

There is no constraint.

5.4.4
relation-AlarmInformation-CorrelatedNotification (M)

5.4.4.1
Definition

This represents the relationship between AlarmInformation and CorrelatedNotification.
5.4.4.2
Role

	Name
	Definition

	theAlarmInformation
	It represents the AlarmInformation.

	identifyCorrelatedNotification
	It represents a capability to obtain the information contained in CorrelatedNotification.


5.4.4.3
Constraint

There is no constraint.

5.4.5
relation-AlarmedObject-AlarmInformation (M)

5.4.5.1
Definition

This represents the relationship between MonitoredEntity and AlarmInformation.

5.4.5.2
Role

	Name
	Definition

	identifyAlarmedObject
	It represents the capability to obtain the identification, in terms of objectClass and objectInstance, of alarmed network resource.

	identifyAlarmInformation
	It represents the capability to obtain the identities of AlarmInformation.


5.4.5.3
Constraint

	Name
	Definition

	inv_relation-AI-ME
	All AlarmInformation involved in this relationship with the same MonitoredEntity shall have at least one different value in the following attributes: eventType, probableCause and specificProblem. 


5.4.6
relation-backUpObject-AlarmInformation (O)

5.4.6.1
Definition

The relationship represents the relationship between AlarmInformation and the backUpObject. 

5.4.6.2
Role

	Name
	Definition

	identifyBackUpObject
	It represents a capability to obtain the identification, in terms of objectClass and objectInstance, of the backUpObject. 


5.4.6.3
Constraint

	Name
	Definition

	inv_identifyBackUpObject
	This relationship is present if and only if the AlarmInformation.backedUpStatus attribute is present and is indicating true.


5.5
Information attribute definition

5.5.1 Definition and legal values

Change in Clause 5.5.1

	Name
	Definition
	Legal Values

	alarmId
	It identifies one AlarmInformation in the AlarmList. 
	

	notificationId
	It identifies the notification that carries the AlarmInformation. 
	

	alarmRaisedTime
	It indicates the date and time when the alarm is first raised by the alarmed resource. 
	All values indicating valid time.

	alarmChangedTime
	It indicates the last date and time when the AlarmInformation is changed by the alarmed resource. Changes to AlarmInformation caused by invocations of the IRPManager would not change this date and time. 
	All values indicating valid time.

	alarmClearedTime
	It indicates the date and time when the alarm is Cleared.
	All values indicating valid time.

	eventType
	It indicates the type of event. See Annex A for information on event type.
	See Annex A.

	
	

	

	probableCause
	It qualifies alarm and provides further information than eventType. See Annex B for a complete listing.
	See Annex B.

	perceivedSeverity
	It indicates the relative level of urgency for operator attention.  
	Critical, Major, Minor, Warning, Indeterminate, Cleared: see ITU-T Recommendation X.733 [2]. This IRP does not recommend the use of indeterminate.

	specificProblem
	It provides further qualification on the alarm than probableCause. This attribute value shall be single-value and of simple type such as integer or string. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.2.
	Provided by vendor.

	backedUpStatus
	It indicates if an object (the MonitoredEntity) has a back up. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.4.
	All values that carry the semantics of backedUpStatus defined by ITU-T X.733 [2] clause 8.1.2.4.

	trendIndication
	It indicates if some observed condition is getting better, worse, or not changing. 
	"Less severe", "no change", "more severe": see definition in ITU-T Recommendation X.733 [2] clause 8.1.2.6.

	thresholdInfo
	It indicates the crossed threshold information such as:

· The identifier of the monitored attribute whose value has crossed a threshold, 

· The threshold settings, 

· The observed value that have crossed a threshold, etc. 

See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.7. See also for information in TS 32.401 [4] subclause 5.6.
	

	stateChangeDefinition
	It indicates MO attribute value changes. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.10.
	

	monitoredAttributes
	It indicates MO attributes whose value changes are being monitored. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.11.
	

	proposedRepairActions
	It indicates proposed repair actions. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.12.
	

	additionalText
	It carries semantics that is outside the scope of this IRP specification. It may provide the identity of the NE (e.g. RNC, Node-B) from which the alarm has been originated. It corresponds to the "user label" attribute of the object class representing the NE in the Generic Network Resource Model [10]. 

It can contain further information on the alarm.
	N/A

	additionalInformation
	3GPP defines that this attribute shall be populated If the alarm has a different value of perceived severity and / or alarm type when it is delivered to the EM's alarm interface compared to its value when it is delivered to the Itf-N.
Any other uses of additional information on the alarm and its semantics is outside the scope of this IRP.
	The additional information field is a sequence of values.
3GPP defines support for vendor specific values of

· perceived severity

· alarmType.

	ackTime
	It identifies the time when the alarm has been acknowledged or unacknowledged the last time, i.e. it registers the time when ackState changes.
	All values that indicate valid time that are later than that carried in alarmRaisedTime.

	ackUserId
	It identifies the last user who has changed the Acknowledgement State. 
	It can be used to identify the human operator such as "John Smith" or it can identify a group, such as "Team Six", or it can contain no information such as "".

	ackSystemId
	It identifies the system (EM or NM) that last changed the ackState of an alarm, i.e. acknowledged or unacknowledged the alarm.
	It can be used to identify the system, such as "system 6" or it can contain no information such as "".

	ackState
	It identifies the Acknowledgement State of the alarm. 
	Acknowledged: the alarm has been acknowledged.

Unacknowledged: the alarm has been unacknowledged or the alarm has never been acknowledged.

	commentTime
	It carries the time when the comment has been added to the alarm.
	

	commentText
	It carries the textual comment.
	

	commentUserId
	It carries the identification of the user who made the comment.
	

	commentSystemId
	It carries the identification of the system (EM or NM) from which the comment is made. That system supports the user that made the comment.
	

	source
	It identifies one MonitoredEntity.
	All values that carry the semantics of DN.

	notificationIdSet
	It carries one or more notification identifiers.
	

	clearUserId
	It carries the identity of the user who invokes the clearAlarms operation.
	It can be used to identify the human operator such as "John Smith" or it can identify a group, such as "Team Six", or it can contain no information such as "".

	clearSystemId
	It carries the identity of the system in which the IRPManager runs. That IRPManager supports the user who invokes the clearAlarms().
	It can be used to identify the system, such as "system 6" or it can contain no information such as "".

	serviceUser
	It identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm.
	This attribute may carry no information if the server user is not identifiable.

	serviceProvider
	It identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm. 
	

	securityAlarmDetector
	It carries the identity of the detector of the security alarm.
	This attribute may carry no information if the security alarm detector is not identifiable.


End of Change in Clause 5.5.1

End of Document
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