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1. Overall Description:

SA5 thanks CT1 for their Liaison Statement LS (C1-051647 / S5-059111) on Reply LS to "end-to-end service level tracing for IMS".

SA5 has discussed the questions raised by CT1 and has provided a number of answers as follows:
Answer to question 1a: What are the marked components?
The OMA requirements document (OMA Service Provider Environment Requirements, OMA-RD-OSPE-V1_0-20050614-C, The Open Mobile Alliance™ (URL:http://www.openmobilealliance.org/) describes the need to mark a device/component. This means that it must be possible to mark a UE and a network element.

Answer to question 1b: Will service level tracing be used for terminating services?
SA5 believe that CT1 considers service level tracing to be restricted to test equipment. However, OMA have described use-cases that describe the use of service level tracing for both test equipment and end-user equipment (e.g. a UE). The method of retrieval of trace logs from the user equipment is FFS.

Additionally, based on the OMA requirements SA5 confirm that terminating services is in scope of service level tracing, which means that terminating services need also to be traced. The OMA have identified the need to mark a network element that acts as a network entry point in order to trace terminating services when it is not possible to initiated tracing from a UE.

Answer to question 2: What is the benefit of marking test equipments (SIP point of view)?
As described in the answer to question 1 service level tracing is not only applicable to test equipment. The benefit of initiating tracing from a UE is to identify faults between the UE and a network.

Answer to question 3: How can the network authorize the trace token?
SA5 believe that a solution for network authorization of the trace token (trace indication) will need to be identified. SA5 believe that there are two probable solutions: (1) the definition of a database containing authorized trace tokens; (2) to define the ability for the P-CSCF or S-CSCF to request authorization from the HSS when the P-CSCF or S-CSCF receives a trace token.

SA5 believe that discussions between SA5, CT1, CT4, SA3 and SA2 will be needed to identify the best solution.

In terms of what performs the insertion of the trace token into SIP, SA5 understands that the UE will be responsible for inserting the trace token into the SIP message.

Answer to question 4: Who makes the decision to insert the trace token into the SIP message (e.g. it is encoded in the trace token (time, type of the message), and/or allow the tester to make the decision)?

SA5 understands that criteria within the Marking request will be used to identify the service to be traced. When a service is initiated from the UE and this service matches the specified criteria a trace token will be inserted to the SIP message. This implies that all IMS services should be identifiable.

Answer to question 5: How can the logs be obtained from the test equipments (e.g. using device management, or simply displaying it)?
The ability to retrieve trace logs from a UE is for further study. SA5 believe that this will be one of the main challenges of service level tracing.

Answer to question 6: What are the requirements for the trace token?
The OMA requirements document (OMA Service Provider Environment Requirements, OMA-RD-OSPE-V1_0-20050614-C, The Open Mobile Alliance™ (URL:http://www.openmobilealliance.org/) specifies a number of requirements (e.g. SLT-AC-7) for the trace token 

Answer to question 7: What is the expected behaviour of network "entry" and "exit" points?
The authorization could be done in P-CSCF (refer to answer to question 3). SA5 believe that the network entry point will need to support a mechanism that is capable of accepting or rejecting a trace token.

Answer to question 8: What is the format of logs, is there any relation to trace reports? (See also question 6)
The format of the log will be the file format description defined by SA5. But the format of the trace logs from the UE is for further study, as it can depend on the solution how to get the logs from the UE.

Answer to question 9: What is the difference between 'component level' service level tracing and 'network element level' service level tracing?

These terms are no longer valid. The information contained in presentation “intentions of service level tracing” was intended only for socialization purposes and to provide a high level view of the concepts. The OMA requirements document contains the correct definitions.

2. Actions:

To CT1 group.

ACTION: SA5 asks CT1 group to consider the above answers and to consider the impacts on their specifications.
3. Date of Next SA5 Meetings:

	Meeting
	Week
	Date
	Location
	Host

	SA5#45
	07
	13 - 17 Feb 2006
	Sophia Antipolis, FR
	ETSI

	SA5#46
	14
	3 - 7 Apr 2006
	FR or CN
	ETSI or ?

	SA5#47
	20
	15 - 19 May 2006
	Italy
	EF3

	SA5#48
	27
	3 - 7 Jul 2006
	Sophia Antipolis, FR
	ETSI

	SA5#49
	36
	4 - 8 Sep 2006
	US?
	NAF?

	SA5#50
	46
	13 - 17 Nov 2006
	Athens
	EF3


