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5.6
Rel-6 OSA enhancements
TO BE WRITTEN BY Adrian
Acronym:


OSA3
UID:



15010
Main responsibility:

C5 (former N5)
References for WI "Rel-6 OSA enhancements"
	Document
	Title/Contents

	NP-040351
	Open Service Access (OSA) enhancements

	SP-030038
	Scope of the Open Service Access Release 6

	Impacted Specifications

	TS 22.127
	Service Requirement for the Open Services Access (OSA); Stage 1

	TS 29.198-01
	OSA API; Part 1: Overview

	TS 29.198-02
	OSA API; Part 2: Common data

	TS 29.198-03
	OSA API; Part 3: Framework

	TS 29.198-04-1
	OSA API; Part 4: Call control; Subpart 1: Common call control data definitions

	TS 29.198-04-2
	OSA API; Part 4: Call control; Subpart 2: Generic call control data SCF

	TS 29.198-04-3
	OSA API; Part 4: Call control; Subpart 3: Multi-party call control data SCF

	TS 29.198-04-4
	OSA API; Part 4: Call control; Subpart 4: Multimedia call control SCF

	TS 29.198-05
	OSA API; Part 5: Generic user interaction

	TS 29.198-06
	OSA API; Part 6: Mobility

	TS 29.198-07
	OSA API; Part 7: Terminal capabilities

	TS 29.198-08
	OSA API; Part 8: Data session control

	TS 29.198-11
	OSA API; Part 11: Account management

	TS 29.198-12
	OSA API; Part 12: Charging

	TS 29.198-13
	OSA API; Part 13: Policy management SCF

	TS 29.198-14
	OSA API; Part 14: Presence and Availability Management (PAM)

	TR 29.998-01
	Mapping for OSA; Part 1: General Issues on API Mapping

	TR 29.998-04-1
	Mapping for OSA; Part 4: Call Control Service Mapping; Subpart 1: API to CAP Mapping

	TR 29.998-04-4
	Mapping for OSA; Part 4: Call Control Service Mapping; Subpart 4: Multiparty Call Control ISC

	TR 29.998-05-1
	Mapping for OSA; Part 5: User Interaction Service Mapping; Subpart 1: API to CAP Mapping

	TR 29.998-05-4
	Mapping for OSA; Part 5: User Interaction Service Mapping; Subpart 4: API to SMS Mapping

	TR 29.998-06
	Mapping for OSA; Part 6: User Location and User Status Service Mapping to MAP

	TR 29.998-08
	Mapping for OSA; Part 8: Data Session Control Service Mapping to CAP

	New Dedicated Specifications

	TS 23.198
	Open Service Access (OSA); Stage 2 (see Note)

	TS 29.198-15
	OSA API; Part 15: Multi-media Messaging SCF

	TS 29.199-01
	OSA; Parlay X Web Services; Part 1: Common

	TS 29.199-02
	OSA; Parlay X Web Services; Part 2: Third party call

	TS 29.199-03
	OSA; Parlay X Web Services; Part 3: Call notification

	TS 29.199-04
	OSA; Parlay X Web Services; Part 4: Short messaging

	TS 29.199-05
	OSA; Parlay X Web Services; Part 5: Multimedia messaging

	TS 29.199-06
	OSA; Parlay X Web Services; Part 6: Payment

	TS 29.199-07
	OSA; Parlay X Web Services; Part 7: Account management

	TS 29.199-08
	OSA; Parlay X Web Services; Part 8: Terminal status

	TS 29.199-09
	OSA; Parlay X Web Services; Part 9: Terminal location

	TS 29.199-10
	OSA; Parlay X Web Services; Part 10: Call handling

	TS 29.199-11
	OSA; Parlay X Web Services; Part 11: Audio call

	TS 29.199-12
	OSA; Parlay X Web Services; Part 12: Multimedia conference

	TS 29.199-13
	OSA; Parlay X Web Services; Part 13: Address list management

	TS 29.199-14
	OSA; Parlay X Web Services; Part 14: Presence

	NOTE:
OSA Stage 2 was inherited by CT5 (former CN5) from SA2 at TSG#25 Sep 2004. 
SA2's 23.127 (OSA/VHE Stage 2) was replaced from Rel-6 onwards by a new CT5 TS 23.198 (Stage 2 OSA-only). TS 23.127 was withdrawn from the 3GPP Release 6.


The Open Service Access (OSA) enables service application developers to make use of network functionality through open, standardised, secure, extensible and scalable interfaces. Applications see the network functionality offered to them as a set of Service Capability Features (SCFs) in the OSA API. 
These SCFs provide access to the network capabilities on which the application developers can rely when designing their applications. The OSA API is independent of where or which network capabilities are implemented in the network, and of vendor specific solutions and programming languages.

A secure OSA API is a key enabler for the Virtual Home Environment (VHE) system concept, which requires users to be consistently presented with the same personalised services in whatever network and terminal, subject to the capabilities of both.

This work has been done jointly between The Parlay Group, 3GPP SA1 (stage 1), 3GPP CT5 (former CN5) (stages 2 and 3), ETSI TISPAN and 3GPP2, so that there is a single set of standard OSA APIs for the whole development community.

The objective of this work is to enhance the OSA interface of previous releases by adding: 

· Multi Media Messaging function (29.198-15)

· OSA interfaces at high level of abstractions (also known as Parlay X Web services 29.199-series)
· Policy management extensions (29.198-13)

· Presence and Availability Management for 3GPP (29.198-14)

· Introduction of migration support mechanism (29.198-3)

· Framework Function for Federation (29.198-3)

· Support for High-Availability (29.198-3 to 14)

Parlay X is a set of telecommunications Web Services (PXWS). Parlay X is designed to enable software developers to use capabilities from the telecom network (e.g. location, or the ability to set up a call) in applications.

The PXWS were defined by the Parlay Group, and are also a part of the 3GPP Rel-6 specifications.
The principle behind Parlay X is that since Web Services are widely used in the IT industry, they are a good basis for telecommunication service creation. There is a large number of developers and programmers who understand Web Services, and there is a wide variety of development tools.

The Parlay X APIs define a set of simple-to-use, high-level, telecom-related Web Services. 
A Web Service is a collection of protocols and standards used for exchanging data between applications or systems. Software applications written in various programming languages and running on various platforms can use Web Services to exchange data over computer networks like the Internet in a manner similar to inter-process communication on a single computer. This interoperability (e.g. between Windows and Linux applications) is due to the use of open standards. OASIS and the W3C are the steering committees responsible for the architecture and standardization of Web Services. 

5.7
OAM&P Rel-6
TO BE WRITTEN BY Adrian
Acronym:


OAM
UID:



35010
Main responsibility:

S5
This work is linked to the following Rel-6 Features:

· IMS Phase 2 (SA1)

· Generic User Profile - GUP (SA1)
· Subscription Management - SuM (SA5)
This Feature itself (OAM&P) comprises the following SA5 Building Blocks:

a) Principles, high level Requirements and Architecture (OAM-AR)

b) Network Infrastructure Management (OAM-NIM) 

c) Performance Management (OAM-PM)

d) Trace Management (OAM-Trace)

The work is justified by the fact that the 3GPP specifications need to continue to evolve in Rel-6 to allow OAM&P additions and enhancements. The purpose of this Feature level work item is to organise and manage the various SA5 Building Blocks (identified above) for 3GPP Rel-6. 

Many of these building blocks exist in every 3GPP Release in order to meet the requirements of Classical OAM&P (such as e.g. Fault Management, Performance Management, Network Infrastructure Management, etc.) for all other 3GPP Features.

The objective of this work is to continue to lay down the OAM&P Framework to be followed by the 3G Telecom Management standardization and met by all other subsequent specifications - to be produced by all 3GPP TSGs (e.g. SA5, RAN O&M, GERAN O&M, etc. - pertinent to 3G Systems’ Telecom Management). 
References for WI "OAM&P Rel-6"
	Document
	Title/Contents

	SP-040766
	OAM&P Feature Rel-6 Operations, Administration, Maintenance & Provisioning (OAM)

	
SP-040767
	
BB: Principles, high level Requirements and Architecture (OAM-AR)

	
SP-040789
	
BB: Network Infrastructure Management  (OAM-NIM)

	
SP-040782
	
BB: Performance Management (OM-PM)

	
SP-040782
	
BB: Trace Management Rel-6 (OAM-Trace)

	Impacted Specifications

	32.101
	Telecommunication management; Principles, high level Requirements 

	32.102
	Telecommunication management; Architecture

	32.xyz, 52.402
	see next tables

	New Dedicated Specifications

	32.xyz, 52.008
	see next tables


a)
Principles, high level Requirements and Architecture (OAM-AR)

New areas to be incorporated/enhanced in 32.101 and 32.102 include:

· Subscription Management (Service Operations Management Framework)
· Management of Service Specific Entities

· Transfer of IRP Methodology from 32.102 to a NIM specification
· Impact of Emergency Call Enhancements
b)
Network Infrastructure Management (OAM-NIM)
The existing IRP Information Services and Network Resource Models need to be extended to support new Rel-6 entities and functionality in the Radio Access and Core Networks. The Configuration Management (CM) and Fault Management (FM frameworks and some of the IRPs also need to be enhanced, and some new IRPs need to be introduced, in order to provide a more efficient management over the Itf-N interface. The new work areas are:

· Notification Log IRP

· File Transfer (FT) IRP
· Communication Surveillance (CS) IRP
· Entry Point (EP) IRP 

· Transport Network (TN) NRM IRP 

· CM; Signalling Transport Network (STN) interface NRM IRP
· Control of Remote Electrical Tilting (RET) antennas

	Document
	Title/Contents

	SP-040789
	BB: Network Infrastructure Management  (OAM-NIM)

	Impacted Specifications

	32.101, 32.102
	Principles, high level Requirements and Architecture

	32.111-1
	Fault Management (FM)

	32.111-2, 32.111-3, 32.111-4
	FM; Alarm IRP

	32.300
	Configuration Management (CM); Name convention for Managed Objects

	32.301, 32.302, 32.303, 32.304
	CM Notification IRP

	32.311, 32.312
	Generic IRP management

	32.321, 32.322, 32.323, 32.324
	Test management IRP

	32.600
	Configuration Management (CM); Concept and high-level requirements

	32.601, 32.602, 32.603, 32.604,
	Basic Configuration Management IRP

	32.611, 32.612, 32.613, 32.614, 32.615
	Bulk CM IRP

	32.621, 32.622, 32.623, 32.624, 32.625,
	CM Generic network resources IRP

	32.631, 32.632, 32.633, 32.634, 32.635
	CM Core Network Resources IRP

	32.641, 32.642, 32.643, 32.644, 32.645
	CM UTRAN network resources IRP

	32.651, 32.652, 32.653, 32.654, 32.655
	CM GERAN network resources IRP

	32.661, 32.662, 32.663, 32.664
	Kernel Configuration Management (CM)

	32.671, 32.672, 32.673, 32.674
	State Management IRP

	32.691, 32.692
	Inventory management network resources IRP

	New Dedicated Specifications

	32.111-5
	Fault Management; Part 5: Alarm IRP XML Definitions

	32.150
	Integration Reference Point (IRP) Concept and definitions

	32.151
	IRP Information Service template

	32.152
	IRP Information Service UML repertoire

	32.805
	Process guide; Backward compatibility recommendations

	32.305
	CM; Notification IRP: XML Definitions

	32.313
	Generic IRP management; CORBA SS

	32.314
	Generic IRP management; CMIP SS

	32.331, 32.332, 32.333, 32.334, 32.335
	Notification Log IRP

	32.341, 32.342, 32.343, 32.344
	File Transfer IRP 

	32.351, 32.352, 32.353, 32.354
	Communication Surveillance IRP

	32.361, 32.362, 32.363
	Entry Point IRP 

	32.675
	CM; State Management IRP CMIP SS XML file format definition

	32.690
	Inventory Management IRP Requirements

	32.695
	Inventory Management network resources IRP XML file format definition

	32.711, 32.712, 32.713, 32.714, 32.715
	Transport Network NRM IRP 

	32.751, 32.752, 32.753, 32.754, 32.755
	CM; Signalling Transport Network interface NRM IRP 

	32.804
	Control of Remote Electrical Tilting (RET) antennas; Requirements


c)
Performance Management (OAM-PM)
During the lifetime of a UMTS network, its logical and physical configuration will undergo changes of varying degrees and frequencies in order to optimise the utilisation of the network resources. These changes will be executed through network configuration management activities and/or network engineering.

Many of the activities involved in the daily operation and future network planning of a UMTS network require data on which to base decisions. This data refers to the load carried by the network and the grade of service offered. In order to produce this data, Performance Measurements are executed in the NEs, which comprise the network. The data can then be transferred to an external system, e.g. an Operations System (OS), for further evaluation. It is necessary to describe the mechanisms involved in the collection of the data and the definition of the data itself. 
New functionality is added and existing functionality is enhanced as follows:

· PM IRP definitions

· Measurement job Administration functions

· Performance threshold Management functions

· PM File format enhancements

· Performance Measurement definitions
	Document
	Title/Contents

	SP-040782
	Performance Management (OM-PM)

	Impacted Specifications

	32.401
	Performance Management (PM); Concept and requirements

	52.402
	Performance Management (PM); Performance measurements - GSM

	32.403
	PM; Performance measurements - UMTS and combined UMTS/GSM

	New Dedicated Specifications

	32.411, 32.412, 32.413, 32.414
	Performance Management (PM) IRP

	32.432
	Performance measurement: File format definition

	32.435
	Performance measurement: XML file format definition

	32.436
	Performance measurement: ASN.1 file format definition


d)
Trace Management (OAM-Trace)
Subscriber and Equipment Trace provide very detailed information at call level on one or more specific mobile(s). This data is an additional source of information to Performance measurements and allows going further in monitoring and optimisation operations. 

Contrary to Performance Measurements, which are a permanent source of information, Trace is activated on user demand for a limited period of time for specific analysis purposes. 

Trace plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end-to-end UMTS procedure validation.

Subscriber and Equipment Trace is also available for GSM-only systems.

	Document
	Title/Contents

	SP-040782
	Trace Management (OAM-Trace)

	
RAN_Work_Items_History
	
Subscriber and equipment trace in UTRAN (OAM-Trace-RAN) by RAN3

	
NP-040411
	
Trace Management, Stage 3 (OAM-Trace) by CT4 (former CN4)

	Impacted Specifications

	RAN3 TS 25.413
	UTRAN Iu interface RANAP signalling

	RAN3 TS 25.420
	UTRAN Iur Interface: General Aspects and Principles

	RAN3 TS 25.423
	UTRAN Iur interface RNSAP signalling

	CT4 TS 23.205
	Bearer-independent circuit-switched core network; Stage 2

	CT4 TS 29.232
	Media Gateway Controller (MGC) - Media Gateway (MGW) interface; Stage 3

	CT4 TS 29.060
	GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface

	CT4 TS 29.002
	Mobile Application Part (MAP) specification

	CT4 TS 29.228
	IMS Cx and Dx Interfaces; Signalling flows and message contents

	New Dedicated Specifications

	32.421
	Subscriber and equipment trace; Trace concepts and requirements

	32.422
	Subscriber and equipment trace; Trace control and configuration management

	32.423
	Subscriber and equipment trace; Trace data definition and management

	52.008
	GSM subscriber and equipment trace


5.8
Charging Management
TO BE WRITTEN BY Adrian
Acronym:


CH
UID:



35016
Main responsibility:

S5
References for WI "Charging Management"
	Document
	Title/Contents

	SP-040773
	Charging Management (Feature: CH)

	SP-030048
	
Charging Management for Bearer level (BB: CH-BC)

	SP-030049
	
Charging Management for IM Subsystem

	SP-040778
	
Charging Management for the Service domain (BB: CH-SC)

	Impacted Specifications

	None
	SA5 Rel-5 TSs have not been propagated to Rel-6

	New Dedicated Specifications

	32.240
	Charging architecture and principles

	32.815
	Online Charging System (OCS) architecture study

	32.295
	CDR transfer

	32.296
	OCS: Applications and interfaces

	32.297
	Charging Data Record (CDR) file format and transfer

	32.298
	CDR parameter description


The 3GPP specifications need to evolve in Rel-6 to allow Charging additions and enhancements. This comprises both the enhancements to existing services and access technologies that are further evolved in other 3GPP WGs, and the provision of charging capabilities for new Rel-6 services and access technologies.
The objective of this work is to continue to lay down the Charging Framework (stage 2 and stage 3 descriptions) covering all aspects of Bearer, IMS and Service Charging as required by all other 3GPP Rel-6 work items as well as enhancements to the existing framework. Harmonization of interfaces and protocols across all domains and subsystems is sought.
References for WI "Bearer Charging"
	Document
	Title/Contents

	SP-030048
	Charging Management for Bearer level (BB: CH-BC)

	
SP-040041
	IP flow based bearer level charging (CH-FBC)

	
NP-040245
	Gx interface for FBC

	
NP-040339
	Rx interface for FBC

	Impacted Specifications

	None
	SA5 Rel-5 TSs 32.205, 32.215 have not been propagated to Rel-6

	New Dedicated Specifications

	32.250
	CS domain charging

	32.251
	PS domain charging

	32.252
	WLAN charging (WLAN-CH)

	
SA2 TS 23.125
	Overall architectural aspects of IP flow based bearer level charging

	
CT3 TS 29.210
	Gx interface for flow based charging

	
CT3 TS 29.209
	Rx interface for flow based charging


References for WI "IMS Charging"
	Document
	Title/Contents

	SP-030049
	Charging Management for IM Subsystem (IMS2-CH)

	Impacted Specifications

	None
	SA5 Rel-5 TS 32.225 has not been propagated to Rel-6

	New Dedicated Specifications

	32.260
	Diameter Accounting and Credit Control application

	32.299
	Diameter charging applications


References for WI "Service Charging"
	Document
	Title/Contents

	SP-040778
	Charging Management for the Service domain (BB: CH-SC)

	SP-050032
	
PoC charging (WT: PoC-CH)

	SP-040779
	
MBMS charging (WT: MBMS-CH)

	Impacted Specifications

	None
	SA5 Rel-5 TS 32.235 has not been propagated to Rel-6

	New Dedicated Specifications

	32.270
	MMS charging

	32.271
	LCS charging

	32.272
	PoC charging

	32.273
	MBMS charging


8.3
Subscription Management
TO BE WRITTEN BY Adrian
Acronym:


SuM
UID:



2062
Main responsibility:

S5
References for WI "Subscription Management"
	Document
	Title/Contents

	SP-040763
	Subscription Management (Feature: SuM)

	Impacted Specifications

	32.101
	Telecommunication management; Principles, high level Requirements

	New Dedicated Specifications

	TS 32.140
	SuM Requirements

	TS 32.141
	SuM Architecture

	TS 32.171
	SuM Resources IRP: Requirements

	TS 32.172
	SuM Resources IRP: Network Resource Model 

	TS 32.175
	SuM Resources IRP: XML definition 

	TR 32.803
	Process Guide; Use Cases in Unified Modelling Language (UML)


Subscription Management (SuM) standardization will significantly enhance the ability of 3GPP based networks to offer complex services in the areas of:

· Multimedia

· Data services

In light of developments both within 3GPP (e.g. GUP) and outside 3GPP to identify and utilize subscription data, it is appropriate to liaise and coordinate tasks within 3GPP necessary to assess the task of SuM. 

Efforts within the mobile community to define advanced SuM functionality (i.e. Liberty Alliance) have provided valuable insight into developing SuM functionality for 3GPP.
The objective of this S5 work is to refine the operational requirements, and define an architecture, data models, and NRM IRP leading to solutions necessary for SuM. 

SuM capabilities arising from service requirements (as defined by S1) of Rel-6 have been developed.
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